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Services and on Appropriations of the Senate and the 
House of Representatives an annual report on the ac-
tivities of the Office at the same time’’, and added par. 
(2). 

SCHEDULE FOR ESTABLISHMENT OF OFFICE OF 
TECHNOLOGY TRANSITION 

Section 4225(b) of Pub. L. 102–484 provided that: ‘‘The 
Office of Technology Transition shall commence oper-
ations within 120 days after the date of the enactment 
of this Act [Oct. 23, 1992].’’ 

SUBMISSION OF ANNUAL REPORT 

Section 4225(c)(2) of Pub. L. 102–484 provided that: 
‘‘Notwithstanding section 2515(d) of title 10, United 
States Code (as added by subsection (a))— 

‘‘(A) the first report under that section shall be 
submitted not later than one year after the date of 
the enactment of this Act [Oct. 23, 1992]; and 

‘‘(B) no additional report is necessary under that 
section in the fiscal year in which such first report is 
submitted.’’ 

[§ 2516. Repealed. Pub. L. 104–106, div. A, title X, 
§ 1081(g), Feb. 10, 1996, 110 Stat. 455] 

Section, added Pub. L. 102–484, div. D, title XLII, 
§ 4226(a), Oct. 23, 1992, 106 Stat. 2684; amended Pub. L. 
103–35, title II, § 201(g)(8), May 31, 1993, 107 Stat. 100, re-
lated to Military-Civilian Integration and Technology 
Transfer Advisory Board. 

A prior section 2516, added Pub. L. 101–510, div. A, 
title VIII, § 823(a)(3), Nov. 5, 1990, 104 Stat. 1602, related 
to enhancement of concurrent engineering practices in 
design and development of weapon systems, prior to re-
peal by Pub. L. 102–484, § 4202(a). 

§ 2517. Office for Foreign Defense Critical Tech-
nology Monitoring and Assessment 

(a) IN GENERAL.—The Secretary of Defense 
shall establish within the Office of the Assistant 
Secretary of Defense for Research and Engineer-
ing an office known as the ‘‘Office for Foreign 
Defense Critical Technology Monitoring and As-
sessment’’ (hereinafter in this section referred 
to as the ‘‘Office’’). 

(b) RELATIONSHIP TO DEPARTMENT OF COM-
MERCE.—The head of the Office shall consult 
closely with appropriate officials of the Depart-
ment of Commerce in order— 

(1) to minimize the duplication of any effort 
of the Department of Commerce by the De-
partment of Defense regarding the monitoring 
of foreign activities related to defense critical 
technologies that have potential commercial 
uses; and 

(2) to ensure that the Office is effectively 
utilized to disseminate information to users of 
such information within the Federal Govern-
ment. 

(c) RESPONSIBILITIES.—The Office shall have 
the following responsibilities: 

(1) To maintain within the Department of 
Defense a central library for the compilation 
and appropriate dissemination of unclassified 
and classified information and assessments re-
garding significant foreign activities in re-
search, development, and applications of de-
fense critical technologies. 

(2) To establish and maintain— 
(A) a widely accessible unclassified data 

base of information and assessments regard-
ing foreign science and technology activities 
that involve defense critical technologies, 

including, especially, activities in Europe 
and in Pacific Rim countries; and 

(B) a classified data base of information 
and assessments regarding such activities. 

(3) To perform liaison activities among the 
military departments, Defense Agencies, and 
other appropriate elements of the Department 
of Defense, with appropriate agencies and of-
fices of the Department of Commerce and the 
Department of State, and with other depart-
ments and agencies of the Federal Govern-
ment in order to ensure that significant ac-
tivities in research, development, and applica-
tions of defense critical technologies are iden-
tified, monitored, and assessed by an appro-
priate department or agency of the Federal 
Government. 

(4) To ensure the maximum practicable pub-
lic availability of information and assess-
ments contained in the unclassified data bases 
established pursuant to paragraph (2)— 

(A) by limiting, to the maximum prac-
ticable extent, restrictive classification of 
such information and assessments; and 

(B) by disseminating to the National Tech-
nical Information Service of the Department 
of Commerce information and assessments 
regarding defense critical technologies hav-
ing potential commercial uses. 

(5) To disseminate through the National 
Technical Information Service of the Depart-
ment of Commerce unclassified information 
and assessments regarding defense critical 
technologies having potential commercial 
uses so that such information and assessments 
may be further disseminated within the Fed-
eral Government and to the private sector. 

(Added Pub. L. 102–190, div. A, title VIII, § 821(a), 
Dec. 5, 1991, 105 Stat. 1430, § 2525; renumbered 
§ 2517 and amended Pub. L. 102–484, div. D, title 
XLII, § 4227, Oct. 23, 1992, 106 Stat. 2685; Pub. L. 
111–383, div. A, title IX, § 901(j)(4), Jan. 7, 2011, 124 
Stat. 4324.) 

PRIOR PROVISIONS 

A prior section 2517 was renumbered section 2523 of 
this title and subsequently repealed. 

AMENDMENTS 

2011—Subsec. (a). Pub. L. 111–383 substituted ‘‘Assist-
ant Secretary of Defense for Research and Engineer-
ing’’ for ‘‘Director of Defense Research and Engineer-
ing’’. 

1992—Pub. L. 102–484 renumbered section 2525 of this 
title as this section and inserted ‘‘Critical’’ after ‘‘For-
eign Defense’’ in subsec. (a). 

EFFECTIVE DATE OF 2011 AMENDMENT 

Amendment by Pub. L. 111–383 effective Jan. 1, 2011, 
see section 901(p) of Pub. L. 111–383, set out as a note 
under section 131 of this title. 

§ 2518. Overseas foreign critical technology mon-
itoring and assessment financial assistance 
program 

(a) ESTABLISHMENT AND PURPOSE OF PRO-
GRAM.—The Secretary of Defense may establish 
a foreign critical technology monitoring and as-
sessment program. Under the program, the Sec-
retary may enter into cooperative arrangements 
with one or more eligible not-for-profit organi-
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