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(b) On or before one year after October 25, 1978, 
and on the same day each year for four years 
thereafter, the Permanent Select Committee on 
Intelligence and the Senate Select Committee 
on Intelligence shall report respectively to the 
House of Representatives and the Senate, con-
cerning the implementation of this chapter. 
Said reports shall include but not be limited to 
an analysis and recommendations concerning 
whether this chapter should be (1) amended, (2) 
repealed, or (3) permitted to continue in effect 
without amendment. 

(Pub. L. 95–511, title I, § 108, Oct. 25, 1978, 92 Stat. 
1795; Pub. L. 106–567, title VI, § 604(a), Dec. 27, 
2000, 114 Stat. 2853; Pub. L. 109–177, title I, 
§ 108(c), Mar. 9, 2006, 120 Stat. 204; Pub. L. 110–261, 
title I, § 105(b), July 10, 2008, 122 Stat. 2462.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (b), was in the 

original ‘‘this Act’’, meaning Pub. L. 95–511, Oct. 25, 

1978, 92 Stat. 1783, which is classified principally to this 

chapter. For complete classification of this Act to the 

Code, see Short Title note set out under section 1801 of 

this title and Tables. 

AMENDMENTS 

2008—Subsec. (a)(2)(C). Pub. L. 110–261 substituted 

‘‘1805(e)’’ for ‘‘1805(f)’’. 

2006—Subsec. (a)(1). Pub. L. 109–177, § 108(c)(1), in-

serted ‘‘, and the Committee on the Judiciary of the 

Senate,’’ after ‘‘Senate Select Committee on Intel-

ligence’’. 

Subsec. (a)(2). Pub. L. 109–177, § 108(c)(2), amended par. 

(2) generally. Prior to amendment, par. (2) read as fol-

lows: ‘‘Each report under the first sentence of para-

graph (1) shall include a description of— 

‘‘(A) each criminal case in which information ac-

quired under this chapter has been passed for law en-

forcement purposes during the period covered by such 

report; and 

‘‘(B) each criminal case in which information ac-

quired under this chapter has been authorized for use 

at trial during such reporting period.’’ 

2000—Subsec. (a). Pub. L. 106–567 designated existing 

provisions as par. (1) and added par. (2). 

EFFECTIVE DATE OF 2008 AMENDMENT 

Amendment by Pub. L. 110–261 effective July 10, 2008, 

except as provided in section 404 of Pub. L. 110–261, set 

out as a Transition Procedures note under section 1801 

of this title, see section 402 of Pub. L. 110–261, set out 

as an Effective Date of 2008 Amendment note under sec-

tion 1801 of this title. 

§ 1809. Criminal sanctions 

(a) Prohibited activities 

A person is guilty of an offense if he inten-
tionally— 

(1) engages in electronic surveillance under 
color of law except as authorized by this chap-
ter, chapter 119, 121, or 206 of title 18, or any 
express statutory authorization that is an ad-
ditional exclusive means for conducting elec-
tronic surveillance under section 1812 of this 
title; 

(2) discloses or uses information obtained 
under color of law by electronic surveillance, 
knowing or having reason to know that the in-
formation was obtained through electronic 
surveillance not authorized by this chapter, 
chapter 119, 121, or 206 of title 18, or any ex-
press statutory authorization that is an addi-

tional exclusive means for conducting elec-
tronic surveillance under section 1812 of this 
title. 

(b) Defense 

It is a defense to a prosecution under sub-
section (a) of this section that the defendant 
was a law enforcement or investigative officer 
engaged in the course of his official duties and 
the electronic surveillance was authorized by 
and conducted pursuant to a search warrant or 
court order of a court of competent jurisdiction. 

(c) Penalties 

An offense described in this section is punish-
able by a fine of not more than $10,000 or impris-
onment for not more than five years, or both. 

(d) Federal jurisdiction 

There is Federal jurisdiction over an offense 
under this section if the person committing the 
offense was an officer or employee of the United 
States at the time the offense was committed. 

(Pub. L. 95–511, title I, § 109, Oct. 25, 1978, 92 Stat. 
1796; Pub. L. 110–261, title I, § 102(b), July 10, 2008, 
122 Stat. 2459; Pub. L. 111–259, title VIII, § 801(3), 
Oct. 7, 2010, 124 Stat. 2746.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning Pub. L. 95–511, Oct. 25, 

1978, 92 Stat. 1783, which is classified principally to this 

chapter. For complete classification of this Act to the 

Code, see Short Title note set out under section 1801 of 

this title and Tables. 

AMENDMENTS 

2010—Subsec. (a)(1). Pub. L. 111–259, § 801(3)(A), sub-

stituted ‘‘section 1812 of this title;’’ for ‘‘section 1812 of 

this title.;’’. 
Subsec. (a)(2). Pub. L. 111–259, § 801(3)(B), substituted 

‘‘title.’’ for ‘‘title..’’ 
2008—Subsec. (a). Pub. L. 110–261 substituted ‘‘author-

ized by this chapter, chapter 119, 121, or 206 of title 18, 

or any express statutory authorization that is an addi-

tional exclusive means for conducting electronic sur-

veillance under section 1812 of this title.’’ for ‘‘author-

ized by statute’’ in pars. (1) and (2). 

EFFECTIVE DATE OF 2008 AMENDMENT 

Amendment by Pub. L. 110–261 effective July 10, 2008, 

except as provided in section 404 of Pub. L. 110–261, set 

out as a Transition Procedures note under section 1801 

of this title, see section 402 of Pub. L. 110–261, set out 

as an Effective Date of 2008 Amendment note under sec-

tion 1801 of this title. 

§ 1810. Civil liability 

An aggrieved person, other than a foreign 
power or an agent of a foreign power, as defined 
in section 1801(a) or (b)(1)(A) of this title, respec-
tively, who has been subjected to an electronic 
surveillance or about whom information ob-
tained by electronic surveillance of such person 
has been disclosed or used in violation of section 
1809 of this title shall have a cause of action 
against any person who committed such viola-
tion and shall be entitled to recover— 

(a) actual damages, but not less than liq-
uidated damages of $1,000 or $100 per day for 
each day of violation, whichever is greater; 

(b) punitive damages; and 
(c) reasonable attorney’s fees and other in-

vestigation and litigation costs reasonably in-
curred. 
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(Pub. L. 95–511, title I, § 110, Oct. 25, 1978, 92 Stat. 
1796.) 

§ 1811. Authorization during time of war 

Notwithstanding any other law, the President, 
through the Attorney General, may authorize 
electronic surveillance without a court order 
under this subchapter to acquire foreign intel-
ligence information for a period not to exceed 
fifteen calendar days following a declaration of 
war by the Congress. 

(Pub. L. 95–511, title I, § 111, Oct. 25, 1978, 92 Stat. 
1796.) 

§ 1812. Statement of exclusive means by which 
electronic surveillance and interception of 
certain communications may be conducted 

(a) Except as provided in subsection (b), the 
procedures of chapters 119, 121, and 206 of title 18 
and this chapter shall be the exclusive means by 
which electronic surveillance and the intercep-
tion of domestic wire, oral, or electronic com-
munications may be conducted. 

(b) Only an express statutory authorization for 
electronic surveillance or the interception of do-
mestic wire, oral, or electronic communications, 
other than as an amendment to this chapter or 
chapters 119, 121, or 206 of title 18 shall con-
stitute an additional exclusive means for the 
purpose of subsection (a). 

(Pub. L. 95–511, title I, § 112, as added Pub. L. 
110–261, title I, § 102(a), July 10, 2008, 122 Stat. 
2459.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning Pub. L. 95–511, Oct. 25, 1978, 92 

Stat. 1783, which is classified principally to this chap-

ter. For complete classification of this Act to the Code, 

see Short Title note set out under section 1801 of this 

title and Tables. 

EFFECTIVE DATE OF 2008 AMENDMENT 

Amendment by Pub. L. 110–261 effective July 10, 2008, 

except as provided in section 404 of Pub. L. 110–261, set 

out as a Transition Procedures note under section 1801 

of this title, see section 402 of Pub. L. 110–261, set out 

as an Effective Date of 2008 Amendment note under sec-

tion 1801 of this title. 

SUBCHAPTER II—PHYSICAL SEARCHES 

§ 1821. Definitions 

As used in this subchapter: 
(1) The terms ‘‘foreign power’’, ‘‘agent of a 

foreign power’’, ‘‘international terrorism’’, 
‘‘sabotage’’, ‘‘foreign intelligence informa-
tion’’, ‘‘Attorney General’’, ‘‘United States 
person’’, ‘‘United States’’, ‘‘person’’, ‘‘weapon 
of mass destruction’’, and ‘‘State’’ shall have 
the same meanings as in section 1801 of this 
title, except as specifically provided by this 
subchapter. 

(2) ‘‘Aggrieved person’’ means a person 
whose premises, property, information, or ma-
terial is the target of physical search or any 
other person whose premises, property, infor-
mation, or material was subject to physical 
search. 

(3) ‘‘Foreign Intelligence Surveillance 
Court’’ means the court established by section 
1803(a) of this title. 

(4) ‘‘Minimization procedures’’ with respect 
to physical search, means— 

(A) specific procedures, which shall be 
adopted by the Attorney General, that are 
reasonably designed in light of the purposes 
and technique of the particular physical 
search, to minimize the acquisition and re-
tention, and prohibit the dissemination, of 
nonpublicly available information concern-
ing unconsenting United States persons con-
sistent with the need of the United States to 
obtain, produce, and disseminate foreign in-
telligence information; 

(B) procedures that require that nonpub-
licly available information, which is not for-
eign intelligence information, as defined in 
section 1801(e)(1) of this title, shall not be 
disseminated in a manner that identifies any 
United States person, without such person’s 
consent, unless such person’s identity is nec-
essary to understand such foreign intel-
ligence information or assess its importance; 

(C) notwithstanding subparagraphs (A) and 
(B), procedures that allow for the retention 
and dissemination of information that is evi-
dence of a crime which has been, is being, or 
is about to be committed and that is to be 
retained or disseminated for law enforce-
ment purposes; and 

(D) notwithstanding subparagraphs (A), 
(B), and (C), with respect to any physical 
search approved pursuant to section 1822(a) 
of this title, procedures that require that no 
information, material, or property of a 
United States person shall be disclosed, dis-
seminated, or used for any purpose or re-
tained for longer than 72 hours unless a 
court order under section 1824 of this title is 
obtained or unless the Attorney General de-
termines that the information indicates a 
threat of death or serious bodily harm to 
any person. 

(5) ‘‘Physical search’’ means any physical in-
trusion within the United States into premises 
or property (including examination of the in-
terior of property by technical means) that is 
intended to result in a seizure, reproduction, 
inspection, or alteration of information, mate-
rial, or property, under circumstances in 
which a person has a reasonable expectation of 
privacy and a warrant would be required for 
law enforcement purposes, but does not in-
clude (A) ‘‘electronic surveillance’’, as defined 
in section 1801(f) of this title, or (B) the acqui-
sition by the United States Government of for-
eign intelligence information from inter-
national or foreign communications, or for-
eign intelligence activities conducted in ac-
cordance with otherwise applicable Federal 
law involving a foreign electronic communica-
tions system, utilizing a means other than 
electronic surveillance as defined in section 
1801(f) of this title. 

(Pub. L. 95–511, title III, § 301, as added Pub. L. 
103–359, title VIII, § 807(a)(3), Oct. 14, 1994, 108 
Stat. 3443; amended Pub. L. 107–108, title III, 
§ 314(a)(3), Dec. 28, 2001, 115 Stat. 1402; Pub. L. 
110–261, title I, § 110(c)(2), July 10, 2008, 122 Stat. 
2467; Pub. L. 111–259, title VIII, § 801(4), Oct. 7, 
2010, 124 Stat. 2746.) 


		Superintendent of Documents
	2012-05-07T16:36:20-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




