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opment and to assess the appropriateness of 

such technologies for deployment. 

(6) Design of metrics and use of those 

metrics to evaluate the effectiveness of home-

land security programs throughout the Fed-

eral Government, including all national lab-

oratories. 

(7) Design of and support for the conduct of 

homeland security-related exercises and sim-

ulations. 

(8) Creation of strategic technology develop-

ment plans to reduce vulnerabilities in the Na-

tion’s critical infrastructure and key re-

sources. 

(d) Consultation on Institute activities 

In carrying out the duties described in sub-

section (c) of this section, the Institute shall 

consult widely with representatives from pri-

vate industry, institutions of higher education, 

nonprofit institutions, other Government agen-

cies, and federally funded research and develop-

ment centers. 

(e) Use of centers 

The Institute shall utilize the capabilities of 

the National Infrastructure Simulation and 

Analysis Center. 

(f) Annual reports 

The Institute shall transmit to the Secretary 

and Congress an annual report on the activities 

of the Institute under this section. 

(g) Termination 

The Homeland Security Institute shall termi-

nate 5 years after its establishment. 

(Pub. L. 107–296, title III, § 312, Nov. 25, 2002, 116 

Stat. 2176; Pub. L. 108–334, title V, § 519, Oct. 18, 

2004, 118 Stat. 1318.) 

AMENDMENTS 

2004—Subsec. (g). Pub. L. 108–334 amended heading 

and text of subsec. (g) generally. Prior to amendment, 

text read as follows: ‘‘The Homeland Security Institute 

shall terminate 3 years after the effective date of this 

chapter.’’ 

§ 193. Technology clearinghouse to encourage 
and support innovative solutions to enhance 
homeland security 

(a) Establishment of program 

The Secretary, acting through the Under Sec-

retary for Science and Technology, shall estab-

lish and promote a program to encourage tech-

nological innovation in facilitating the mission 

of the Department (as described in section 111 of 

this title). 

(b) Elements of program 

The program described in subsection (a) of this 

section shall include the following components: 

(1) The establishment of a centralized Fed-

eral clearinghouse for information relating to 

technologies that would further the mission of 

the Department for dissemination, as appro-

priate, to Federal, State, and local govern-

ment and private sector entities for additional 

review, purchase, or use. 

(2) The issuance of announcements seeking 

unique and innovative technologies to advance 

the mission of the Department. 

(3) The establishment of a technical assist-

ance team to assist in screening, as appro-

priate, proposals submitted to the Secretary 

(except as provided in subsection (c)(2) of this 

section) to assess the feasibility, scientific and 

technical merits, and estimated cost of such 

proposals, as appropriate. 

(4) The provision of guidance, recommenda-

tions, and technical assistance, as appropriate, 

to assist Federal, State, and local government 

and private sector efforts to evaluate and im-

plement the use of technologies described in 

paragraph (1) or (2). 

(5) The provision of information for persons 

seeking guidance on how to pursue proposals 

to develop or deploy technologies that would 

enhance homeland security, including infor-

mation relating to Federal funding, regula-

tion, or acquisition. 

(c) Miscellaneous provisions 

(1) In general 

Nothing in this section shall be construed as 

authorizing the Secretary or the technical as-

sistance team established under subsection 

(b)(3) of this section to set standards for tech-

nology to be used by the Department, any 

other executive agency, any State or local 

government entity, or any private sector en-

tity. 

(2) Certain proposals 

The technical assistance team established 

under subsection (b)(3) of this section shall not 

consider or evaluate proposals submitted in 

response to a solicitation for offers for a pend-

ing procurement or for a specific agency re-

quirement. 

(3) Coordination 

In carrying out this section, the Secretary 

shall coordinate with the Technical Support 

Working Group (organized under the April 1982 

National Security Decision Directive Num-

bered 30). 

(Pub. L. 107–296, title III, § 313, Nov. 25, 2002, 116 

Stat. 2176.) 

§ 194. Enhancement of public safety communica-
tions interoperability 

(a) Coordination of public safety interoperable 
communications programs 

(1) Program 

The Secretary of Homeland Security, in con-

sultation with the Secretary of Commerce and 

the Chairman of the Federal Communications 

Commission, shall establish a program to en-

hance public safety interoperable communica-

tions at all levels of government. Such pro-

gram shall— 

(A) establish a comprehensive national ap-

proach to achieving public safety interoper-

able communications; 

(B) coordinate with other Federal agencies 

in carrying out subparagraph (A); 

(C) develop, in consultation with other ap-

propriate Federal agencies and State and 

local authorities, appropriate minimum ca-

pabilities for communications interoper-

ability for Federal, State, and local public 

safety agencies; 
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1 See References in Text note below. 

(D) accelerate, in consultation with other 

Federal agencies, including the National In-

stitute of Standards and Technology, the 

private sector, and nationally recognized 

standards organizations as appropriate, the 

development of national voluntary consen-

sus standards for public safety interoperable 

communications, recognizing— 
(i) the value, life cycle, and technical ca-

pabilities of existing communications in-

frastructure; 
(ii) the need for cross-border interoper-

ability between States and nations; 
(iii) the unique needs of small, rural 

communities; and 
(iv) the interoperability needs for daily 

operations and catastrophic events; 

(E) encourage the development and imple-

mentation of flexible and open architectures 

incorporating, where possible, technologies 

that currently are commercially available, 

with appropriate levels of security, for 

short-term and long-term solutions to public 

safety communications interoperability; 
(F) assist other Federal agencies in identi-

fying priorities for research, development, 

and testing and evaluation with regard to 

public safety interoperable communications; 
(G) identify priorities within the Depart-

ment of Homeland Security for research, de-

velopment, and testing and evaluation with 

regard to public safety interoperable com-

munications; 
(H) establish coordinated guidance for Fed-

eral grant programs for public safety inter-

operable communications; 
(I) provide technical assistance to State 

and local public safety agencies regarding 

planning, acquisition strategies, interoper-

ability architectures, training, and other 

functions necessary to achieve public safety 

communications interoperability; 
(J) develop and disseminate best practices 

to improve public safety communications 

interoperability; and 
(K) develop appropriate performance meas-

ures and milestones to systematically meas-

ure the Nation’s progress toward achieving 

public safety communications interoper-

ability, including the development of na-

tional voluntary consensus standards. 

(2) Office for Interoperability and Compatibil-
ity 

(A) Establishment of Office 

The Secretary may establish an Office for 

Interoperability and Compatibility within 

the Directorate of Science and Technology 

to carry out this subsection. 

(B) Functions 

If the Secretary establishes such office, 

the Secretary shall, through such office— 
(i) carry out Department of Homeland 

Security responsibilities and authorities 

relating to the SAFECOM Program; and 
(ii) carry out section 321 1 of this title. 

(3) Authorization of appropriations 

There are authorized to be appropriated to 

the Secretary to carry out this subsection— 

(A) $22,105,000 for fiscal year 2005; 

(B) $22,768,000 for fiscal year 2006; 

(C) $23,451,000 for fiscal year 2007; 

(D) $24,155,000 for fiscal year 2008; and 

(E) $24,879,000 for fiscal year 2009. 

(b) Report 

Not later than 120 days after December 17, 

2004, the Secretary shall report to the Congress 

on Department of Homeland Security plans for 

accelerating the development of national vol-

untary consensus standards for public safety 

interoperable communications, a schedule of 

milestones for such development, and achieve-

ments of such development. 

(c) International interoperability 

Not later than 18 months after December 17, 

2004, the President shall establish a mechanism 

for coordinating cross-border interoperability is-

sues between— 

(1) the United States and Canada; and 

(2) the United States and Mexico. 

(d) Omitted 

(e) Multiyear interoperability grants 

(1) Multiyear commitments 

In awarding grants to any State, region, 

local government, or Indian tribe for the pur-

poses of enhancing interoperable communica-

tions capabilities for emergency response pro-

viders, the Secretary may commit to obligate 

Federal assistance beyond the current fiscal 

year, subject to the limitations and restric-

tions in this subsection. 

(2) Restrictions 

(A) Time limit 

No multiyear interoperability commit-

ment may exceed 3 years in duration. 

(B) Amount of committed funds 

The total amount of assistance the Sec-

retary has committed to obligate for any fu-

ture fiscal year under paragraph (1) may not 

exceed $150,000,000. 

(3) Letters of intent 

(A) Issuance 

Pursuant to paragraph (1), the Secretary 

may issue a letter of intent to an applicant 

committing to obligate from future budget 

authority an amount, not more than the 

Federal Government’s share of the project’s 

cost, for an interoperability communica-

tions project (including interest costs and 

costs of formulating the project). 

(B) Schedule 

A letter of intent under this paragraph 

shall establish a schedule under which the 

Secretary will reimburse the applicant for 

the Federal Government’s share of the 

project’s costs, as amounts become avail-

able, if the applicant, after the Secretary is-

sues the letter, carries out the project before 

receiving amounts under a grant issued by 

the Secretary. 

(C) Notice to Secretary 

An applicant that is issued a letter of in-

tent under this subsection shall notify the 
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Secretary of the applicant’s intent to carry 

out a project pursuant to the letter before 

the project begins. 

(D) Notice to Congress 

The Secretary shall transmit a written no-

tification to the Congress no later than 3 

days before the issuance of a letter of intent 

under this section. 

(E) Limitations 

A letter of intent issued under this section 

is not an obligation of the Government 

under section 1501 of title 31 and is not 

deemed to be an administrative commitment 

for financing. An obligation or administra-

tive commitment may be made only as 

amounts are provided in authorization and 

appropriations laws. 

(F) Statutory construction 

Nothing in this subsection shall be con-

strued— 
(i) to prohibit the obligation of amounts 

pursuant to a letter of intent under this 

subsection in the same fiscal year as the 

letter of intent is issued; or 
(ii) to apply to, or replace, Federal as-

sistance intended for interoperable com-

munications that is not provided pursuant 

to a commitment under this subsection. 

(f) Interoperable communications plans 

Any applicant requesting funding assistance 

from the Secretary for interoperable commu-

nications for emergency response providers shall 

submit an Interoperable Communications Plan 

to the Secretary for approval. Such a plan 

shall— 
(1) describe the current state of communica-

tions interoperability in the applicable juris-

dictions among Federal, State, and local emer-

gency response providers and other relevant 

private resources; 
(2) describe the available and planned use of 

public safety frequency spectrum and re-

sources for interoperable communications 

within such jurisdictions; 
(3) describe how the planned use of spectrum 

and resources for interoperable communica-

tions is compatible with surrounding capabili-

ties and interoperable communications plans 

of Federal, State, and local governmental en-

tities, military installations, foreign govern-

ments, critical infrastructure, and other rel-

evant entities; 
(4) include a 5-year plan for the dedication of 

Federal, State, and local government and pri-

vate resources to achieve a consistent, secure, 

and effective interoperable communications 

system, including planning, system design and 

engineering, testing and technology develop-

ment, procurement and installation, training, 

and operations and maintenance; 
(5) describe how such 5-year plan meets or 

exceeds any applicable standards and grant re-

quirements established by the Secretary; 
(6) include information on the governance 

structure used to develop the plan, including 

such information about all agencies and orga-

nizations that participated in developing the 

plan and the scope and timeframe of the plan; 

and 

(7) describe the method by which multi-ju-

risdictional, multidisciplinary input is pro-

vided from all regions of the jurisdiction, in-

cluding any high-threat urban areas located in 

the jurisdiction, and the process for continu-

ing to incorporate such input. 

(g) Definitions 

In this section: 

(1) Interoperable communications 

The term ‘‘interoperable communications’’ 

means the ability of emergency response pro-

viders and relevant Federal, State, and local 

government agencies to communicate with 

each other as necessary, through a dedicated 

public safety network utilizing information 

technology systems and radio communications 

systems, and to exchange voice, data, and 

video with one another on demand, in real 

time, as necessary. 

(2) Emergency response providers 

The term ‘‘emergency response providers’’ 

has the meaning that term has under section 

101 of this title. 

(h) Omitted 

(i) Sense of Congress regarding interoperable 
communications 

(1) Finding 

The Congress finds that— 

(A) many first responders working in the 

same jurisdiction or in different jurisdic-

tions cannot effectively and efficiently com-

municate with one another; and 

(B) their inability to do so threatens the 

public’s safety and may result in unneces-

sary loss of lives and property. 

(2) Sense of Congress 

It is the sense of Congress that interoperable 

emergency communications systems and ra-

dios should continue to be deployed as soon as 

practicable for use by the first responder com-

munity, and that upgraded and new digital 

communications systems and new digital ra-

dios must meet prevailing national, voluntary 

consensus standards for interoperability. 

(Pub. L. 108–458, title VII, § 7303, Dec. 17, 2004, 118 

Stat. 3843; Pub. L. 110–53, title III, § 301(c), Aug. 

3, 2007, 121 Stat. 299.) 

REFERENCES IN TEXT 

Section 321 of this title, referred to in subsec. 

(a)(2)(B)(ii), was in the original a reference to section 

510 of the Homeland Security Act of 2002, as added by 

section 7303(d) of Pub. L. 108–458, which was repealed by 

Pub. L. 109–295, title VI, § 611(5), Oct. 4, 2006, 120 Stat. 

1395. 

CODIFICATION 

Section is comprised of section 7303 of Pub. L. 108–458. 

Subsec. (d) of section 7303 of Pub. L. 108–458 enacted 

section 321 of this title. Subsec. (h) of section 7303 of 

Pub. L. 108–458 amended sections 238 and 312 of this 

title. 

Section was enacted as part of the Intelligence Re-

form and Terrorism Prevention Act of 2004, and also as 

part of the 9/11 Commission Implementation Act of 

2004, and not as part of the Homeland Security Act of 

2002 which comprises this chapter. 

Section 301(c) of Pub. L. 110–53, which directed the 

amendment of section 7303 of the ‘‘Intelligence Reform 
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and Terrorist Prevention Act of 2004’’, was executed to 

this section, which is section 7303 of the Intelligence 

Reform and Terrorism Prevention Act of 2004, to reflect 

the probable intent of Congress. See 2007 Amendment 

notes below. 

AMENDMENTS 

2007—Subsec. (f)(6), (7). Pub. L. 110–53, § 301(c)(1), 

added pars. (6) and (7). See Codification note above. 
Subsec. (g)(1). Pub. L. 110–53, § 301(c)(2), substituted 

‘‘and video’’ for ‘‘or video’’. See Codification note 

above. 

EFFECTIVE DATE 

Pub. L. 108–458, title VII, § 7308, Dec. 17, 2004, 118 Stat. 

3849, provided that: ‘‘Notwithstanding any other provi-

sion of this Act [see Tables for classification], this sub-

title [subtitle C (§§ 7301–7308) of title VII of Pub. L. 

108–458, enacting this section and section 321 of this 

title, amending sections 238 and 312 of this title, and 

enacting provisions set out as notes under this section 

and section 5196 of Title 42, The Public Health and Wel-

fare] shall take effect on the date of enactment of this 

Act [Dec. 17, 2004].’’ 

TRANSFER OF FUNCTIONS 

For transfer of the SAFECOM Program, excluding 

elements related to research, development, testing, and 

evaluation and standards, to the Director for Emer-

gency Communications, see section 571(d)(1) of this 

title. 

CROSS BORDER INTEROPERABILITY REPORTS 

Pub. L. 110–53, title XXII, § 2203, Aug. 3, 2007, 121 Stat. 

541, provided that: 
‘‘(a) IN GENERAL.—Not later than 90 days after the 

date of enactment of this Act [Aug. 3, 2007], the Federal 

Communications Commission, in consultation with the 

Department of Homeland Security’s Office of Emer-

gency Communications, the Office of Management of 

[sic] Budget, and the Department of State shall report 

to the Senate Committee on Commerce, Science, and 

Transportation and the House of Representatives Com-

mittee on Energy and Commerce on— 
‘‘(1) the status of the mechanism established by the 

President under section 7303(c) of the Intelligence Re-

form and Terrorism Prevention Act of 2004 (6 U.S.C. 

194(c)) for coordinating cross border interoperability 

issues between— 
‘‘(A) the United States and Canada; and 
‘‘(B) the United States and Mexico; 

‘‘(2) the status of treaty negotiations with Canada 

and Mexico regarding the coordination of the re- 

banding of 800 megahertz radios, as required under 

the final rule of the Federal Communication Commis-

sion in the ‘Private Land Mobile Services; 800 MHz 

Public Safety Interface Proceeding’ (WT Docket No. 

02–55; ET Docket No. 00–258; ET Docket No. 95–18, 

RM–9498; RM–10024; FCC 04–168) including the status 

of any outstanding issues in the negotiations be-

tween— 
‘‘(A) the United States and Canada; and 
‘‘(B) the United States and Mexico; 

‘‘(3) communications between the Commission and 

the Department of State over possible amendments 

to the bilateral legal agreements and protocols that 

govern the coordination process for license applica-

tions seeking to use channels and frequencies above 

Line A; 
‘‘(4) the annual rejection rate for the last 5 years by 

the United States of applications for new channels 

and frequencies by Canadian private and public enti-

ties; and 
‘‘(5) any additional procedures and mechanisms 

that can be taken by the Commission to decrease the 

rejection rate for applications by United States pri-

vate and public entities seeking licenses to use chan-

nels and frequencies above Line A. 
‘‘(b) UPDATED REPORTS TO BE FILED ON THE STATUS OF 

TREATY OF [SIC] NEGOTIATIONS.—The Federal Commu-

nications Commission, in conjunction with the Depart-

ment of Homeland Security, the Office of Management 

of Budget, and the Department of State shall contin-

ually provide updated reports to the Committee on 

Commerce, Science, and Transportation of the Senate 

and the Committee on Energy and Commerce of the 

House of Representatives on the status of treaty nego-

tiations under subsection (a)(2) until the appropriate 

United States treaty has been revised with each of— 
‘‘(1) Canada; and 
‘‘(2) Mexico. 

‘‘(c) INTERNATIONAL NEGOTIATIONS TO REMEDY SITUA-

TION.—Not later than 90 days after the date of enact-

ment of this Act [Aug. 3, 2007], the Secretary of the De-

partment of State shall report to Congress on— 
‘‘(1) the current process for considering applications 

by Canada for frequencies and channels by United 

States communities above Line A; 
‘‘(2) the status of current negotiations to reform 

and revise such process; 
‘‘(3) the estimated date of conclusion for such nego-

tiations; 
‘‘(4) whether the current process allows for auto-

matic denials or dismissals of initial applications by 

the Government of Canada, and whether such denials 

or dismissals are currently occurring; and 
‘‘(5) communications between the Department of 

State and the Federal Communications Commission 

pursuant to subsection (a)(3).’’ 

SUBMISSION OF REPORTS TO APPROPRIATE 

CONGRESSIONAL COMMITTEES 

Pub. L. 110–53, title XXII, § 2205, Aug. 3, 2007, 121 Stat. 

543, provided that: ‘‘In addition to the committees spe-

cifically enumerated to receive reports under this title 

[enacting provisions set out as note under this section, 

section 701 of this title, and section 247d–3a of Title 42, 

The Public Health and Welfare, and amending provi-

sions set out as a note under section 309 of Title 47, 

Telecommunications], any report transmitted under 

the provisions of this title shall also be transmitted to 

the appropriate congressional committees (as defined 

in section 2(2) of the Homeland Security Act of 2002 (6 

U.S.C. 101(2))).’’ 

REGIONAL MODEL STRATEGIC PLAN PILOT PROJECTS 

Pub. L. 108–458, title VII, § 7304, Dec. 17, 2004, 118 Stat. 

3847, directed the Secretary of Homeland Security, not 

later than 90 days after Dec. 17, 2004, to establish not 

fewer than 2 pilot projects in high threat urban areas 

or regions likely to implement a national model strate-

gic plan in order to develop a regional strategic plan to 

foster interagency communication and coordinate the 

gathering of all Federal, State, and local first respond-

ers in that area, consistent with the national strategic 

plan developed by the Department of Homeland Secu-

rity, and to submit to Congress an interim report re-

garding the progress of the interagency communica-

tions pilot projects 6 months after Dec. 17, 2004, and a 

final report 18 months after Dec. 17, 2004. 

§ 195. Office for Interoperability and Compatibil-
ity 

(a) Clarification of responsibilities 

The Director of the Office for Interoperability 

and Compatibility shall— 
(1) assist the Secretary in developing and 

implementing the science and technology as-

pects of the program described in subpara-

graphs (D), (E), (F), and (G) of section 194(a)(1) 

of this title; 
(2) in coordination with the Federal Commu-

nications Commission, the National Institute 

of Standards and Technology, and other Fed-

eral departments and agencies with respon-

sibility for standards, support the creation of 

national voluntary consensus standards for 

interoperable emergency communications; 
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