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‘‘(C) The processes agencies have implemented to 
ensure quality in the security clearance back-
ground investigation process. 

‘‘(D) The extent to which agencies have developed 
and implemented outcome-focused performance 
measures to track the quality of security clearance 
investigations and any insights from these meas-
ures. 

‘‘(E) The processes agencies have implemented for 
resolving incomplete or subpar investigations, and 
the actions taken against government employees 
and contractor personnel who have demonstrated a 
consistent failure to abide by quality assurance 
measures. 
‘‘(3) REPORT.—Not later than 180 days after the date 

of the enactment of this Act, the Comptroller Gen-
eral shall submit to the appropriate committees of 
Congress a report on the results of the review re-
quired by paragraph (1). 
‘‘(f) TASK FORCE ON RECORDS ACCESS FOR SECURITY 

CLEARANCE BACKGROUND INVESTIGATIONS.— 
‘‘(1) ESTABLISHMENT.—The Suitability and Security 

Clearance Performance Accountability Council, as es-
tablished by Executive Order No. 13467 [50 U.S.C. 3161 
note], shall convene a task force to examine the dif-
ferent policies and procedures that determine the 
level of access to public records provided by State 
and local authorities in response to investigative re-
quests by Federal Government employees or con-
tracted employees carrying out background inves-
tigations to determine an individual’s suitability for 
access to classified information or secure government 
facilities. 

‘‘(2) MEMBERSHIP.—The members of the task force 
shall include, but need not be limited to, the follow-
ing: 

‘‘(A) The Chair of the Suitability and Security 
Clearance Performance and Accountability Council, 
who shall serve as chair of the task force. 

‘‘(B) A representative from the Office of Person-
nel Management. 

‘‘(C) A representative from the Office of the Di-
rector of National Intelligence. 

‘‘(D) A representative from the Department of De-
fense responsible for administering security clear-
ance background investigations. 

‘‘(E) Representatives from Federal law enforce-
ment agencies within the Department of Justice 
and the Department of Homeland Security involved 
in security clearance background investigations. 

‘‘(F) Representatives from State and local law en-
forcement agencies, including— 

‘‘(i) agencies in rural areas that have limited re-
sources and less than 500 officers; and 

‘‘(ii) agencies that have more than 1,000 officers 
and significant technological resources. 
‘‘(G) A representative from Federal, State, and 

local law enforcement associations involved with 
security clearance background administrative ac-
tions and appeals. 

‘‘(H) Representatives from Federal, State, and 
local judicial systems involved in the sharing of 
records to support security clearance background 
investigations. 
‘‘(3) INITIAL MEETING.—The task force shall convene 

its initial meeting not later than 45 days after the 
date of the enactment of this Act [Dec. 26, 2013]. 

‘‘(4) DUTIES.—The task force shall do the following: 
‘‘(A) Analyze the degree to which State and local 

authorities comply with investigative requests 
made by Federal Government employees or con-
tractor employees carrying out background inves-
tigations to determine an individual’s suitability 
for access to classified information or secure gov-
ernment facilities, including the degree to which 
investigative requests are required but never for-
mally requested. 

‘‘(B) Analyze limitations on the access to public 
records provided by State and local authorities in 
response to investigative requests by Federal Gov-

ernment employees and contractor employees de-
scribed in subparagraph (A), including, but not be 
limited to, limitations relating to budget and staff-
ing constraints on State and local authorities, any 
procedural and legal obstacles impairing Federal 
access to State and local law enforcement records, 
or inadequate investigative procedural standards 
for background investigators. 

‘‘(C) Provide recommendations for improving the 
degree of cooperation and records-sharing between 
State and local authorities and Federal Govern-
ment employees and contractor employees de-
scribed in subparagraph (A). 
‘‘(5) REPORT.—Not later than 120 days after the date 

of the enactment of this Act, the task force shall sub-
mit to the appropriate committees of Congress a re-
port setting forth a detailed statement of the findings 
and conclusions of the task force pursuant to this 
subsection, together with the recommendations of 
the task force for such legislative or administrative 
action as the task force considers appropriate. 
‘‘(g) APPROPRIATE COMMITTEES OF CONGRESS DE-

FINED.—In this section, the term ‘appropriate commit-
tees of Congress’ means— 

‘‘(1) the Committee on Armed Services, the Com-
mittee on Homeland Security and Governmental Af-
fairs, the Committee on Appropriations, and the Se-
lect Committee on Intelligence of the Senate; and 

‘‘(2) the Committee on Armed Services, the Com-
mittee on Oversight and Government Reform, the 
Committee on Appropriations, and the Permanent 
Select Committee on Intelligence of the House of 
Representatives.’’ 

REQUIRED NOTIFICATION WHENEVER MEMBERS OF THE 
ARMED FORCES ARE COMPLETING STANDARD FORM 86 
OF THE QUESTIONNAIRE FOR NATIONAL SECURITY PO-
SITIONS 

Pub. L. 113–66, div. A, title XVII, § 1747, Dec. 26, 2013, 
127 Stat. 983, provided that: 

‘‘(a) NOTIFICATION OF POLICY.—Whenever a member of 
the Armed Forces is required to complete Standard 
Form 86 of the Questionnaire for National Security Po-
sitions in connection with an application, investiga-
tion, or reinvestigation for a security clearance, the 
member shall be notified of the policy described in sub-
section (b) regarding question 21 of such form. 

‘‘(b) POLICY DESCRIBED.—The policy referred to in 
subsection (a) is the policy of instructing an individual 
to answer ‘no’ to question 21 of Standard Form 86 of the 
Questionnaire for National Security Positions with re-
spect to consultation with a health care professional 
if— 

‘‘(1) the individual is a victim of a sexual assault; 
and 

‘‘(2) the consultation occurred with respect to an 
emotional or mental health condition strictly in rela-
tion to the sexual assault.’’ 

DEADLINE FOR PRESCRIBING PROCESS FOR PRIORITIZING 
BACKGROUND INVESTIGATIONS FOR SECURITY CLEAR-
ANCES 

Pub. L. 106–398, § 1 [[div. A], title X, § 1072(c)], Oct. 30, 
2000, 114 Stat. 1654, 1654A–277, provided that: ‘‘The proc-
ess required by section 1564(a) of title 10, United States 
Code, as added by subsection (a), for expediting the 
completion of the background investigations necessary 
for granting security clearances for certain persons 
shall be prescribed not later than January 1, 2001.’’ 

§ 1564a. Counterintelligence polygraph program 

(a) AUTHORITY FOR PROGRAM.—The Secretary 
of Defense may carry out a program for the ad-
ministration of counterintelligence polygraph 
examinations to persons described in subsection 
(b). The program shall be conducted in accord-
ance with the standards specified in subsection 
(e). 
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(b) PERSONS COVERED.—Except as provided in 
subsection (d), the following persons, if their du-
ties are described in subsection (c), are subject 
to this section: 

(1) Military and civilian personnel of the De-
partment of Defense. 

(2) Personnel of defense contractors. 
(3) A person assigned or detailed to the De-

partment of Defense. 
(4) An applicant for a position in the Depart-

ment of Defense. 

(c) COVERED TYPES OF DUTIES.—The Secretary 
of Defense may provide, under standards estab-
lished by the Secretary, that a person described 
in subsection (b) is subject to this section if that 
person’s duties involve— 

(1) access to information that— 
(A) has been classified at the level of top 

secret; or 
(B) is designated as being within a special 

access program under section 4.4(a) of Exec-
utive Order No. 12958 (or a successor Execu-
tive order); or 

(2) assistance in an intelligence or military 
mission in a case in which the unauthorized 
disclosure or manipulation of information, as 
determined under standards established by the 
Secretary of Defense, could reasonably be ex-
pected to— 

(A) jeopardize human life or safety; 
(B) result in the loss of unique or uniquely 

productive intelligence sources or methods 
vital to United States security; or 

(C) compromise technologies, operational 
plans, or security procedures vital to the 
strategic advantage of the United States and 
its allies. 

(d) EXCEPTIONS FROM COVERAGE FOR CERTAIN 
INTELLIGENCE AGENCIES AND FUNCTIONS.—This 
section does not apply to the following persons: 

(1) A person assigned or detailed to the Cen-
tral Intelligence Agency or to an expert or 
consultant under a contract with the Central 
Intelligence Agency. 

(2) A person who is— 
(A) employed by or assigned or detailed to 

the National Security Agency; 
(B) an expert or consultant under contract 

to the National Security Agency; 
(C) an employee of a contractor of the Na-

tional Security Agency; or 
(D) a person applying for a position in the 

National Security Agency. 

(3) A person assigned to a space where sen-
sitive cryptographic information is produced, 
processed, or stored. 

(4) A person employed by, or assigned or de-
tailed to, an office within the Department of 
Defense for the collection of specialized na-
tional foreign intelligence through reconnais-
sance programs or a contractor of such an of-
fice. 

(e) STANDARDS.—(1) Polygraph examinations 
conducted under this section shall comply with 
all applicable laws and regulations. 

(2) Such examinations may be authorized for 
any of the following purposes: 

(A) To assist in determining the initial eligi-
bility for duties described in subsection (c) of, 

and aperiodically thereafter, on a random 
basis, to assist in determining the continued 
eligibility of, persons described in subsections 
(b) and (c). 

(B) With the consent of, or upon the request 
of, the examinee, to— 

(i) resolve serious credible derogatory in-
formation developed in connection with a 
personnel security investigation; or 

(ii) exculpate him- or herself of allegations 
or evidence arising in the course of a 
counterintelligence or personnel security in-
vestigation. 

(C) To assist, in a limited number of cases 
when operational exigencies require the imme-
diate use of a person’s services before the com-
pletion of a personnel security investigation, 
in determining the interim eligibility for du-
ties described in subsection (c) of the person. 

(3) Polygraph examinations conducted under 
this section shall provide adequate safeguards, 
prescribed by the Secretary of Defense, for the 
protection of the rights and privacy of persons 
subject to this section under subsection (b) who 
are considered for or administered polygraph ex-
aminations under this section. Such safeguards 
shall include the following: 

(A) The examinee shall receive timely notifi-
cation of the examination and its intended 
purpose and may only be given the examina-
tion with the consent of the examinee. 

(B) The examinee shall be advised of the 
examinee’s right to consult with legal counsel. 

(C) All questions asked concerning the mat-
ter at issue, other than technical questions 
necessary to the polygraph technique, must 
have a relevance to the subject of the inquiry. 

(f) OVERSIGHT.—(1) The Secretary shall estab-
lish a process to monitor responsible and effec-
tive application of polygraph examinations 
within the Department of Defense. 

(2) The Secretary shall make information on 
the use of polygraphs within the Department of 
Defense available to the congressional defense 
committees. 

(g) POLYGRAPH RESEARCH PROGRAM.—The Sec-
retary shall carry out a continuing research pro-
gram to support the polygraph examination ac-
tivities of the Department of Defense. The pro-
gram shall include the following: 

(1) An on-going evaluation of the validity of 
polygraph techniques used by the Department. 

(2) Research on polygraph countermeasures 
and anti-countermeasures. 

(3) Developmental research on polygraph 
techniques, instrumentation, and analytic 
methods. 

(Added Pub. L. 108–136, div. A, title X, 
§ 1041(a)(1), Nov. 24, 2003, 117 Stat. 1607; amended 
Pub. L. 109–163, div. A, title X, § 1054(a), Jan. 6, 
2006, 119 Stat. 3436.) 

REFERENCES IN TEXT 

Executive Order No. 12958, referred to in subsec. 
(c)(1)(B), which was formerly set out as a note under 
section 435 (now section 3161) of Title 50, War and Na-
tional Defense, was revoked by Ex. Ord. No. 13526, 
§ 6.2(g), Dec. 29, 2009, 75 F.R. 731. 

PRIOR PROVISIONS 

Provisions similar to those in this section were con-
tained in Pub. L. 100–180, title XI, § 1121, Dec. 4, 1987, 101 
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Stat. 1147, as amended, which was set out as a note 
under section 113 of this title, prior to repeal by Pub. 
L. 108–136, div. A, title X, § 1041(b), Nov. 24, 2003, 117 
Stat. 1608. 

AMENDMENTS 

2006—Pub. L. 109–163 reenacted section catchline 
without change and amended text generally. Prior to 
amendment, section related to authority for program 
for administration of counterintelligence polygraph ex-
aminations in subsec. (a), persons covered in subsec. 
(b), exceptions from coverage for certain intelligence 
agencies and functions in subsec. (c), oversight in sub-
sec. (d), and polygraph research program in subsec. (e). 

EFFECTIVE DATE OF 2006 AMENDMENT 

Pub. L. 109–163, div. A, title X, § 1054(b), Jan. 6, 2006, 
119 Stat. 3438, provided that: ‘‘The amendment made by 
subsection (a) [amending this section] shall apply with 
respect to polygraph examinations administered begin-
ning on the date of the enactment of this Act [Jan. 6, 
2006].’’ 

§ 1565. DNA identification information: collection 
from certain offenders; use 

(a) COLLECTION OF DNA SAMPLES.—(1) The Sec-
retary concerned shall collect a DNA sample 
from each member of the armed forces under the 
Secretary’s jurisdiction who is, or has been, con-
victed of a qualifying military offense (as deter-
mined under subsection (d)). 

(2) For each member described in paragraph 
(1), if the Combined DNA Index System (in this 
section referred to as ‘‘CODIS’’) of the Federal 
Bureau of Investigation contains a DNA analysis 
with respect to that member, or if a DNA sample 
has been or is to be collected from that member 
under section 3(a) of the DNA Analysis Backlog 
Elimination Act of 2000, the Secretary con-
cerned may (but need not) collect a DNA sample 
from that member. 

(3) The Secretary concerned may enter into 
agreements with other Federal agencies, units 
of State or local government, or private entities 
to provide for the collection of samples de-
scribed in paragraph (1). 

(b) ANALYSIS AND USE OF SAMPLES.—The Sec-
retary concerned shall furnish each DNA sample 
collected under subsection (a) to the Secretary 
of Defense. The Secretary of Defense shall— 

(1) carry out a DNA analysis on each such 
DNA sample in a manner that complies with 
the requirements for inclusion of that analysis 
in CODIS; and 

(2) furnish the results of each such analysis 
to the Director of the Federal Bureau of Inves-
tigation for inclusion in CODIS. 

(c) DEFINITIONS.—In this section: 
(1) The term ‘‘DNA sample’’ means a tissue, 

fluid, or other bodily sample of an individual 
on which a DNA analysis can be carried out. 

(2) The term ‘‘DNA analysis’’ means analysis 
of the deoxyribonucleic acid (DNA) identifica-
tion information in a bodily sample. 

(d) QUALIFYING MILITARY OFFENSES.—The of-
fenses that shall be treated for purposes of this 
section as qualifying military offenses are the 
following offenses, as determined by the Sec-
retary of Defense, in consultation with the At-
torney General: 

(1) Any offense under the Uniform Code of 
Military Justice for which a sentence of con-

finement for more than one year may be im-
posed. 

(2) Any other offense under the Uniform 
Code of Military Justice that is comparable to 
a qualifying Federal offense (as determined 
under section 3(d) of the DNA Analysis Back-
log Elimination Act of 2000 (42 U.S.C. 
14135a(d))). 

(e) EXPUNGEMENT.—(1) The Secretary of De-
fense shall promptly expunge, from the index de-
scribed in subsection (a) of section 210304 of the 
Violent Crime Control and Law Enforcement 
Act of 1994, the DNA analysis of a person in-
cluded in the index on the basis of a qualifying 
military offense if the Secretary receives, for 
each conviction of the person of a qualifying of-
fense, a certified copy of a final court order es-
tablishing that such conviction has been over-
turned. 

(2) For purposes of paragraph (1), the term 
‘‘qualifying offense’’ means any of the following 
offenses: 

(A) A qualifying Federal offense, as deter-
mined under section 3 of the DNA Analysis 
Backlog Elimination Act of 2000. 

(B) A qualifying District of Columbia of-
fense, as determined under section 4 of the 
DNA Analysis Backlog Elimination Act of 
2000. 

(C) A qualifying military offense. 

(3) For purposes of paragraph (1), a court order 
is not ‘‘final’’ if time remains for an appeal or 
application for discretionary review with re-
spect to the order. 

(f) REGULATIONS.—This section shall be carried 
out under regulations prescribed by the Sec-
retary of Defense, in consultation with the Sec-
retary of Homeland Security and the Attorney 
General. Those regulations shall apply, to the 
extent practicable, uniformly throughout the 
armed forces. 

(Added Pub. L. 106–546, § 5(a)(1), Dec. 19, 2000, 114 
Stat. 2731; amended Pub. L. 107–296, title XVII, 
§ 1704(b)(1), Nov. 25, 2002, 116 Stat. 2314; Pub. L. 
108–405, title II, § 203(c), Oct. 30, 2004, 118 Stat. 
2270.) 

REFERENCES IN TEXT 

Sections 3 and 4 of the DNA Analysis Backlog Elimi-
nation Act of 2000, referred to in subsecs. (a)(2), (d)(2), 
and (e)(2), are classified to sections 14135a and 14135b, 
respectively, of Title 42, The Public Health and Wel-
fare. 

The Uniform Code of Military Justice, referred to in 
subsec. (d), is classified to chapter 47 (§ 801 et seq.) of 
this title. 

Section 210304 of the Violent Crime Control and Law 
Enforcement Act of 1994, referred to in subsec. (e)(1), is 
classified to section 14132 of Title 42. 

AMENDMENTS 

2004—Subsec. (d). Pub. L. 108–405 reenacted heading 
without change and amended text generally. Prior to 
amendment, text read as follows: 

‘‘(1) Subject to paragraph (2), the Secretary of De-
fense, in consultation with the Attorney General, shall 
determine those felony or sexual offenses under the 
Uniform Code of Military Justice that shall be treated 
for purposes of this section as qualifying military of-
fenses. 

‘‘(2) An offense under the Uniform Code of Military 
Justice that is comparable to a qualifying Federal of-
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