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in academia and industry in maritime domain 

awareness; and 

(4) provide educational, technical, and ana-

lytical assistance to Federal agencies with re-

sponsibilities for maritime domain awareness, 

including the Coast Guard, to focus on the 

need for interoperability, information sharing, 

and common information technology stand-

ards and architecture. 

(Pub. L. 109–347, title I, § 128, Oct. 13, 2006, 120 

Stat. 1900.) 

SUBCHAPTER II—SECURITY OF THE 

INTERNATIONAL SUPPLY CHAIN 

PART A—GENERAL PROVISIONS 

§ 941. Strategic plan to enhance the security of 
the international supply chain 

(a) Strategic plan 

The Secretary, in consultation with appro-

priate Federal, State, local, and tribal govern-

ment agencies and private sector stakeholders 

responsible for security matters that affect or 

relate to the movement of containers through 

the international supply chain, shall develop, 

implement, and update, as appropriate, a strate-

gic plan to enhance the security of the inter-

national supply chain. 

(b) Requirements 

The strategic plan required under subsection 

(a) shall— 

(1) describe the roles, responsibilities, and 

authorities of Federal, State, local, and tribal 

government agencies and private-sector stake-

holders that relate to the security of the 

movement of containers through the inter-

national supply chain; 

(2) identify and address gaps and unneces-

sary overlaps in the roles, responsibilities, or 

authorities described in paragraph (1); 

(3) identify and make recommendations re-

garding legislative, regulatory, and organiza-

tional changes necessary to improve coordina-

tion among the entities or to enhance the se-

curity of the international supply chain; 

(4) provide measurable goals, including ob-

jectives, mechanisms, and a schedule, for fur-

thering the security of commercial operations 

from point of origin to point of destination; 

(5) build on available resources and consider 

costs and benefits; 

(6) provide incentives for additional vol-

untary measures to enhance cargo security, as 

recommended by the Commissioner; 

(7) consider the impact of supply chain secu-

rity requirements on small- and medium-sized 

companies; 

(8) include a process for sharing intelligence 

and information with private-sector stake-

holders to assist in their security efforts; 

(9) identify a framework for prudent and 

measured response in the event of a transpor-

tation security incident involving the inter-

national supply chain; 

(10) provide protocols for the expeditious re-

sumption of the flow of trade in accordance 

with section 942 of this title; 

(11) consider the linkages between supply 

chain security and security programs within 

other systems of movement, including travel 

security and terrorism finance programs; and 

(12) expand upon and relate to existing strat-

egies and plans, including the National Re-

sponse Plan, the National Maritime Transpor-

tation Security Plan, the National Strategy 

for Maritime Security, and the 8 supporting 

plans of the Strategy, as required by Home-

land Security Presidential Directive 13. 

(c) Consultation 

In developing protocols under subsection 

(b)(10), the Secretary shall consult with Federal, 

State, local, and private sector stakeholders, in-

cluding the National Maritime Security Advi-

sory Committee and the Commercial Operations 

Advisory Committee. 

(d) Communication 

To the extent practicable, the strategic plan 

developed under subsection (a) shall provide for 

coordination with, and lines of communication 

among, appropriate Federal, State, local, and 

private-sector stakeholders on law enforcement 

actions, intermodal rerouting plans, and other 

strategic infrastructure issues resulting from a 

transportation security incident or transpor-

tation disruption. 

(e) Utilization of Advisory Committees 

As part of the consultations described in sub-

section (a), the Secretary shall, to the extent 

practicable, utilize the Homeland Security Advi-

sory Committee, the National Maritime Secu-

rity Advisory Committee, and the Commercial 

Operations Advisory Committee to review, as 

necessary, the draft strategic plan and any sub-

sequent updates to the strategic plan. 

(f) International standards and practices 

In furtherance of the strategic plan required 

under subsection (a), the Secretary is encour-

aged to consider proposed or established stand-

ards and practices of foreign governments and 

international organizations, including the Inter-

national Maritime Organization, the World Cus-

toms Organization, the International Labor Or-

ganization, and the International Organization 

for Standardization, as appropriate, to establish 

standards and best practices for the security of 

containers moving through the international 

supply chain. 

(g) Report 

(1) Initial report 

Not later than 270 days after October 13, 2006, 

the Secretary shall submit to the appropriate 

congressional committees a report that con-

tains the strategic plan required by subsection 

(a). 

(2) Final report 

Not later than 3 years after the date on 

which the strategic plan is submitted under 

paragraph (1), the Secretary shall submit a re-

port to the appropriate congressional commit-

tees that contains an update of the strategic 

plan. 

(Pub. L. 109–347, title II, § 201, Oct. 13, 2006, 120 

Stat. 1901.) 
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§ 942. Post-incident resumption of trade 

(a) In general 

The Secretary shall develop and update, as 

necessary, protocols for the resumption of trade 

in accordance with section 941(b)(10) of this title 

in the event of a transportation disruption or a 

transportation security incident. The protocols 

shall include— 
(1) the identification of the appropriate ini-

tial incident commander, if the Commandant 

of the Coast Guard is not the appropriate per-

son, and lead departments, agencies, or offices 

to execute such protocols; 
(2) a plan to redeploy resources and person-

nel, as necessary, to reestablish the flow of 

trade; 
(3) a plan to provide training for the periodic 

instruction of personnel of the United States 

Customs and Border Protection, the Coast 

Guard, and the Transportation Security Ad-

ministration in trade resumption functions 

and responsibilities; and 
(4) appropriate factors for establishing prior-

itization of vessels and cargo determined by 

the President to be critical for response and 

recovery, including factors relating to public 

health, national security, and economic need. 

(b) Vessels 

In determining the prioritization of vessels 

accessing facilities (as defined under section 

70101 of title 46), the Commandant of the Coast 

Guard may, to the extent practicable and con-

sistent with the protocols and plans required 

under this section to ensure the safe and secure 

transit of vessels to ports in the United States 

after a transportation security incident, give 

priority to a vessel— 
(1) that has an approved security plan under 

section 70103(c) of title 46 or a valid inter-

national ship security certificate, as provided 

under part 104 of title 33, Code of Federal Reg-

ulations; 
(2) that is manned by individuals who are de-

scribed in section 70105(b)(2)(B) of title 46; and 
(3) that is operated by validated participants 

in the Customs-Trade Partnership Against 

Terrorism program. 

(c) Cargo 

In determining the prioritization of the re-

sumption of the flow of cargo and consistent 

with the protocols established under this sec-

tion, the Commissioner may give preference to 

cargo— 
(1) entering a port of entry directly from a 

foreign seaport designated under the Con-

tainer Security Initiative; 
(2) from the supply chain of a validated 

C–TPAT participant and other private sector 

entities, as appropriate; or 
(3) that has undergone— 

(A) a nuclear or radiological detection 

scan; 
(B) an x-ray, density, or other imaging 

scan; and 
(C) a system to positively identify the con-

tainer at the last port of departure prior to 

arrival in the United States, which data has 

been evaluated and analyzed by personnel of 

the United States Customs and Border Pro-

tection. 

(d) Coordination 

The Secretary shall ensure that there is appro-

priate coordination among the Commandant of 

the Coast Guard, the Commissioner, and other 

Federal officials following a maritime disrup-

tion or maritime transportation security inci-

dent in order to provide for the resumption of 

trade. 

(e) Communication 

Consistent with section 941 of this title, the 

Commandant of the Coast Guard, Commissioner, 

and other appropriate Federal officials, shall 

promptly communicate any revised procedures 

or instructions intended for the private sector 

following a maritime disruption or maritime 

transportation security incident. 

(Pub. L. 109–347, title II, § 202, Oct. 13, 2006, 120 

Stat. 1903.) 

§ 943. Automated Targeting System 

(a) In general 

The Secretary, acting through the Commis-

sioner, shall— 

(1) identify and seek the submission of data 

related to the movement of a shipment of 

cargo through the international supply chain; 

and 

(2) analyze the data described in paragraph 

(1) to identify high-risk cargo for inspection. 

(b) Requirement 

The Secretary, acting through the Commis-

sioner, shall require the electronic transmission 

to the Department of additional data elements 

for improved high-risk targeting, including ap-

propriate security elements of entry data, as de-

termined by the Secretary, to be provided as ad-

vanced information with respect to cargo des-

tined for importation into the United States 

prior to loading of such cargo on vessels at for-

eign seaports. 

(c) Consideration 

The Secretary, acting through the Commis-

sioner, shall— 

(1) consider the cost, benefit, and feasibility 

of— 

(A) requiring additional nonmanifest docu-

mentation; 

(B) reducing the time period allowed by 

law for revisions to a container cargo mani-

fest; 

(C) reducing the time period allowed by 

law for submission of certain elements of 

entry data, for vessel or cargo; and 

(D) such other actions the Secretary con-

siders beneficial for improving the informa-

tion relied upon for the Automated Target-

ing System and any successor targeting sys-

tem in furthering the security and integrity 

of the international supply chain; and 

(2) consult with stakeholders, including the 

Commercial Operations Advisory Committee, 

and identify to them the need for such infor-

mation, and the appropriate timing of its sub-

mission. 

(d) Regulations 

The Secretary shall promulgate regulations to 

carry out this section. In promulgating such 
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