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‘‘(5) Cost accounting. 
‘‘(6) Acquire to retire (account management). 
‘‘(7) Time and attendance and employee entitle-

ment. 
‘‘(8) Grants financial management. 

‘‘(f) CONSULTATION.—In carrying out subsections (d) 
and (e), the Director of the Business Transformation 
Agency shall consult with the Comptroller of the De-
partment of Defense [now Under Secretary of Defense 
(Comptroller)] to ensure that any financial manage-
ment systems developed for the Defense Agencies, and 
any changes to the budget, finance, and accounting op-
erations of the Defense Agencies, are consistent with 
the financial standards and requirements of the Depart-
ment of Defense. 

‘‘(g) PROGRAM CONTROL.—In carrying out the Initia-
tive, the Director of the Business Transformation 
Agency shall establish— 

‘‘(1) a board (to be known as the ‘Configuration 
Control Board’) to manage scope and cost changes to 
the Initiative; and 

‘‘(2) a program management office (to be known as 
the ‘Program Management Office’) to control and en-
force assumptions made in the acquisition plan, the 
cost estimate, and the system integration contract 
for the Initiative, as directed by the Configuration 
Control Board. 
‘‘(h) PLAN ON DEVELOPMENT AND IMPLEMENTATION OF 

INITIATIVE.—Not later than six months after the date of 
the enactment of this Act [Jan. 28, 2008], the Director 
of the Business Transformation Agency shall submit to 
the congressional defense committees [Committees on 
Armed Services and Appropriations of the Senate and 
the House of Representatives] a plan for the develop-
ment and implementation of the Initiative. The plan 
shall provide for the implementation of an initial capa-
bility under the Initiative as follows: 

‘‘(1) In at least one Defense Agency by not later 
than eight months after the date of the enactment of 
this Act. 

‘‘(2) In not less than five Defense Agencies by not 
later than 18 months after the date of the enactment 
of this Act.’’ 

LIMITATION ON FINANCIAL MANAGEMENT IMPROVEMENT 
AND AUDIT INITIATIVES WITHIN THE DEPARTMENT OF 
DEFENSE 

Pub. L. 109–364, div. A, title III, § 321, Oct. 17, 2006, 120 
Stat. 2144, as amended by Pub. L. 111–383, div. A, title 
X, § 1075(g)(1), Jan. 7, 2011, 124 Stat. 4376, provided that: 

‘‘(a) LIMITATION.—The Secretary of Defense may not 
obligate or expend any funds for the purpose of any fi-
nancial management improvement activity relating to 
the preparation, processing, or auditing of financial 
statements until the Secretary submits to the congres-
sional defense committees [Committees on Armed 
Services and Appropriations of the Senate and the 
House of Representatives] a written determination that 
each activity proposed to be funded is— 

‘‘(1) consistent with the financial management im-
provement plan of the Department of Defense re-
quired by section 376(a)(1) of the National Defense 
Authorization Act for Fiscal Year 2006 (Public Law 
109–163; 119 Stat. 3213); and 

‘‘(2) likely to improve internal controls or other-
wise result in sustained improvements in the ability 
of the Department to produce timely, reliable, and 
complete financial management information. 
‘‘(b) EXCEPTION.—The limitation in subsection (a) 

shall not apply to an activity directed exclusively at 
assessing the adequacy of internal controls and remedi-
ating any inadequacy identified pursuant to such as-
sessment.’’ 

TIME-CERTAIN DEVELOPMENT FOR DEPARTMENT OF 
DEFENSE INFORMATION TECHNOLOGY BUSINESS SYSTEMS 

Pub. L. 109–364, div. A, title VIII, § 811, Oct. 17, 2006, 
120 Stat. 2316, provided that: 

‘‘(a) MILESTONE A LIMITATION.—The Department of 
Defense executive or entity that is the milestone deci-

sion authority for an information system described in 
subsection (c) may not provide Milestone A approval 
for the system unless, as part of the decision process 
for such approval, that authority determines that the 
system will achieve initial operational capability with-
in a specified period of time not exceeding five years. 

‘‘(b) INITIAL OPERATIONAL CAPABILITY LIMITATION.—If 
an information system described in subsection (c), hav-
ing received Milestone A approval, has not achieved 
initial operational capability within five years after 
the date of such approval, the system shall be deemed 
to have undergone a critical change in program requir-
ing the evaluation and report required by section 
2445c(d) of title 10, United States Code (as added by sec-
tion 816 of this Act). 

‘‘(c) COVERED SYSTEMS.—An information system de-
scribed in this subsection is any Department of Defense 
information technology business system that is not a 
national security system, as defined in 3542(b)(2) of 
title 44, United States Code. 

‘‘(d) DEFINITIONS.—In this section: 
‘‘(1) MILESTONE DECISION AUTHORITY.—The term 

‘milestone decision authority’ has the meaning given 
that term in Department of Defense Instruction 
5000.2, dated May 12, 2003. 

‘‘(2) MILESTONE A.—The term ‘Milestone A’ has the 
meaning given that term in Department of Defense 
Instruction 5000.2, dated May 12, 2003.’’ 

§ 2223. Information technology: additional re-
sponsibilities of Chief Information Officers 

(a) ADDITIONAL RESPONSIBILITIES OF CHIEF IN-
FORMATION OFFICER OF DEPARTMENT OF DE-
FENSE.—In addition to the responsibilities pro-
vided for in chapter 35 of title 44 and in section 
11315 of title 40, the Chief Information Officer of 
the Department of Defense shall— 

(1) review and provide recommendations to 
the Secretary of Defense on Department of De-
fense budget requests for information tech-
nology and national security systems; 

(2) ensure the interoperability of informa-
tion technology and national security systems 
throughout the Department of Defense; 

(3) ensure that information technology and 
national security systems standards that will 
apply throughout the Department of Defense 
are prescribed; 

(4) provide for the elimination of duplicate 
information technology and national security 
systems within and between the military de-
partments and Defense Agencies; and 

(5) maintain a consolidated inventory of De-
partment of Defense mission critical and mis-
sion essential information systems, identify 
interfaces between those systems and other in-
formation systems, and develop and maintain 
contingency plans for responding to a disrup-
tion in the operation of any of those informa-
tion systems. 

(b) ADDITIONAL RESPONSIBILITIES OF CHIEF IN-
FORMATION OFFICER OF MILITARY DEPART-
MENTS.—In addition to the responsibilities pro-
vided for in chapter 35 of title 44 and in section 
11315 of title 40, the Chief Information Officer of 
a military department, with respect to the mili-
tary department concerned, shall— 

(1) review budget requests for all informa-
tion technology and national security sys-
tems; 

(2) ensure that information technology and 
national security systems are in compliance 
with standards of the Government and the De-
partment of Defense; 
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1 So in original. Probably should be ‘‘3552(b)(6)’’. 

(3) ensure that information technology and 
national security systems are interoperable 
with other relevant information technology 
and national security systems of the Govern-
ment and the Department of Defense; and 

(4) coordinate with the Joint Staff with re-
spect to information technology and national 
security systems. 

(c) DEFINITIONS.—In this section: 
(1) The term ‘‘Chief Information Officer’’ 

means the senior official designated by the 
Secretary of Defense or a Secretary of a mili-
tary department pursuant to section 3506 of 
title 44. 

(2) The term ‘‘information technology’’ has 
the meaning given that term by section 11101 
of title 40. 

(3) The term ‘‘national security system’’ has 
the meaning given that term by section 
3552(b)(5) 1 of title 44. 

(Added Pub. L. 105–261, div. A, title III, 
§ 331(a)(1), Oct. 17, 1998, 112 Stat. 1967; amended 
Pub. L. 106–398, § 1 [[div. A], title VIII, § 811(a)], 
Oct. 30, 2000, 114 Stat. 1654, 1654A–210; Pub. L. 
107–217, § 3(b)(1), Aug. 21, 2002, 116 Stat. 1295; Pub. 
L. 109–364, div. A, title IX, § 906(b), Oct. 17, 2006, 
120 Stat. 2354; Pub. L. 113–283, § 2(e)(5)(B), Dec. 18, 
2014, 128 Stat. 3087.) 

AMENDMENTS 

2014—Subsec. (c)(3). Pub. L. 113–283 substituted ‘‘sec-
tion 3552(b)(5)’’ for ‘‘section 3542(b)(2)’’. 

2006—Subsec. (c)(3). Pub. L. 109–364 substituted ‘‘sec-
tion 3542(b)(2) of title 44’’ for ‘‘section 11103 of title 40’’. 

2002—Subsecs. (a), (b). Pub. L. 107–217, § 3(b)(1)(A), (B), 
substituted ‘‘section 11315 of title 40’’ for ‘‘section 5125 
of the Clinger-Cohen Act of 1996 (40 U.S.C. 1425)’’ in in-
troductory provisions. 

Subsec. (c)(2). Pub. L. 107–217, § 3(b)(1)(C), substituted 
‘‘section 11101 of title 40’’ for ‘‘section 5002 of the 
Clinger-Cohen Act of 1996 (40 U.S.C. 1401)’’. 

Subsec. (c)(3). Pub. L. 107–217, § 3(b)(1)(D), substituted 
‘‘section 11103 of title 40’’ for ‘‘section 5142 of the 
Clinger-Cohen Act of 1996 (40 U.S.C. 1452)’’. 

2000—Subsec. (a)(5). Pub. L. 106–398 added par. (5). 

EFFECTIVE DATE 

Pub. L. 105–261, div. A, title III, § 331(b), Oct. 17, 1998, 
112 Stat. 1968, provided that: ‘‘Section 2223 of title 10, 
United States Code, as added by subsection (a), shall 
take effect on October 1, 1998.’’ 

ADDITIONAL REQUIREMENTS RELATING TO THE 
SOFTWARE LICENSES OF THE DEPARTMENT OF DEFENSE 

Pub. L. 113–66, div. A, title IX, § 935, Dec. 26, 2013, 127 
Stat. 833, provided that: 

‘‘(a) UPDATED PLAN.— 
‘‘(1) UPDATE.—The Chief Information Officer of the 

Department of the Defense shall, in consultation with 
the chief information officers of the military depart-
ments and the Defense Agencies, update the plan for 
the inventory of selected software licenses of the De-
partment of Defense required under section 937 of the 
National Defense Authorization Act for 2013 [prob-
ably means the National Defense Authorization Act 
for Fiscal Year 2013] (Public Law 112–239; 10 U.S.C. 
2223 note) to include a plan for the inventory of all 
software licenses of the Department of Defense for 
which a military department spends more than 
$5,000,000 annually on any individual title, including 
a comparison of licenses purchased with licenses in 
use. 

‘‘(2) ELEMENTS.—The update required under para-
graph (1) shall— 

‘‘(A) include plans for implementing an auto-
mated solution capable of reporting the software li-
cense compliance position of the Department and 
providing a verified audit trail, or an audit trail 
otherwise produced and verified by an independent 
third party; 

‘‘(B) include details on the process and business 
systems necessary to regularly perform reviews, a 
procedure for validating and reporting 
deregistering and registering new software, and a 
mechanism and plan to relay that information to 
the appropriate chief information officer; and 

‘‘(C) a proposed timeline for implementation of 
the updated plan in accordance with paragraph (3). 
‘‘(3) SUBMISSION.—Not later than September 30, 2015, 

the Chief Information Officer of the Department of 
Defense shall submit to the congressional defense 
committees [Committees on Armed Services and Ap-
propriations of the Senate and the House of Rep-
resentatives] the updated plan required under para-
graph (1). 
‘‘(b) PERFORMANCE PLAN.—If the Chief Information 

Officer of the Department of Defense determines 
through the implementation of the process and busi-
ness systems in the updated plan required by sub-
section (a) that the number of software licenses of the 
Department for an individual title for which a military 
department spends greater than $5,000,000 annually ex-
ceeds the needs of the Department for such software li-
censes, or the inventory discloses that there is a dis-
crepancy between the number of software licenses pur-
chased and those in actual use, the Chief Information 
Officer of the Department of Defense shall implement a 
plan to bring the number of such software licenses into 
balance with the needs of the Department and the 
terms of any relevant contract.’’ 

COLLECTION AND ANALYSIS OF NETWORK FLOW DATA 

Pub. L. 112–239, div. A, title IX, § 935, Jan. 2, 2013, 126 
Stat. 1886, provided that: 

‘‘(a) DEVELOPMENT OF TECHNOLOGIES.—The Chief In-
formation Officer of the Department of Defense may, in 
coordination with the Under Secretary of Defense for 
Policy and the Under Secretary of Defense for Intel-
ligence and acting through the Director of the Defense 
Information Systems Agency, use the available funding 
and research activities and capabilities of the Commu-
nity Data Center of the Defense Information Systems 
Agency to develop and demonstrate collection, process-
ing, and storage technologies for network flow data 
that— 

‘‘(1) are potentially scalable to the volume used by 
Tier 1 Internet Service Providers to collect and ana-
lyze the flow data across their networks; 

‘‘(2) will substantially reduce the cost and complex-
ity of capturing and analyzing high volumes of flow 
data; and 

‘‘(3) support the capability— 
‘‘(A) to detect and identify cyber security threats, 

networks of compromised computers, and command 
and control sites used for managing illicit cyber op-
erations and receiving information from com-
promised computers; 

‘‘(B) to track illicit cyber operations for attribu-
tion of the source; and 

‘‘(C) to provide early warning and attack assess-
ment of offensive cyber operations. 

‘‘(b) COORDINATION.—Any research and development 
required in the development of the technologies de-
scribed in subsection (a) shall be conducted in coopera-
tion with the heads of other appropriate departments 
and agencies of the Federal Government and, whenever 
feasible, Tier 1 Internet Service Providers and other 
managed security service providers.’’ 

COMPETITION FOR LARGE-SCALE SOFTWARE DATABASE 
AND DATA ANALYSIS TOOLS 

Pub. L. 112–239, div. A, title IX, § 936, Jan. 2, 2013, 126 
Stat. 1886, provided that: 
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‘‘(a) ANALYSIS.— 
‘‘(1) REQUIREMENT.—The Secretary of Defense, act-

ing through the Chief Information Officer of the De-
partment of Defense, shall conduct an analysis of 
large-scale software database tools and large-scale 
software data analysis tools that could be used to 
meet current and future Department of Defense needs 
for large-scale data analytics. 

‘‘(2) ELEMENTS.—The analysis required under para-
graph (1) shall include— 

‘‘(A) an analysis of the technical requirements 
and needs for large-scale software database and 
data analysis tools, including prioritization of key 
technical features needed by the Department of De-
fense; and 

‘‘(B) an assessment of the available sources from 
Government and commercial sources to meet such 
needs, including an assessment by the Deputy As-
sistant Secretary of Defense for Manufacturing and 
Industrial Base Policy to ensure sufficiency and di-
versity of potential commercial sources. 
‘‘(3) SUBMISSION.—Not later than 180 days after the 

date of the enactment of this Act [Jan. 2, 2013], the 
Chief Information Officer shall submit to the con-
gressional defense committees [Committees on 
Armed Services and Appropriations of the Senate and 
the House of Representatives] the results of the 
analysis required under paragraph (1). 
‘‘(b) COMPETITION REQUIRED.— 

‘‘(1) IN GENERAL.—If, following the analysis required 
under subsection (a), the Chief Information Officer of 
the Department of Defense identifies needs for soft-
ware systems or large-scale software database or data 
analysis tools, the Department shall acquire such 
systems or such tools based on market research and 
using competitive procedures in accordance with ap-
plicable law and the Defense Federal Acquisition 
Regulation Supplement. 

‘‘(2) NOTIFICATION.—If the Chief Information Officer 
elects to acquire large-scale software database or 
data analysis tools using procedures other than com-
petitive procedures, the Chief Information Officer and 
the Under Secretary of Defense for Acquisition, Tech-
nology, and Logistics shall submit a written notifica-
tion to the congressional defense committees on a 
quarterly basis until September 30, 2018, that de-
scribes the acquisition involved, the date the decision 
was made, and the rationale for not using competi-
tive procedures.’’ 

SOFTWARE LICENSES OF THE DEPARTMENT OF DEFENSE 

Pub. L. 112–239, div. A, title IX, § 937, Jan. 2, 2013, 126 
Stat. 1887, provided that: 

‘‘(a) PLAN FOR INVENTORY OF LICENSES.— 
‘‘(1) IN GENERAL.—Not later than 180 days after the 

date of the enactment of this Act [Jan. 2, 2013], the 
Chief Information Officer of the Department of the 
[sic] Defense shall, in consultation with the chief in-
formation officers of the military departments and 
the Defense Agencies, issue a plan for the inventory 
of selected software licenses of the Department of De-
fense, including a comparison of licenses purchased 
with licenses installed. 

‘‘(2) SELECTED SOFTWARE LICENSES.—The Chief In-
formation Officer shall determine the software li-
censes to be treated as selected software licenses of 
the Department for purposes of this section. The li-
censes shall be determined so as to maximize the re-
turn on investment in the inventory conducted pur-
suant to the plan required by paragraph (1). 

‘‘(3) PLAN ELEMENTS.—The plan under paragraph (1) 
shall include the following: 

‘‘(A) An identification and explanation of the 
software licenses determined by the Chief Informa-
tion Officer under paragraph (2) to be selected soft-
ware licenses for purposes of this section, and a 
summary outline of the software licenses deter-
mined not to be selected software licenses for such 
purposes. 

‘‘(B) Means to assess the needs of the Department 
and the components of the Department for selected 

software licenses during the two fiscal years follow-
ing the date of the issuance of the plan. 

‘‘(C) Means by which the Department can achieve 
the greatest possible economies of scale and cost 
savings in the procurement, use, and optimization 
of selected software licenses. 

‘‘(b) PERFORMANCE PLAN.—If the Chief Information 
Officer determines through the inventory conducted 
pursuant to the plan required by subsection (a) that the 
number of selected software licenses of the Department 
and the components of the Department exceeds the 
needs of the Department for such software licenses, the 
Secretary of Defense shall implement a plan to bring 
the number of such software licenses into balance with 
the needs of the Department.’’ 

OZONE WIDGET FRAMEWORK 

Pub. L. 112–81, div. A, title IX, § 924, Dec. 31, 2011, 125 
Stat. 1539, provided that: 

‘‘(a) MECHANISM FOR INTERNET PUBLICATION OF INFOR-
MATION FOR DEVELOPMENT OF ANALYSIS TOOLS AND AP-
PLICATIONS.—The Chief Information Officer of the De-
partment of Defense, acting through the Director of the 
Defense Information Systems Agency, shall implement 
a mechanism to publish and maintain on the public 
Internet the application programming interface speci-
fications, a developer’s toolkit, source code, and such 
other information on, and resources for, the Ozone 
Widget Framework (OWF) as the Chief Information Of-
ficer considers necessary to permit individuals and 
companies to develop, integrate, and test analysis tools 
and applications for use by the Department of Defense 
and the elements of the intelligence community. 

‘‘(b) PROCESS FOR VOLUNTARY CONTRIBUTION OF IM-
PROVEMENTS BY PRIVATE SECTOR.—In addition to the re-
quirement under subsection (a), the Chief Information 
Officer shall also establish a process by which private 
individuals and companies may voluntarily contribute 
the following: 

‘‘(1) Improvements to the source code and docu-
mentation for the Ozone Widget Framework. 

‘‘(2) Alternative or compatible implementations of 
the published application programming interface 
specifications for the Framework. 
‘‘(c) ENCOURAGEMENT OF USE AND DEVELOPMENT.—The 

Chief Information Officer shall, whenever practicable, 
encourage and foster the use, support, development, 
and enhancement of the Ozone Widget Framework by 
the computer industry and commercial information 
technology vendors, including the development of tools 
that are compatible with the Framework.’’ 

CONTINUOUS MONITORING OF DEPARTMENT OF DEFENSE 
INFORMATION SYSTEMS FOR CYBERSECURITY 

Pub. L. 111–383, div. A, title IX, § 931, Jan. 7, 2011, 124 
Stat. 4334, provided that: 

‘‘(a) IN GENERAL.—The Secretary of Defense shall di-
rect the Chief Information Officer of the Department of 
Defense to work, in coordination with the Chief Infor-
mation Officers of the military departments and the 
Defense Agencies and with senior cybersecurity and in-
formation assurance officials within the Department of 
Defense and otherwise within the Federal Government, 
to achieve, to the extent practicable, the following: 

‘‘(1) The continuous prioritization of the policies, 
principles, standards, and guidelines developed under 
section 20 of the National Institute of Standards and 
Technology Act (15 U.S.C. 278g–3) with agencies and 
offices operating or exercising control of national se-
curity systems (including the National Security 
Agency) based upon the evolving threat of informa-
tion security incidents with respect to national secu-
rity systems, the vulnerability of such systems to 
such incidents, and the consequences of information 
security incidents involving such systems. 

‘‘(2) The automation of continuous monitoring of 
the effectiveness of the information security policies, 
procedures, and practices within the information in-
frastructure of the Department of Defense, and the 
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compliance of that infrastructure with such policies, 
procedures, and practices, including automation of— 

‘‘(A) management, operational, and technical 
controls of every information system identified in 
the inventory required under section 3505(c) of title 
44, United States Code; and 

‘‘(B) management, operational, and technical con-
trols relied on for evaluations under [former] sec-
tion 3545 of title 44, United States Code [see now 44 
U.S.C. 3555]. 

‘‘(b) DEFINITIONS.—In this section: 
‘‘(1) The term ‘information security incident’ 

means an occurrence that— 
‘‘(A) actually or potentially jeopardizes the con-

fidentiality, integrity, or availability of an infor-
mation system or the information such system 
processes, stores, or transmits; or 

‘‘(B) constitutes a violation or imminent threat 
of violation of security policies, security proce-
dures, or acceptable use policies with respect to an 
information system. 
‘‘(2) The term ‘information infrastructure’ means 

the underlying framework, equipment, and software 
that an information system and related assets rely on 
to process, transmit, receive, or store information 
electronically. 

‘‘(3) The term ‘national security system’ has the 
meaning given that term in [former] section 3542(b)(2) 
of title 44, United States Code [see now 44 U.S.C. 
3552(b)(6)].’’ 

§ 2223a. Information technology acquisition plan-
ning and oversight requirements 

(a) ESTABLISHMENT OF PROGRAM.—The Sec-
retary of Defense shall establish a program to 
improve the planning and oversight processes 
for the acquisition of major automated informa-
tion systems by the Department of Defense. 

(b) PROGRAM COMPONENTS.—The program es-
tablished under subsection (a) shall include— 

(1) a documented process for information 
technology acquisition planning, requirements 
development and management, project man-
agement and oversight, earned value manage-
ment, and risk management; 

(2) the development of appropriate metrics 
that can be implemented and monitored on a 
real-time basis for performance measurement 
of— 

(A) processes and development status of 
investments in major automated informa-
tion system programs; 

(B) continuous process improvement of 
such programs; and 

(C) achievement of program and invest-
ment outcomes; 

(3) a process to ensure that key program per-
sonnel have an appropriate level of experience, 
training, and education in the planning, acqui-
sition, execution, management, and oversight 
of information technology systems; 

(4) a process to ensure sufficient resources 
and infrastructure capacity for test and eval-
uation of information technology systems; 

(5) a process to ensure that military depart-
ments and Defense Agencies adhere to estab-
lished processes and requirements relating to 
the planning, acquisition, execution, manage-
ment, and oversight of information technology 
programs and developments; and 

(6) a process under which an appropriate De-
partment of Defense official may intervene or 
terminate the funding of an information tech-
nology investment if the investment is at risk 
of not achieving major project milestones. 

(Added Pub. L. 111–383, div. A, title VIII, 
§ 805(a)(1), Jan. 7, 2011, 124 Stat. 4259.) 

MODULAR OPEN SYSTEMS APPROACHES IN ACQUISITION 
PROGRAMS 

Pub. L. 113–291, div. A, title VIII, § 801, Dec. 19, 2014, 
128 Stat. 3425, provided that: 

‘‘(a) PLAN FOR MODULAR OPEN SYSTEMS APPROACH 
THROUGH DEVELOPMENT AND ADOPTION OF STANDARDS 
AND ARCHITECTURES.—Not later than January 1, 2016, 
the Under Secretary of Defense for Acquisition, Tech-
nology, and Logistics shall submit a report to the Com-
mittees on Armed Services of the Senate and the House 
of Representatives detailing a plan to develop stand-
ards and define architectures necessary to enable open 
systems approaches in the key mission areas of the De-
partment of Defense with respect to which the Under 
Secretary determines that such standards and architec-
tures would be feasible and cost effective. 

‘‘(b) CONSIDERATION OF MODULAR OPEN SYSTEMS AP-
PROACHES.— 

‘‘(1) Review of acquisition guidance.—The Under 
Secretary of Defense for Acquisition, Technology, 
and Logistics shall review current acquisition guid-
ance, and modify such guidance as necessary, to— 

‘‘(A) ensure that acquisition programs include 
open systems approaches in the product design and 
acquisition of information technology systems to 
the maximum extent practicable; and 

‘‘(B) for any information technology system not 
using an open systems approach, ensure that writ-
ten justification is provided in the contract file for 
the system detailing why an open systems approach 
was not used. 
‘‘(2) ELEMENTS.—The review required in paragraph 

(1) shall— 
‘‘(A) consider whether the guidance includes ap-

propriate exceptions for the acquisition of— 
‘‘(i) commercial items; and 
‘‘(ii) solutions addressing urgent operational 

needs; 
‘‘(B) determine the extent to which open systems 

approaches should be addressed in analysis of alter-
natives, acquisition strategies, system engineering 
plans, and life cycle sustainment plans; and 

‘‘(C) ensure that increments of acquisition pro-
grams consider the extent to which the increment 
will implement open systems approaches as a 
whole. 
‘‘(3) DEADLINE FOR REVIEW.—The review required in 

this subsection shall be completed no later than 180 
days after the date of the enactment of this Act [Dec. 
19, 2014]. 
‘‘(c) TREATMENT OF ONGOING AND LEGACY PROGRAMS.— 

‘‘(1) REPORT REQUIREMENT.—Not later than one year 
after the date of the enactment of this Act, the Under 
Secretary of Defense for Acquisition, Technology, 
and Logistics shall submit to the Committees on 
Armed Services of the Senate and the House of Rep-
resentatives a report covering the matters specified 
in paragraph (2). 

‘‘(2) MATTERS COVERED.—Subject to paragraph (3), 
the report required in this subsection shall— 

‘‘(A) identify all information technology systems 
that are in development, production, or deployed 
status as of the date of the enactment of this Act, 
that are or were major defense acquisition pro-
grams or major automated information systems, 
and that are not using an open systems approach; 

‘‘(B) identify gaps in standards and architectures 
necessary to enable open systems approaches in the 
key mission areas of the Department of Defense, as 
determined pursuant to the plan submitted under 
subsection (a); and 

‘‘(C) outline a process for potential conversion to 
an open systems approach for each information 
technology system identified under subparagraph 
(A). 
‘‘(3) LIMITATIONS.—The report required in this sub-

section shall not include information technology sys-
tems— 
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