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the sexual or physical abuse of a child under the age of 

18 years shall preclude such prosecution before the 

child reaches the age of 25 years.’’ 

EFFECTIVE DATE OF 2009 AMENDMENT 

Amendment by Pub. L. 111–16 effective Dec. 1, 2009, 

see section 7 of Pub. L. 111–16, set out as a note under 

section 109 of Title 11, Bankruptcy. 

EFFECTIVE DATE OF 1994 AMENDMENT 

Pub. L. 103–322, title XXXIII, § 330011(e), Sept. 13, 1994, 

108 Stat. 2145, provided that the amendment made by 

that section is effective as of the date on which section 

225(a) of Pub. L. 101–647 took effect. 

§ 3510. Rights of victims to attend and observe 
trial 

(a) NON-CAPITAL CASES.—Notwithstanding any 
statute, rule, or other provision of law, a United 
States district court shall not order any victim 
of an offense excluded from the trial of a defend-
ant accused of that offense because such victim 
may, during the sentencing hearing, make a 
statement or present any information in rela-
tion to the sentence. 

(b) CAPITAL CASES.—Notwithstanding any 
statute, rule, or other provision of law, a United 
States district court shall not order any victim 
of an offense excluded from the trial of a defend-
ant accused of that offense because such victim 
may, during the sentencing hearing, testify as 
to the effect of the offense on the victim and the 
victim’s family or as to any other factor for 
which notice is required under section 3593(a). 

(c) DEFINITION.—As used in this section, the 
term ‘‘victim’’ includes all persons defined as 
victims in section 503(e)(2) of the Victims’ 
Rights and Restitution Act of 1990. 

(Added Pub. L. 105–6, § 2(a), Mar. 19, 1997, 111 
Stat. 12.) 

REFERENCES IN TEXT 

Section 503(e)(2) of the Victims’ Rights and Restitu-

tion Act of 1990, referred to in subsec. (c), is classified 

to section 10607(e)(2) of Title 42, The Public Health and 

Welfare. 

EFFECTIVE DATE 

Pub. L. 105–6, § 2(d), Mar. 19, 1997, 111 Stat. 13, pro-

vided that: ‘‘The amendments made by this section [en-

acting this section and amending section 3593 of this 

title] shall apply in cases pending on the date of the en-

actment of this Act [Mar. 19, 1997].’’ 

§ 3511. Judicial review of requests for informa-
tion 

(a) The recipient of a request for records, a re-
port, or other information under section 2709(b) 
of this title, section 626(a) or (b) or 627(a) of the 
Fair Credit Reporting Act, section 1114(a)(5)(A) 
of the Right to Financial Privacy Act, or sec-
tion 802(a) of the National Security Act of 1947 
may, in the United States district court for the 
district in which that person or entity does busi-
ness or resides, petition for an order modifying 
or setting aside the request. The court may 
modify or set aside the request if compliance 
would be unreasonable, oppressive, or otherwise 
unlawful. 

(b)(1) The recipient of a request for records, a 
report, or other information under section 
2709(b) of this title, section 626(a) or (b) or 627(a) 

of the Fair Credit Reporting Act, section 
1114(a)(5)(A) of the Right to Financial Privacy 
Act, or section 802(a) of the National Security 
Act of 1947, may petition any court described in 
subsection (a) for an order modifying or setting 
aside a nondisclosure requirement imposed in 
connection with such a request. 

(2) If the petition is filed within one year of 
the request for records, a report, or other infor-
mation under section 2709(b) of this title, sec-
tion 626(a) or (b) or 627(a) of the Fair Credit Re-
porting Act, section 1114(a)(5)(A) of the Right to 
Financial Privacy Act, or section 802(a) of the 
National Security Act of 1947, the court may 
modify or set aside such a nondisclosure require-
ment if it finds that there is no reason to believe 
that disclosure may endanger the national secu-
rity of the United States, interfere with a crimi-
nal, counterterrorism, or counterintelligence in-
vestigation, interfere with diplomatic relations, 
or endanger the life or physical safety of any 
person. If, at the time of the petition, the Attor-
ney General, Deputy Attorney General, an As-
sistant Attorney General, or the Director of the 
Federal Bureau of Investigation, or in the case 
of a request by a department, agency, or instru-
mentality of the Federal Government other 
than the Department of Justice, the head or dep-
uty head of such department, agency, or instru-
mentality, certifies that disclosure may endan-
ger the national security of the United States or 
interfere with diplomatic relations, such certifi-
cation shall be treated as conclusive unless the 
court finds that the certification was made in 
bad faith. 

(3) If the petition is filed one year or more 
after the request for records, a report, or other 
information under section 2709(b) of this title, 
section 626(a) or (b) or 627(a) of the Fair Credit 
Reporting Act, section 1114(a)(5)(A) of the Right 
to Financial Privacy Act, or section 802(a) of the 
National Security Act of 1947, the Attorney Gen-
eral, Deputy Attorney General, an Assistant At-
torney General, or the Director of the Federal 
Bureau of Investigation, or his designee in a po-
sition not lower than Deputy Assistant Director 
at Bureau headquarters or a Special Agent in 
Charge in a Bureau field office designated by the 
Director, or in the case of a request by a depart-
ment, agency, or instrumentality of the Federal 
Government other than the Federal Bureau of 
Investigation, the head or deputy head of such 
department, agency, or instrumentality, within 
ninety days of the filing of the petition, shall ei-
ther terminate the nondisclosure requirement or 
re-certify that disclosure may result in a danger 
to the national security of the United States, in-
terference with a criminal, counterterrorism, or 
counterintelligence investigation, interference 
with diplomatic relations, or danger to the life 
or physical safety of any person. In the event of 
re-certification, the court may modify or set 
aside such a nondisclosure requirement if it 
finds that there is no reason to believe that dis-
closure may endanger the national security of 
the United States, interfere with a criminal, 
counterterrorism, or counterintelligence inves-
tigation, interfere with diplomatic relations, or 
endanger the life or physical safety of any per-
son. If the recertification that disclosure may 
endanger the national security of the United 
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