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§ 17614. Duties and functions of task forces 

Each State or local ICAC task force that is 
part of the national program of task forces 
shall— 

(1) consist of State and local investigators, 
prosecutors, forensic specialists, and edu-
cation specialists who are dedicated to ad-
dressing the goals of such task force; 

(2) work consistently toward achieving the 
purposes described in section 17613 of this 
title; 

(3) engage in proactive investigations, foren-
sic examinations, and effective prosecutions of 
Internet crimes against children; 

(4) provide forensic, preventive, and inves-
tigative assistance to parents, educators, pros-
ecutors, law enforcement, and others con-
cerned with Internet crimes against children; 

(5) develop multijurisdictional, multiagency 
responses and partnerships to Internet crimes 
against children offenses through ongoing in-
formational, administrative, and techno-
logical support to other State and local law 
enforcement agencies, as a means for such 
agencies to acquire the necessary knowledge, 
personnel, and specialized equipment to inves-
tigate and prosecute such offenses; 

(6) participate in nationally coordinated in-
vestigations in any case in which the Attorney 
General determines such participation to be 
necessary, as permitted by the available re-
sources of such task force; 

(7) establish or adopt investigative and pros-
ecution standards, consistent with established 
norms, to which such task force shall comply; 

(8) investigate, and seek prosecution on, tips 
related to Internet crimes against children, in-
cluding tips from Operation Fairplay, the Na-
tional Internet Crimes Against Children Data 
System established in section 17615 of this 
title, the National Center for Missing and Ex-
ploited Children’s CyberTipline, ICAC task 
forces, and other Federal, State, and local 
agencies, with priority being given to inves-
tigative leads that indicate the possibility of 
identifying or rescuing child victims, includ-
ing investigative leads that indicate a likeli-
hood of seriousness of offense or dangerous-
ness to the community; 

(9) develop procedures for handling seized 
evidence; 

(10) maintain— 
(A) such reports and records as are re-

quired under this subchapter; and 
(B) such other reports and records as de-

termined by the Attorney General; and 

(11) seek to comply with national standards 
regarding the investigation and prosecution of 
Internet crimes against children, as set forth 
by the Attorney General, to the extent such 
standards are consistent with the law of the 
State where the task force is located. 

(Pub. L. 110–401, title I, § 104, Oct. 13, 2008, 122 
Stat. 4235.) 

§ 17615. National Internet Crimes Against Chil-
dren Data System 

(a) In general 

The Attorney General shall establish, consist-
ent with all existing Federal laws relating to 

the protection of privacy, a National Internet 
Crimes Against Children Data System. The sys-
tem shall not be used to search for or obtain any 
information that does not involve the use of the 
Internet to facilitate child exploitation. 

(b) Intent of Congress 

It is the purpose and intent of Congress that 
the National Internet Crimes Against Children 
Data System established in subsection (a) is in-
tended to continue and build upon Operation 
Fairplay developed by the Wyoming Attorney 
General’s office, which has established a secure, 
dynamic undercover infrastructure that has fa-
cilitated online law enforcement investigations 
of child exploitation, information sharing, and 
the capacity to collect and aggregate data on 
the extent of the problems of child exploitation. 

(c) Purpose of system 

The National Internet Crimes Against Chil-
dren Data System established under subsection 
(a) shall be dedicated to assisting and support-
ing credentialed law enforcement agencies au-
thorized to investigate child exploitation in ac-
cordance with Federal, State, local, and tribal 
laws, including by providing assistance and sup-
port to— 

(1) Federal agencies investigating and pros-
ecuting child exploitation; 

(2) the ICAC Task Force Program estab-
lished under section 17612 of this title; 

(3) State, local, and tribal agencies inves-
tigating and prosecuting child exploitation; 
and 

(4) foreign or international law enforcement 
agencies, subject to approval by the Attorney 
General. 

(d) Cyber safe deconfliction and information 
sharing 

The National Internet Crimes Against Chil-
dren Data System established under subsection 
(a)— 

(1) shall be housed and maintained within 
the Department of Justice or a credentialed 
law enforcement agency; 

(2) shall be made available for a nominal 
charge to support credentialed law enforce-
ment agencies in accordance with subsection 
(c); and 

(3) shall— 
(A) allow Federal, State, local, and tribal 

agencies and ICAC task forces investigating 
and prosecuting child exploitation to con-
tribute and access data for use in resolving 
case conflicts; 

(B) provide, directly or in partnership with 
a credentialed law enforcement agency, a 
dynamic undercover infrastructure to facili-
tate online law enforcement investigations 
of child exploitation; 

(C) facilitate the development of essential 
software and network capability for law en-
forcement participants; and 

(D) provide software or direct hosting and 
support for online investigations of child ex-
ploitation activities, or, in the alternative, 
provide users with a secure connection to an 
alternative system that provides such capa-
bilities, provided that the system is hosted 
within a governmental agency or a cre-
dentialed law enforcement agency. 


		Superintendent of Documents
	2016-10-07T23:56:07-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




