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AMENDMENTS 

2011—Subsec. (a)(4). Pub. L. 111–351, § 3(c)(2), sub-
stituted ‘‘Administrator’’ for ‘‘Director’’. 

Subsec. (a)(7). Pub. L. 111–351, § 3(c)(1), added par. (7) 
and struck out former par. (7). Prior to amendment, 
text read as follows: ‘‘The term ‘Director’ means the 
Director of the Federal Emergency Management Agen-
cy.’’ 

TRANSFER OF FUNCTIONS 

For transfer of all functions, personnel, assets, com-
ponents, authorities, grant programs, and liabilities of 
the Federal Emergency Management Agency, including 
the functions of the Under Secretary for Federal Emer-
gency Management relating thereto, to the Federal 
Emergency Management Agency, see section 315(a)(1) 
of Title 6, Domestic Security. 

For transfer of functions, personnel, assets, and li-
abilities of the Federal Emergency Management Agen-
cy, including the functions of the Director of the Fed-
eral Emergency Management Agency relating thereto, 
to the Secretary of Homeland Security, and for treat-
ment of related references, see former section 313(1) and 
sections 551(d), 552(d), and 557 of Title 6, Domestic Secu-
rity, and the Department of Homeland Security Reor-
ganization Plan of November 25, 2002, as modified, set 
out as a note under section 542 of Title 6. 

§ 5195b. Administration of subchapter 

This subchapter shall be carried out by the 
Administrator of the Federal Emergency Man-
agement Agency. 

(Pub. L. 93–288, title VI, § 603, as added Pub. L. 
103–337, div. C, title XXXIV, § 3411(a)(3), Oct. 5, 
1994, 108 Stat. 3102; amended Pub. L. 111–351, 
§ 3(c)(2), Jan. 4, 2011, 124 Stat. 3864.) 

AMENDMENTS 

2011—Pub. L. 111–351 substituted ‘‘Administrator’’ for 
‘‘Director’’. 

TRANSFER OF FUNCTIONS 

For transfer of all functions, personnel, assets, com-
ponents, authorities, grant programs, and liabilities of 
the Federal Emergency Management Agency, including 
the functions of the Under Secretary for Federal Emer-
gency Management relating thereto, to the Federal 
Emergency Management Agency, see section 315(a)(1) 
of Title 6, Domestic Security. 

For transfer of functions, personnel, assets, and li-
abilities of the Federal Emergency Management Agen-
cy, including the functions of the Director of the Fed-
eral Emergency Management Agency relating thereto, 
to the Secretary of Homeland Security, and for treat-
ment of related references, see former section 313(1) and 
sections 551(d), 552(d), and 557 of Title 6, Domestic Secu-
rity, and the Department of Homeland Security Reor-
ganization Plan of November 25, 2002, as modified, set 
out as a note under section 542 of Title 6. 

§ 5195c. Critical infrastructures protection 

(a) Short title 

This section may be cited as the ‘‘Critical In-
frastructures Protection Act of 2001’’. 

(b) Findings 

Congress makes the following findings: 
(1) The information revolution has trans-

formed the conduct of business and the oper-
ations of government as well as the infrastruc-
ture relied upon for the defense and national 
security of the United States. 

(2) Private business, government, and the 
national security apparatus increasingly de-

pend on an interdependent network of critical 
physical and information infrastructures, in-
cluding telecommunications, energy, financial 
services, water, and transportation sectors. 

(3) A continuous national effort is required 
to ensure the reliable provision of cyber and 
physical infrastructure services critical to 
maintaining the national defense, continuity 
of government, economic prosperity, and qual-
ity of life in the United States. 

(4) This national effort requires extensive 
modeling and analytic capabilities for pur-
poses of evaluating appropriate mechanisms to 
ensure the stability of these complex and 
interdependent systems, and to underpin pol-
icy recommendations, so as to achieve the 
continuous viability and adequate protection 
of the critical infrastructure of the Nation. 

(c) Policy of the United States 

It is the policy of the United States— 
(1) that any physical or virtual disruption of 

the operation of the critical infrastructures of 
the United States be rare, brief, geographi-
cally limited in effect, manageable, and mini-
mally detrimental to the economy, human and 
government services, and national security of 
the United States; 

(2) that actions necessary to achieve the pol-
icy stated in paragraph (1) be carried out in a 
public-private partnership involving corporate 
and non-governmental organizations; and 

(3) to have in place a comprehensive and ef-
fective program to ensure the continuity of es-
sential Federal Government functions under 
all circumstances. 

(d) Establishment of national competence for 
critical infrastructure protection 

(1) Support of critical infrastructure protec-
tion and continuity by National Infrastruc-
ture Simulation and Analysis Center 

There shall be established the National In-
frastructure Simulation and Analysis Center 
(NISAC) to serve as a source of national com-
petence to address critical infrastructure pro-
tection and continuity through support for ac-
tivities related to counterterrorism, threat as-
sessment, and risk mitigation. 

(2) Particular support 

The support provided under paragraph (1) 
shall include the following: 

(A) Modeling, simulation, and analysis of 
the systems comprising critical infrastruc-
tures, including cyber infrastructure, tele-
communications infrastructure, and phys-
ical infrastructure, in order to enhance un-
derstanding of the large-scale complexity of 
such systems and to facilitate modification 
of such systems to mitigate the threats to 
such systems and to critical infrastructures 
generally. 

(B) Acquisition from State and local gov-
ernments and the private sector of data nec-
essary to create and maintain models of 
such systems and of critical infrastructures 
generally. 

(C) Utilization of modeling, simulation, 
and analysis under subparagraph (A) to pro-
vide education and training to policymakers 
on matters relating to— 


		Superintendent of Documents
	2016-10-07T23:36:48-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




