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2015—Subsec. (e). Pub. L. 114–92 designated existing 
provisions as par. (1) and added par. (2). 

EFFECTIVE DATE 

Pub. L. 113–66, div. A, title X, § 1041(b), Dec. 26, 2013, 
127 Stat. 857, provided that: ‘‘Section 130f of title 10, 
United States Code, as added by subsection (a), shall 
apply with respect to any sensitive military operation 
(as defined in subsection (d) of such section) executed 
on or after the date of the enactment of this Act [Dec. 
26, 2013].’’ 

DEADLINE FOR SUBMITTAL OF PROCEDURES 

Pub. L. 113–66, div. A, title X, § 1041(c), Dec. 26, 2013, 
127 Stat. 857, provided that: ‘‘The Secretary of Defense 
shall submit to the congressional defense committees 
[Committees on Armed Services and Appropriations of 
the Senate and the House of Representatives] the pro-
cedures required under section 130f(b) of title 10, United 
States Code, as added by subsection (a), by not later 
than 60 days after the date of the enactment of this Act 
[Dec. 26, 2013].’’ 

§ 130g. Authorities concerning military cyber op-
erations 

The Secretary of Defense shall develop, pre-
pare, and coordinate; make ready all armed 
forces for purposes of; and, when appropriately 
authorized to do so, conduct, a military cyber 
operation in response to malicious cyber activ-
ity carried out against the United States or a 
United States person by a foreign power (as such 
terms are defined in section 101 of the Foreign 
Intelligence Surveillance Act of 1978 (50 U.S.C. 
1801)). 

(Added Pub. L. 114–92, div. A, title XVI, § 1642(a), 
Nov. 25, 2015, 129 Stat. 1116.) 

§ 130h. Prohibitions relating to missile defense 
information and systems 

(a) CERTAIN ‘‘HIT-TO-KILL’’ TECHNOLOGY AND 
TELEMETRY DATA.—None of the funds authorized 
to be appropriated or otherwise made available 
for any fiscal year for the Department of De-
fense may be used to provide the Russian Fed-
eration with ‘‘hit-to-kill’’ technology and telem-
etry data for missile defense interceptors or tar-
get vehicles. 

(b) OTHER SENSITIVE MISSILE DEFENSE INFOR-
MATION.—None of the funds authorized to be ap-
propriated or otherwise made available for any 
fiscal year for the Department of Defense may 
be used to provide the Russian Federation 
with— 

(1) information relating to velocity at burn-
out of missile defense interceptors or targets 
of the United States; or 

(2) classified or otherwise controlled missile 
defense information. 

(c) EXCEPTION.—The prohibitions in sub-
sections (a) and (b) shall not apply to the United 
States providing to the Russian Federation in-
formation regarding ballistic missile early 
warning. 

(d) INTEGRATION.—None of the funds author-
ized to be appropriated or otherwise made avail-
able for any fiscal year for the Department of 
Defense may be obligated or expended to inte-
grate a missile defense system of the Russian 
Federation or a missile defense system of the 
People’s Republic of China into any missile de-
fense system of the United States. 

(e) SUNSET.—The prohibitions in subsections 
(a), (b), and (d) shall expire on January 1, 2019. 

(Added Pub. L. 114–92, div. A, title XVI, 
§ 1671(a)(1), Nov. 25, 2015, 129 Stat. 1129; amended 
Pub. L. 114–328, div. A, title X, § 1081(a)(1), title 
XVI, § 1682(a)(1), (b), Dec. 23, 2016, 130 Stat. 2417, 
2623, 2624.) 

AMENDMENTS 

2016—Pub. L. 114–328, § 1682(a)(1)(C), added section 
catchline and struck out former section catchline 
which read as follows: ‘‘Prohibitions on providing cer-
tain missile defense information to Russian Federa-
tion’’. 

Subsec. (c). Pub. L. 114–328, § 1081(a)(1), substituted 
‘‘subsections (a) and (b)’’ for ‘‘subsection (a) and (b)’’. 

Subsec. (d). Pub. L. 114–328, § 1682(a)(1)(B), added sub-
sec. (d). Former subsec. (d) redesignated (e). 

Pub. L. 114–328, § 1081(a)(1), substituted ‘‘subsections 
(a) and (b)’’ for ‘‘subsection (a) and (b)’’. 

Subsec. (e). Pub. L. 114–328, § 1682(a)(1)(A), (b), redesig-
nated subsec. (d) as (e) and amended it generally. Prior 
to amendment, text read as follows: ‘‘The prohibitions 
in subsections (a) and (b) shall expire on January 1, 
2017.’’ 

§ 130i. Protection of certain facilities and assets 
from unmanned aircraft 

(a) AUTHORITY.—Notwithstanding any provi-
sion of title 18, the Secretary of Defense may 
take, and may authorize the armed forces to 
take, such actions described in subsection (b)(1) 
that are necessary to mitigate the threat (as de-
fined by the Secretary of Defense, in consulta-
tion with the Secretary of Transportation) that 
an unmanned aircraft system or unmanned air-
craft poses to the safety or security of a covered 
facility or asset. 

(b) ACTIONS DESCRIBED.—(1) The actions de-
scribed in this paragraph are the following: 

(A) Detect, identify, monitor, and track the 
unmanned aircraft system or unmanned air-
craft, without prior consent, including by 
means of intercept or other access of a wire, 
oral, or electronic communication used to con-
trol the unmanned aircraft system or un-
manned aircraft. 

(B) Warn the operator of the unmanned air-
craft system or unmanned aircraft, including 
by passive or active, and direct or indirect 
physical, electronic, radio, and electro-
magnetic means. 

(C) Disrupt control of the unmanned aircraft 
system or unmanned aircraft, without prior 
consent, including by disabling the unmanned 
aircraft system or unmanned aircraft by inter-
cepting, interfering, or causing interference 
with wire, oral, electronic, or radio commu-
nications used to control the unmanned air-
craft system or unmanned aircraft. 

(D) Seize or exercise control of the un-
manned aircraft system or unmanned aircraft. 

(E) Seize or otherwise confiscate the un-
manned aircraft system or unmanned aircraft. 

(F) Use reasonable force to disable, damage, 
or destroy the unmanned aircraft system or 
unmanned aircraft. 

(2) The Secretary of Defense shall develop the 
actions described in paragraph (1) in coordina-
tion with the Secretary of Transportation. 

(c) FORFEITURE.—Any unmanned aircraft sys-
tem or unmanned aircraft described in sub-
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