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rupt the provision of safe drinking water or to impact 
adversely the safety of drinking water supplied to com-
munities and individuals), which’’ after ‘‘drinking 
water’’. 

1996—Subsec. (b). Pub. L. 104–182 substituted ‘‘$15,000’’ 
for ‘‘$5,000’’. 

1986—Subsec. (a). Pub. L. 99–339, § 204(1), (2), inserted 
‘‘or an underground source of drinking water’’ after ‘‘to 
enter a public water system’’ and ‘‘including orders re-
quiring the provision of alternative water supplies by 
persons who caused or contributed to the endanger-
ment,’’ after ‘‘including travelers),’’. 

Subsec. (b). Pub. L. 99–339, § 204(3), struck out ‘‘will-
fully’’ after ‘‘person who’’ and substituted ‘‘subject to 
a civil penalty of not to exceed’’ for ‘‘fined not more 
than’’. 

§ 300i–1. Tampering with public water systems 

(a) Tampering 

Any person who tampers with a public water 
system shall be imprisoned for not more than 20 
years, or fined in accordance with title 18, or 
both. 

(b) Attempt or threat 

Any person who attempts to tamper, or makes 
a threat to tamper, with a public drinking water 
system be imprisoned for not more than 10 
years, or fined in accordance with title 18, or 
both. 

(c) Civil penalty 

The Administrator may bring a civil action in 
the appropriate United States district court (as 
determined under the provisions of title 28) 
against any person who tampers, attempts to 
tamper, or makes a threat to tamper with a pub-
lic water system. The court may impose on such 
person a civil penalty of not more than $1,000,000 
for such tampering or not more than $100,000 for 
such attempt or threat. 

(d) ‘‘Tamper’’ defined 

For purposes of this section, the term ‘‘tam-
per’’ means— 

(1) to introduce a contaminant into a public 
water system with the intention of harming 
persons; or 

(2) to otherwise interfere with the operation 
of a public water system with the intention of 
harming persons. 

(July 1, 1944, ch. 373, title XIV, § 1432, as added 
Pub. L. 99–339, title I, § 108, June 19, 1986, 100 
Stat. 651; amended Pub. L. 104–182, title V, 
§ 501(f)(5), Aug. 6, 1996, 110 Stat. 1692; Pub. L. 
107–188, title IV, § 403(3), June 12, 2002, 116 Stat. 
687.) 

AMENDMENTS 

2002—Subsec. (a). Pub. L. 107–188, § 403(3)(A), sub-
stituted ‘‘20 years’’ for ‘‘5 years’’. 

Subsec. (b). Pub. L. 107–188, § 403(3)(B), substituted ‘‘10 
years’’ for ‘‘3 years’’. 

Subsec. (c). Pub. L. 107–188, § 403(3)(C), (D), substituted 
‘‘$1,000,000’’ for ‘‘$50,000’’ and ‘‘$100,000’’ for ‘‘$20,000’’. 

1996—Pub. L. 104–182 made technical amendment to 
section catchline and subsec. (a) designation. 

§ 300i–2. Terrorist and other intentional acts 

(a) Vulnerability assessments 

(1) Each community water system serving a 
population of greater than 3,300 persons shall 
conduct an assessment of the vulnerability of its 

system to a terrorist attack or other intentional 
acts intended to substantially disrupt the abil-
ity of the system to provide a safe and reliable 
supply of drinking water. The vulnerability as-
sessment shall include, but not be limited to, a 
review of pipes and constructed conveyances, 
physical barriers, water collection, pre-
treatment, treatment, storage and distribution 
facilities, electronic, computer or other auto-
mated systems which are utilized by the public 
water system, the use, storage, or handling of 
various chemicals, and the operation and main-
tenance of such system. The Administrator, not 
later than August 1, 2002, after consultation 
with appropriate departments and agencies of 
the Federal Government and with State and 
local governments, shall provide baseline infor-
mation to community water systems required to 
conduct vulnerability assessments regarding 
which kinds of terrorist attacks or other inten-
tional acts are the probable threats to— 

(A) substantially disrupt the ability of the 
system to provide a safe and reliable supply of 
drinking water; or 

(B) otherwise present significant public 
health concerns. 

(2) Each community water system referred to 
in paragraph (1) shall certify to the Adminis-
trator that the system has conducted an assess-
ment complying with paragraph (1) and shall 
submit to the Administrator a written copy of 
the assessment. Such certification and submis-
sion shall be made prior to: 

(A) March 31, 2003, in the case of systems 
serving a population of 100,000 or more. 

(B) December 31, 2003, in the case of systems 
serving a population of 50,000 or more but less 
than 100,000. 

(C) June 30, 2004, in the case of systems serv-
ing a population greater than 3,300 but less 
than 50,000. 

(3) Except for information contained in a cer-
tification under this subsection identifying the 
system submitting the certification and the 
date of the certification, all information pro-
vided to the Administrator under this sub-
section and all information derived therefrom 
shall be exempt from disclosure under section 
552 of title 5. 

(4) No community water system shall be re-
quired under State or local law to provide an as-
sessment described in this section to any State, 
regional, or local governmental entity solely by 
reason of the requirement set forth in paragraph 
(2) that the system submit such assessment to 
the Administrator. 

(5) Not later than November 30, 2002, the Ad-
ministrator, in consultation with appropriate 
Federal law enforcement and intelligence offi-
cials, shall develop such protocols as may be 
necessary to protect the copies of the assess-
ments required to be submitted under this sub-
section (and the information contained therein) 
from unauthorized disclosure. Such protocols 
shall ensure that— 

(A) each copy of such assessment, and all in-
formation contained in or derived from the as-
sessment, is kept in a secure location; 

(B) only individuals designated by the Ad-
ministrator may have access to the copies of 
the assessments; and 
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