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human sources shall not be required, when making an 
initial assessment contact outside the United States, 
to give notice of governmental affiliation to potential 
sources who are United States persons. 

‘‘(b) RECORDS.—Records concerning such contacts 
shall be maintained by the Department of Defense and 
made available upon request to the appropriate com-
mittees of the Congress in accordance with applicable 
security procedures. Such records shall include for each 
such contact an explanation of why notice of govern-
ment affiliation could not reasonably be provided, the 
nature of the information obtained from the United 
States person as a result of the contact, and whether 
additional contacts resulted with the person concerned. 

‘‘(c) DEFINITIONS.—For the purposes of this section— 
‘‘(1) the term ‘United States’ includes the Common-

wealth of Puerto Rico, the Commonwealth of the 
Northern Mariana Islands, and any territory or pos-
session of the United States; and 

‘‘(2) the term ‘United States person’ means any citi-
zen, national, or permanent resident alien of the 
United States.’’ 

EXEMPTION FOR NATIONAL RECONNAISSANCE OFFICE 
FROM ANY REQUIREMENT FOR DISCLOSURE OF PER-
SONNEL INFORMATION 

Pub. L. 102–496, title IV, § 406, Oct. 24, 1992, 106 Stat. 
3186, which provided that, except as required by Presi-
dent and except with respect to provision of informa-
tion to Congress, nothing in Pub. L. 102–496 or any 
other provision of law was to be construed to require 
disclosure of name, title, or salary of any person em-
ployed by, or assigned or detailed to, National Recon-
naissance Office or disclosure of number of such per-
sons, was repealed and restated in former section 425 of 
this title by Pub. L. 103–178, title V, § 503(a)(1), (b), Dec. 
3, 1993, 107 Stat. 2038, 2039. 

§ 425. Prohibition of unauthorized use of name, 
initials, or seal: specified intelligence agen-
cies 

(a) PROHIBITION.—Except with the written per-
mission of both the Secretary of Defense and the 
Director of National Intelligence, no person may 
knowingly use, in connection with any merchan-
dise, retail product, impersonation, solicitation, 
or commercial activity in a manner reasonably 
calculated to convey the impression that such 
use is approved, endorsed, or authorized by the 
Secretary and the Director, any of the following 
(or any colorable imitation thereof): 

(1) The words ‘‘Defense Intelligence Agen-
cy’’, the initials ‘‘DIA’’, or the seal of the De-
fense Intelligence Agency. 

(2) The words ‘‘National Reconnaissance Of-
fice’’, the initials ‘‘NRO’’, or the seal of the 
National Reconnaissance Office. 

(3) The words ‘‘National Imagery and Map-
ping Agency’’, the initials ‘‘NIMA’’, or the seal 
of the National Imagery and Mapping Agency. 

(4) The words ‘‘Defense Mapping Agency’’, 
the initials ‘‘DMA’’, or the seal of the Defense 
Mapping Agency. 

(5) The words ‘‘National Geospatial-Intel-
ligence Agency’’, the initials ‘‘NGA,’’ or the 
seal of the National Geospatial-Intelligence 
Agency. 

(b) AUTHORITY TO ENJOIN VIOLATIONS.—When-
ever it appears to the Attorney General that any 
person is engaged or is about to engage in an act 
or practice which constitutes or will constitute 
conduct prohibited by subsection (a), the Attor-
ney General may initiate a civil proceeding in a 
district court of the United States to enjoin 

such act or practice. Such court shall proceed as 
soon as practicable to the hearing and deter-
mination of such action and may, at any time 
before final determination, enter such restrain-
ing orders or prohibitions, or take such other ac-
tions as is warranted, to prevent injury to the 
United States or to any person or class of per-
sons for whose protection the action is brought. 

(Added and amended Pub. L. 105–107, title V, 
§ 503(a), (b), Nov. 20, 1997, 111 Stat. 2262; Pub. L. 
108–136, div. A, title IX, § 921(d)(6), Nov. 24, 2003, 
117 Stat. 1569; Pub. L. 110–181, div. A, title IX, 
§ 931(a)(6), Jan. 28, 2008, 122 Stat. 285; Pub. L. 
110–417, [div. A], title IX, § 932(a)(6), Oct. 14, 2008, 
122 Stat. 4576; Pub. L. 111–84, div. A, title X, 
§ 1073(c)(10), Oct. 28, 2009, 123 Stat. 2475.) 

CODIFICATION 

The text of section 202(b) of this title, which was 
transferred to this section by Pub. L. 105–107, § 503(b), 
was based on Pub. L. 97–269, title V, § 501(a), Sept. 27, 
1982, 96 Stat. 1145, § 191; renumbered § 201, Pub. L. 99–433, 
title III, § 301(a)(1), Oct. 1, 1986, 100 Stat. 1019; renum-
bered § 202, Pub. L. 102–190, div. A, title IX, § 922(a)(1), 
Dec. 5, 1991, 105 Stat. 1453. 

PRIOR PROVISIONS 

A prior section 425, added Pub. L. 103–178, title V, 
§ 503(a)(1), Dec. 3, 1993, 107 Stat. 2038, related to disclo-
sure of information about personnel at National Recon-
naissance Office prior to repeal by Pub. L. 104–201, div. 
A, title XI, §§ 1112(d), 1124, Sept. 23, 1996, 110 Stat. 2683, 
2688, effective Oct. 1, 1996. See section 424 of this title. 

AMENDMENTS 

2009—Subsec. (a). Pub. L. 111–84 repealed Pub. L. 
110–417, § 932(a)(6). See 2008 Amendment note below. 

2008—Subsec. (a). Pub. L. 110–181 and Pub. L. 110–417, 
§ 932(a)(6), amended subsec. (a) identically, substituting 
‘‘Director of National Intelligence’’ for ‘‘Director of 
Central Intelligence’’ in introductory provisions. Pub. 
L. 110–417, § 932(a)(6), was repealed by Pub. L. 111–84. 

2003—Subsec. (a)(5). Pub. L. 108–136 added par. (5). 
1997—Subsec. (b). Pub. L. 105–107, § 503(b), renumbered 

section 202(b) of this title as subsec. (b) of this section 
and inserted heading. 

CHANGE OF NAME 

Reference to National Imagery and Mapping Agency 
considered to be reference to National Geospatial-Intel-
ligence Agency, see section 921(a) of Pub. L. 108–136, set 
out as a note under section 441 of this title. 

EFFECTIVE DATE OF 2009 AMENDMENT 

Pub. L. 111–84, div. A, title X, § 1073(c), Oct. 28, 2009, 
123 Stat. 2474, provided that the amendment made by 
section 1073(c)(10) is effective as of Oct. 14, 2008, and as 
if included in Pub. L. 110–417 as enacted. 

§ 426. Integration of Department of Defense intel-
ligence, surveillance, and reconnaissance ca-
pabilities 

(a) ISR INTEGRATION COUNCIL.—(1) The Under 
Secretary of Defense for Intelligence shall es-
tablish an Intelligence, Surveillance, and Recon-
naissance Integration Council— 

(A) to assist the Under Secretary with re-
spect to matters relating to the integration of 
intelligence, surveillance, and reconnaissance 
capabilities, and coordination of related devel-
opmental activities, of the military depart-
ments, intelligence agencies of the Depart-
ment of Defense, and relevant combatant com-
mands; and 
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(B) otherwise to provide a means to facili-
tate the integration of such capabilities and 
the coordination of such developmental activi-
ties. 

(2) The Council shall be composed of— 
(A) the senior intelligence officers of the 

armed forces and the United States Special 
Operations Command; 

(B) the Director of Operations of the Joint 
Staff; and 

(C) the directors of the intelligence agencies 
of the Department of Defense. 

(3) The Under Secretary of Defense for Intel-
ligence shall invite the participation of the Di-
rector of National Intelligence (or that Direc-
tor’s representative) in the proceedings of the 
Council. 

(4) Each Secretary of a military department 
may designate an officer or employee of such 
military department to attend the proceedings 
of the Council as a representative of such mili-
tary department. 

(b) ISR INTEGRATION ROADMAP.—(1) The Under 
Secretary of Defense for Intelligence shall de-
velop a comprehensive plan, to be known as the 
‘‘Defense Intelligence, Surveillance, and Recon-
naissance Integration Roadmap’’, to guide the 
development and integration of the Department 
of Defense intelligence, surveillance, and recon-
naissance capabilities for the 15-year period of 
fiscal years 2004 through 2018. 

(2) The Under Secretary shall develop the De-
fense Intelligence, Surveillance, and Reconnais-
sance Integration Roadmap in consultation with 
the Intelligence, Surveillance, and Reconnais-
sance Integration Council and the Director of 
National Intelligence. 

(Added Pub. L. 108–136, div. A, title IX, § 923(c)(1), 
Nov. 24, 2003, 117 Stat. 1575; amended Pub. L. 
109–364, div. A, title X, § 1071(a)(3), Oct. 17, 2006, 
120 Stat. 2398; Pub. L. 110–181, div. A, title IX, 
§ 931(a)(7), (8), Jan. 28, 2008, 122 Stat. 285; Pub. L. 
111–383, div. A, title IX, § 922(b), Jan. 7, 2011, 124 
Stat. 4331.) 

AMENDMENTS 

2011—Subsec. (a)(4). Pub. L. 111–383 added par. (4). 
2008—Subsecs. (a)(3), (b)(2). Pub. L. 110–181 substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 
Central Intelligence’’. 

2006—Subsec. (a)(1)(B). Pub. L. 109–364 substituted 
‘‘coordination’’ for ‘‘coordiation’’. 

INTEGRATION OF DEFENSE INTELLIGENCE, 
SURVEILLANCE, AND RECONNAISSANCE CAPABILITIES 

Pub. L. 108–136, div. A, title IX, § 923(a), (b), Nov. 24, 
2003, 117 Stat. 1574, 1575, as amended by Pub. L. 111–383, 
div. A, title IX, § 922(a), Jan. 7, 2011, 124 Stat. 4330, pro-
vided that: 

‘‘(a) FINDINGS.—Congress makes the following find-
ings: 

‘‘(1) As part of transformation efforts within the 
Department of Defense, each of the Armed Forces is 
developing intelligence, surveillance, and reconnais-
sance capabilities that best support future war fight-
ing as envisioned by the leadership of the military de-
partment concerned. 

‘‘(2) Concurrently, intelligence agencies of the De-
partment of Defense outside the military depart-
ments are developing transformation roadmaps to 
best support the future decisionmaking and war 
fighting needs of their principal customers, but are 

not always closely coordinating those efforts with 
the intelligence, surveillance, and reconnaissance de-
velopment efforts of the military departments. 

‘‘(3) A senior official of each military department 
has been designated as the integrator of intelligence, 
surveillance, and reconnaissance for each of the 
Armed Forces in such military department, but there 
is not currently a well-defined forum through which 
the integrators of intelligence, surveillance, and re-
connaissance capabilities for each of the Armed 
Forces can routinely interact with each other and 
with senior representatives of Department of Defense 
intelligence agencies, as well as with other members 
of the intelligence community, to ensure unity of ef-
fort and to preclude unnecessary duplication of ef-
fort. 

‘‘(4) The current funding structure of a National In-
telligence Program (NIP) and a Military Intelligence 
Program (MIP) may not be the best approach for sup-
porting the development of an intelligence, surveil-
lance, and reconnaissance structure that is inte-
grated to meet the national security requirements of 
the United States in the 21st century. 

‘‘(5) The position of Under Secretary of Defense for 
Intelligence was established in 2002 by Public Law 
107–314 [see 10 U.S.C. 137] in order to facilitate resolu-
tion of the challenges to achieving an integrated in-
telligence, surveillance, and reconnaissance structure 
in the Department of Defense to meet such 21st cen-
tury requirements. 
‘‘(b) GOAL.—It shall be a goal of the Department of 

Defense to fully integrate the intelligence, surveil-
lance, and reconnaissance capabilities and coordinate 
the developmental activities of the military depart-
ments, intelligence agencies of the Department of De-
fense, and relevant combatant commands as those de-
partments, agencies, and commands transform their in-
telligence, surveillance, and reconnaissance systems to 
meet current and future needs.’’ 

§ 427. Conflict Records Research Center 

(a) CENTER AUTHORIZED.—The Secretary of De-
fense may establish a center to be known as the 
‘‘Conflict Records Research Center’’ (in this sec-
tion referred to as the ‘‘Center’’). 

(b) PURPOSES.—The purposes of the Center 
shall be the following: 

(1) To establish a digital research database, 
including translations, and to facilitate re-
search and analysis of records captured from 
countries, organizations, and individuals, now 
or once hostile to the United States, with rigid 
adherence to academic freedom and integrity. 

(2) Consistent with the protection of na-
tional security information, personally identi-
fiable information, and intelligence sources 
and methods, to make a significant portion of 
these records available to researchers as 
quickly and responsibly as possible while tak-
ing into account the integrity of the academic 
process and risks to innocents or third parties. 

(3) To conduct and disseminate research and 
analysis to increase the understanding of fac-
tors related to international relations, 
counterterrorism, and conventional and un-
conventional warfare and, ultimately, enhance 
national security. 

(4) To collaborate with members of academic 
and broad national security communities, 
both domestic and international, on research, 
conferences, seminars, and other information 
exchanges to identify topics of importance for 
the leadership of the United States Govern-
ment and the scholarly community. 

(c) CONCURRENCE OF THE DIRECTOR OF NA-
TIONAL INTELLIGENCE.—The Secretary of Defense 
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