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Final regulations implementing this section, referred 

to in the undesignated subsec. preceding subsec. (k), 

were published in the Federal Register on Dec. 18, 2008, 

see 73 F.R. 77432. 

§ 2258. Failure to report child abuse 

A person who, while engaged in a professional 
capacity or activity described in subsection (b) 
of section 226 of the Victims of Child Abuse Act 
of 1990 on Federal land or in a federally operated 
(or contracted) facility, learns of facts that give 
reason to suspect that a child has suffered an in-
cident of child abuse, as defined in subsection (c) 
of that section, and fails to make a timely re-
port as required by subsection (a) of that sec-
tion, shall be fined under this title or impris-
oned not more than 1 year or both. 

(Added Pub. L. 101–647, title II, § 226(g)(1), Nov. 
29, 1990, 104 Stat. 4808; amended Pub. L. 109–248, 
title II, § 209, July 27, 2006, 120 Stat. 615.) 

REFERENCES IN TEXT 

Section 226 of the Victims of Child Abuse Act of 1990, 

referred to in text, is classified to section 20341 of Title 

34, Crime Control and Law Enforcement. 

CODIFICATION 

Another section 2258 was renumbered section 2260 of 

this title. 

AMENDMENTS 

2006—Pub. L. 109–248 substituted ‘‘fined under this 

title or imprisoned not more than 1 year or both’’ for 

‘‘guilty of a Class B misdemeanor’’. 

§ 2258A. Reporting requirements of electronic 
communication service providers and remote 
computing service providers 

(a) DUTY TO REPORT.— 
(1) IN GENERAL.—Whoever, while engaged in 

providing an electronic communication serv-
ice or a remote computing service to the pub-
lic through a facility or means of interstate or 
foreign commerce, obtains actual knowledge 
of any facts or circumstances described in 
paragraph (2) shall, as soon as reasonably pos-
sible— 

(A) provide to the CyberTipline of the Na-
tional Center for Missing and Exploited Chil-
dren, or any successor to the CyberTipline 
operated by such center, the mailing ad-
dress, telephone number, facsimile number, 
electronic mail address of, and individual 
point of contact for, such electronic commu-
nication service provider or remote comput-
ing service provider; and 

(B) make a report of such facts or circum-
stances to the CyberTipline, or any succes-
sor to the CyberTipline operated by such 
center. 

(2) FACTS OR CIRCUMSTANCES.—The facts or 
circumstances described in this paragraph are 
any facts or circumstances from which there 
is an apparent violation of— 

(A) section 2251, 2251A, 2252, 2252A, 2252B, 
or 2260 that involves child pornography; or 

(B) section 1466A. 

(b) CONTENTS OF REPORT.—To the extent the 
information is within the custody or control of 
an electronic communication service provider or 

a remote computing service provider, the facts 
and circumstances included in each report under 
subsection (a)(1) may include the following in-
formation: 

(1) INFORMATION ABOUT THE INVOLVED INDIVID-
UAL.—Information relating to the identity of 
any individual who appears to have violated a 
Federal law described in subsection (a)(2), 
which may, to the extent reasonably prac-
ticable, include the electronic mail address, 
Internet Protocol address, uniform resource 
locator, or any other identifying information, 
including self-reported identifying informa-
tion. 

(2) HISTORICAL REFERENCE.—Information re-
lating to when and how a customer or sub-
scriber of an electronic communication serv-
ice or a remote computing service uploaded, 
transmitted, or received apparent child por-
nography or when and how apparent child por-
nography was reported to, or discovered by the 
electronic communication service provider or 
remote computing service provider, including 
a date and time stamp and time zone. 

(3) GEOGRAPHIC LOCATION INFORMATION.— 
(A) IN GENERAL.—Information relating to 

the geographic location of the involved indi-
vidual or website, which may include the 
Internet Protocol address or verified billing 
address, or, if not reasonably available, at 
least 1 form of geographic identifying infor-
mation, including area code or zip code. 

(B) INCLUSION.—The information described 
in subparagraph (A) may also include any 
geographic information provided to the elec-
tronic communication service or remote 
computing service by the customer or sub-
scriber. 

(4) IMAGES OF APPARENT CHILD PORNOG-
RAPHY.—Any image of apparent child pornog-
raphy relating to the incident such report is 
regarding. 

(5) COMPLETE COMMUNICATION.—The complete 
communication containing any image of ap-
parent child pornography, including— 

(A) any data or information regarding the 
transmission of the communication; and 

(B) any images, data, or other digital files 
contained in, or attached to, the commu-
nication. 

(c) FORWARDING OF REPORT TO LAW ENFORCE-
MENT.— 

(1) IN GENERAL.—The National Center for 
Missing and Exploited Children shall forward 
each report made under subsection (a)(1) to 
any appropriate law enforcement agency des-
ignated by the Attorney General under sub-
section (d)(2). 

(2) STATE AND LOCAL LAW ENFORCEMENT.— 
The National Center for Missing and Exploited 
Children may forward any report made under 
subsection (a)(1) to an appropriate law en-
forcement official of a State or political sub-
division of a State for the purpose of enforcing 
State criminal law. 

(3) FOREIGN LAW ENFORCEMENT.— 
(A) IN GENERAL.—The National Center for 

Missing and Exploited Children may forward 
any report made under subsection (a)(1) to 
any appropriate foreign law enforcement 
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