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§ 3043a. National intelligence strategy 

(a) In general 

Beginning in 2017, and once every 4 years 
thereafter, the Director of National Intelligence 
shall develop a comprehensive national intel-
ligence strategy to meet national security ob-
jectives for the following 4-year period, or a 
longer period, if appropriate. 

(b) Requirements 

Each national intelligence strategy required 
by subsection (a) shall— 

(1) delineate a national intelligence strategy 
consistent with— 

(A) the most recent national security 
strategy report submitted pursuant to sec-
tion 3043 of this title; 

(B) the strategic plans of other relevant 
departments and agencies of the United 
States; and 

(C) other relevant national-level plans; 

(2) address matters related to national and 
military intelligence, including counter-
intelligence; 

(3) identify the major national security mis-
sions that the intelligence community is cur-
rently pursuing and will pursue in the future 
to meet the anticipated security environment; 

(4) describe how the intelligence community 
will utilize personnel, technology, partner-
ships, and other capabilities to pursue the 
major national security missions identified in 
paragraph (3); 

(5) assess current, emerging, and future 
threats to the intelligence community, includ-
ing threats from foreign intelligence and secu-
rity services and insider threats; 

(6) outline the organizational roles and mis-
sions of the elements of the intelligence com-
munity as part of an integrated enterprise to 
meet customer demands for intelligence prod-
ucts, services, and support; 

(7) identify sources of strategic, institu-
tional, programmatic, fiscal, and techno-
logical risk; and 

(8) analyze factors that may affect the intel-
ligence community’s performance in pursuing 
the major national security missions identi-
fied in paragraph (3) during the following 10- 
year period. 

(c) Submission to Congress 

The Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees a report on each national intelligence 
strategy required by subsection (a) not later 
than 45 days after the date of the completion of 
such strategy. 

(July 26, 1947, ch. 343, title I, § 108A, as added 
Pub. L. 113–293, title III, § 303(a), Dec. 19, 2014, 128 
Stat. 3994.) 

§ 3044. Software licensing 

(a) Requirement for inventories of software li-
censes 

The chief information officer of each element 
of the intelligence community, in consultation 
with the Chief Information Officer of the Intel-
ligence Community, shall biennially— 

(1) conduct an inventory of all existing soft-
ware licenses of such element, including uti-
lized and unutilized licenses; 

(2) assess the actions that could be carried 
out by such element to achieve the greatest 
possible economies of scale and associated cost 
savings in software procurement and usage, 
including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) submit to the Chief Information Officer 
of the Intelligence Community each inventory 
required by paragraph (1) and each assessment 
required by paragraph (2). 

(b) Inventories by the Chief Information Officer 
of the Intelligence Community 

The Chief Information Officer of the Intel-
ligence Community, based on the inventories 
and assessments required by subsection (a), 
shall biennially— 

(1) compile an inventory of all existing soft-
ware licenses of the intelligence community, 
including utilized and unutilized licenses; 

(2) assess the actions that could be carried 
out by the intelligence community to achieve 
the greatest possible economies of scale and 
associated cost savings in software procure-
ment and usage, including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) based on the assessment required under 
paragraph (2), make such recommendations 
with respect to software procurement and 
usage to the Director of National Intelligence 
as the Chief Information Officer considers ap-
propriate. 

(c) Reports to Congress 

The Chief Information Officer of the Intel-
ligence Community shall submit to the congres-
sional intelligence committees a copy of each 
inventory compiled under subsection (b)(1). 

(d) Implementation of recommendations 

Not later than 180 days after the date on which 
the Director of National Intelligence receives 
recommendations from the Chief Information 
Officer of the Intelligence Community in accord-
ance with subsection (b)(3), the Director of Na-
tional Intelligence shall, to the extent prac-
ticable, issue guidelines for the intelligence 
community on software procurement and usage 
based on such recommendations. 
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