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(v) maintain liability insurance coverage 

at policy limits in accordance with the re-

quirements developed under subparagraph 

(B); and 

(vi) enter into an agreement with the se-

lected entity accrediting that third party 

to protect any proprietary information of 

a private sector entity obtained under this 

subsection. 

(G) Monitoring 

(i) In general 

The designated officer and any selected 

entity shall regularly monitor and inspect 

the operations of any third party conduct-

ing certifications under this subsection to 

ensure that the third party is complying 

with the procedures and requirements es-

tablished under subparagraph (B) and all 

other applicable requirements. 

(ii) Revocation 

If the designated officer or any selected 

entity determines that a third party is not 

meeting the procedures or requirements 

established under subparagraph (B), the se-

lected entity shall— 

(I) revoke the accreditation of that 

third party to conduct certifications 

under this subsection; and 

(II) review any certification conducted 

by that third party, as necessary and ap-

propriate. 

(4) Annual review 

(A) In general 

The designated officer, in consultation 

with representatives of appropriate organi-

zations that coordinate or facilitate the de-

velopment and use of voluntary consensus 

standards, appropriate voluntary consensus 

standards development organizations, appro-

priate representatives of State and local 

governments, including emergency manage-

ment officials, and each private sector advi-

sory council created under section 112(f)(4) of 

this title, shall annually review the vol-

untary accreditation and certification pro-

gram established under this subsection to 

ensure the effectiveness of such program (in-

cluding the operations and management of 

such program by any selected entity and the 

selected entity’s inclusion of qualified dis-

advantaged business concerns under para-

graph (3)(D)) and make improvements and 

adjustments to the program as necessary 

and appropriate. 

(B) Review of standards 

Each review under subparagraph (A) shall 

include an assessment of the voluntary pre-

paredness standard or standards used in the 

program under this subsection. 

(5) Voluntary participation 

Certification under this subsection shall be 

voluntary for any private sector entity. 

(6) Public listing 

The designated officer shall maintain and 

make public a listing of any private sector en-

tity certified as being in compliance with the 

program established under this subsection, if 

that private sector entity consents to such 

listing. 

(c) Rule of construction 

Nothing in this section may be construed as— 
(1) a requirement to replace any prepared-

ness, emergency response, or business continu-

ity standards, requirements, or best practices 

established— 
(A) under any other provision of federal 

law; or 
(B) by any sector-specific agency, as those 

agencies are defined under Homeland Secu-

rity Presidential Directive–7; or 

(2) exempting any private sector entity seek-

ing certification or meeting certification re-

quirements under subsection (b) from compli-

ance with all applicable statutes, regulations, 

directives, policies, and industry codes of prac-

tice. 

(Pub. L. 107–296, title V, § 524, as added Pub. L. 

110–53, title IX, § 901(a), Aug. 3, 2007, 121 Stat. 

365.) 

DEADLINE FOR DESIGNATION OF OFFICER 

Pub. L. 110–53, title IX, § 901(c), Aug. 3, 2007, 121 Stat. 

371, provided that: ‘‘The Secretary of Homeland Secu-

rity shall designate the officer as described in section 

524 of the Homeland Security Act of 2002 [6 U.S.C. 

321m], as added by subsection (a), by not later than 30 

days after the date of the enactment of this Act [Aug. 

3, 2007].’’ 

§ 321n. Acceptance of gifts 

(a) Authority 

The Secretary may accept and use gifts of 

property, both real and personal, and may ac-

cept gifts of services, including from guest lec-

turers, for otherwise authorized activities of the 

Center for Domestic Preparedness that are re-

lated to efforts to prevent, prepare for, protect 

against, or respond to a natural disaster, act of 

terrorism, or other man-made disaster, includ-

ing the use of a weapon of mass destruction. 

(b) Prohibition 

The Secretary may not accept a gift under 

this section if the Secretary determines that the 

use of the property or services would com-

promise the integrity or appearance of integrity 

of— 
(1) a program of the Department; or 
(2) an individual involved in a program of 

the Department. 

(c) Report 

(1) In general 

The Secretary shall submit to the Commit-

tee on Homeland Security of the House of Rep-

resentatives and the Committee on Homeland 

Security and Governmental Affairs of the Sen-

ate an annual report disclosing— 
(A) any gifts that were accepted under this 

section during the year covered by the re-

port; 

(B) how the gifts contribute to the mission 

of the Center for Domestic Preparedness; 

and 

(C) the amount of Federal savings that 

were generated from the acceptance of the 

gifts. 
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1 So in original. Probably should be ‘‘publicly’’. 

(2) Publication 

Each report required under paragraph (1) 

shall be made publically 1 available. 

(Pub. L. 107–296, title V, § 525, as added Pub. L. 

111–245, § 2(a)(1), Sept. 30, 2010, 124 Stat. 2620.) 

§ 321o. Integrated public alert and warning sys-
tem modernization 

(a) In general 

To provide timely and effective warnings re-

garding natural disasters, acts of terrorism, and 

other man-made disasters or threats to public 

safety, the Administrator shall— 
(1) modernize the integrated public alert and 

warning system of the United States (in this 

section referred to as the ‘‘public alert and 

warning system’’) to help ensure that under 

all conditions the President and, except to the 

extent the public alert and warning system is 

in use by the President, Federal agencies and 

State, tribal, and local governments can alert 

and warn the civilian population in areas en-

dangered by natural disasters, acts of terror-

ism, and other man-made disasters or threats 

to public safety; and 
(2) implement the public alert and warning 

system to disseminate timely and effective 

warnings regarding natural disasters, acts of 

terrorism, and other man-made disasters or 

threats to public safety. 

(b) Implementation requirements 

In carrying out subsection (a), the Adminis-

trator shall— 
(1) establish or adopt, as appropriate, com-

mon alerting and warning protocols, stand-

ards, terminology, and operating procedures 

for the public alert and warning system; 
(2) include in the public alert and warning 

system the capability to adapt the distribu-

tion and content of communications on the 

basis of geographic location, risks, and mul-

tiple communication systems and tech-

nologies, as appropriate and to the extent 

technically feasible; 
(3) include in the public alert and warning 

system the capability to alert, warn, and pro-

vide equivalent information to individuals 

with disabilities, individuals with access and 

functional needs, and individuals with limited- 

English proficiency, to the extent technically 

feasible; 
(4) ensure that training, tests, and exercises 

are conducted for the public alert and warning 

system, including by— 
(A) incorporating the public alert and 

warning system into other training and ex-

ercise programs of the Department, as ap-

propriate; 
(B) establishing and integrating into the 

National Incident Management System a 

comprehensive and periodic training pro-

gram to instruct and educate Federal, State, 

tribal, and local government officials in the 

use of the Common Alerting Protocol en-

abled Emergency Alert System; and 
(C) conducting, not less than once every 3 

years, periodic nationwide tests of the public 

alert and warning system; 

(5) to the extent practicable, ensure that the 

public alert and warning system is resilient 

and secure and can withstand acts of terrorism 

and other external attacks; 

(6) conduct public education efforts so that 

State, tribal, and local governments, private 

entities, and the people of the United States 

reasonably understand the functions of the 

public alert and warning system and how to 

access, use, and respond to information from 

the public alert and warning system through a 

general market awareness campaign; 

(7) consult, coordinate, and cooperate with 

the appropriate private sector entities and 

Federal, State, tribal, and local governmental 

authorities, including the Regional Adminis-

trators and emergency response providers; 

(8) consult and coordinate with the Federal 

Communications Commission, taking into ac-

count rules and regulations promulgated by 

the Federal Communications Commission; and 

(9) coordinate with and consider the recom-

mendations of the Integrated Public Alert and 

Warning System Subcommittee established 

under section 2(b) of the Integrated Public 

Alert and Warning System Modernization Act 

of 2015. 

(c) System requirements 

The public alert and warning system shall— 

(1) to the extent determined appropriate by 

the Administrator, incorporate multiple com-

munications technologies; 

(2) be designed to adapt to, and incorporate, 

future technologies for communicating di-

rectly with the public; 

(3) to the extent technically feasible, be de-

signed— 

(A) to provide alerts to the largest portion 

of the affected population feasible, including 

nonresident visitors and tourists, individuals 

with disabilities, individuals with access and 

functional needs, and individuals with lim-

ited-English proficiency; and 

(B) to improve the ability of remote areas 

to receive alerts; 

(4) promote local and regional public and 

private partnerships to enhance community 

preparedness and response; 

(5) provide redundant alert mechanisms 

where practicable so as to reach the greatest 

number of people; and 

(6) to the extent feasible, include a mecha-

nism to ensure the protection of individual 

privacy. 

(d) Use of system 

Except to the extent necessary for testing the 

public alert and warning system, the public 

alert and warning system shall not be used to 

transmit a message that does not relate to a 

natural disaster, act of terrorism, or other man- 

made disaster or threat to public safety. 

(e) Performance reports 

(1) In general 

Not later than 1 year after April 11, 2016, and 

annually thereafter through 2018, the Adminis-

trator shall make available on the public web-

site of the Agency a performance report, 

which shall— 
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