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tice of such transfer or reprogramming is sub-

mitted to the Congress (including any officer, 

office, or Committee of the Congress), the Chief 

Financial Officer of the Department shall simul-

taneously submit such notice to the Select Com-

mittee on Homeland Security (or any successor 

to the jurisdiction of that committee) and the 

Committee on Government Reform of the House 

of Representatives, and to the Committee on 

Governmental Affairs of the Senate. 

(Pub. L. 107–296, title VII, § 702, Nov. 25, 2002, 116 

Stat. 2219; Pub. L. 108–330, §§ 3(d)(1)(B), 6, 7, Oct. 

16, 2004, 118 Stat. 1276, 1278, 1279.) 

AMENDMENTS 

2004—Pub. L. 108–330, §§ 6, 7, designated existing provi-

sions as subsec. (a), inserted heading, and added sub-

secs. (b) and (c). 

Pub. L. 108–330, § 3(d)(1)(B), substituted ‘‘shall perform 

functions as specified in chapter 9 of title 31 and, with 

respect to all such functions and other responsibilities 

that may be assigned to the Chief Financial Officer 

from time to time, shall also report to the Under Sec-

retary for Management’’ for ‘‘shall report to the Sec-

retary, or to another official of the Department, as the 

Secretary may direct’’. 

CHANGE OF NAME 

Select Committee on Homeland Security, which was 

established by House Resolution 449, One Hundred Sev-

enth Congress, June 19, 2002, and reestablished by sec-

tion 4 of House Resolution 5, One Hundred Eighth Con-

gress, Jan. 4, 2005, was not reestablished in the One 

Hundred Ninth Congress. Rule X(1)(i) of the Rules of 

the House of Representatives, One Hundred Ninth Con-

gress, as amended by section 2 of House Resolution 5, 

One Hundred Ninth Congress, Jan. 4, 2005, established a 

Committee on Homeland Security. For jurisdiction of 

the Select Committee on Homeland Security and of the 

Committee on Homeland Security, see section 4 of 

House Resolution 5, One Hundred Eighth Congress, and 

Rule X(1)(i) of the Rules of the House, One Hundred 

Ninth Congress. 

Committee on Government Reform of House of Rep-

resentatives changed to Committee on Oversight and 

Government Reform of House of Representatives by 

House Resolution No. 6, One Hundred Tenth Congress, 

Jan. 5, 2007. 

Committee on Governmental Affairs of Senate 

changed to Committee on Homeland Security and Gov-

ernmental Affairs of Senate, effective Jan. 4, 2005, by 

Senate Resolution No. 445, One Hundred Eighth Con-

gress, Oct. 9, 2004. 

FINDINGS 

Pub. L. 108–330, § 2, Oct. 16, 2004, 118 Stat. 1275, pro-

vided that: ‘‘The Congress finds the following: 

‘‘(1) Influential financial management leadership is 

of vital importance to the mission success of the De-

partment of Homeland Security. For this reason, the 

Chief Financial Officer of the Department must be a 

key figure in the Department’s management. 

‘‘(2) To provide a sound financial leadership struc-

ture, the provisions of law enacted by the Chief Fi-

nancial Officers Act of 1990 (Public Law 101–576) [see 

Short Title of 1990 Amendment note set out under 

section 501 of Title 31, Money and Finance] provide 

that the Chief Financial Officer of each of the Fed-

eral executive departments is to be a Presidential ap-

pointee who reports directly to the Secretary of that 

department on financial management matters. Be-

cause the Department of Homeland Security was only 

recently created, the provisions enacted by that Act 

must be amended to include the Department within 

these provisions. 

‘‘(3) The Department of Homeland Security was cre-

ated by consolidation of 22 separate Federal agencies, 

each with its own accounting and financial manage-

ment system. None of these systems was developed 

with a view to executing the mission of the Depart-

ment of Homeland Security to prevent terrorist at-

tacks within the United States, reduce the Nation’s 

vulnerability to terrorism, and minimize the damage 

and assist in the recovery from terrorist attacks. For 

these reasons, a strong Chief Financial Officer is 

needed within the Department both to consolidate fi-

nancial management operations, and to insure that 

management control systems are comprehensively 

designed to achieve the mission and execute the 

strategy of the Department. 

‘‘(4) The provisions of law enacted by the Chief Fi-

nancial Officers Act of 1990 require agency Chief Fi-

nancial Officers to improve the financial information 

available to agency managers and the Congress. 

Those provisions also specify that agency financial 

management systems must provide for the system-

atic measurement of performance. In the case of the 

Department of Homeland Security, therefore, it is vi-

tally important that management control systems be 

designed with a clear view of a homeland security 

strategy, including the priorities of the Department 

in addressing those risks of terrorism deemed most 

significant based upon a comprehensive assessment of 

potential threats, vulnerabilities, criticality, and 

consequences. For this reason, Federal law should be 

amended to clearly state the responsibilities of the 

Chief Financial Officer of the Department of Home-

land Security to provide management control infor-

mation, for the benefit of managers within the De-

partment and to help inform the Congress, that per-

mits an assessment of the Department’s performance 

in executing a homeland security strategy.’’ 

§ 343. Chief Information Officer 

(a) In general 

The Chief Information Officer shall report to 

the Secretary, or to another official of the De-

partment, as the Secretary may direct. 

(b) Geospatial information functions 

(1) Definitions 

As used in this subsection: 

(A) Geospatial information 

The term ‘‘geospatial information’’ means 

graphical or digital data depicting natural 

or manmade physical features, phenomena, 

or boundaries of the earth and any informa-

tion related thereto, including surveys, 

maps, charts, remote sensing data, and im-

ages. 

(B) Geospatial technology 

The term ‘‘geospatial technology’’ means 

any technology utilized by analysts, special-

ists, surveyors, photogrammetrists, hydrog-

raphers, geodesists, cartographers, archi-

tects, or engineers for the collection, stor-

age, retrieval, or dissemination of geospatial 

information, including— 

(i) global satellite surveillance systems; 

(ii) global position systems; 

(iii) geographic information systems; 

(iv) mapping equipment; 

(v) geocoding technology; and 

(vi) remote sensing devices. 

(2) Office of Geospatial Management 

(A) Establishment 

The Office of Geospatial Management is 

established within the Office of the Chief In-

formation Officer. 
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(B) Geospatial Information Officer 

(i) Appointment 

The Office of Geospatial Management 

shall be administered by the Geospatial In-

formation Officer, who shall be appointed 

by the Secretary and serve under the di-

rection of the Chief Information Officer. 

(ii) Functions 

The Geospatial Information Officer shall 

assist the Chief Information Officer in car-

rying out all functions under this section 

and in coordinating the geospatial infor-

mation needs of the Department. 

(C) Coordination of geospatial information 

The Chief Information Officer shall estab-

lish and carry out a program to provide for 

the efficient use of geospatial information, 

which shall include— 

(i) providing such geospatial information 

as may be necessary to implement the 

critical infrastructure protection pro-

grams; 

(ii) providing leadership and coordina-

tion in meeting the geospatial information 

requirements of those responsible for plan-

ning, prevention, mitigation, assessment 

and response to emergencies, critical in-

frastructure protection, and other func-

tions of the Department; and 

(iii) coordinating with users of geo-

spatial information within the Depart-

ment to assure interoperability and pre-

vent unnecessary duplication. 

(D) Responsibilities 

In carrying out this subsection, the re-

sponsibilities of the Chief Information Offi-

cer shall include— 

(i) coordinating the geospatial informa-

tion needs and activities of the Depart-

ment; 

(ii) implementing standards, as adopted 

by the Director of the Office of Manage-

ment and Budget under the processes es-

tablished under section 216 of the E-Gov-

ernment Act of 2002 (44 U.S.C. 3501 note), 

to facilitate the interoperability of geo-

spatial information pertaining to home-

land security among all users of such in-

formation within— 

(I) the Department; 

(II) State and local government; and 

(III) the private sector; 

(iii) coordinating with the Federal Geo-

graphic Data Committee and carrying out 

the responsibilities of the Department pur-

suant to Office of Management and Budget 

Circular A–16 and Executive Order 12906; 

and 

(iv) making recommendations to the 

Secretary and the Executive Director of 

the Office for State and Local Government 

Coordination and Preparedness on award-

ing grants to— 

(I) fund the creation of geospatial data; 

and 

(II) execute information sharing agree-

ments regarding geospatial data with 

State, local, and tribal governments. 

(3) Authorization of appropriations 

There are authorized to be appropriated such 

sums as may be necessary to carry out this 

subsection for each fiscal year. 

(Pub. L. 107–296, title VII, § 703, Nov. 25, 2002, 116 

Stat. 2219; Pub. L. 108–458, title VIII, § 8201(b), 

Dec. 17, 2004, 118 Stat. 3865.) 

REFERENCES IN TEXT 

Section 216 of the E-Government Act of 2002, referred 

to in subsec. (b)(2)(D)(ii), is section 216 of Pub. L. 

107–347, which is set out in a note under section 3501 of 

Title 44, Public Printing and Documents. 

Executive Order 12906, referred to in subsec. 

(b)(2)(D)(iii), is set out as a note under section 1457 of 

Title 43, Public Lands. 

AMENDMENTS 

2004—Pub. L. 108–458 designated existing provisions as 

subsec. (a), inserted heading, and added subsec. (b). 

FINDINGS 

Pub. L. 108–458, title VIII, § 8201(a), Dec. 17, 2004, 118 

Stat. 3865, provided that: ‘‘Congress makes the follow-

ing findings: 

‘‘(1) Geospatial technologies and geospatial data 

improve government capabilities to detect, plan for, 

prepare for, and respond to disasters in order to save 

lives and protect property. 

‘‘(2) Geospatial data improves the ability of infor-

mation technology applications and systems to en-

hance public security in a cost-effective manner. 

‘‘(3) Geospatial information preparedness in the 

United States, and specifically in the Department of 

Homeland Security, is insufficient because of— 

‘‘(A) inadequate geospatial data compatibility; 

‘‘(B) insufficient geospatial data sharing; and 

‘‘(C) technology interoperability barriers.’’ 

§ 344. Chief Human Capital Officer 

(a) In general 

The Chief Human Capital Officer shall report 

directly to the Under Secretary for Manage-

ment. 

(b) Responsibilities 

In addition to the responsibilities set forth in 

chapter 14 of title 5 and other applicable law, 

the Chief Human Capital Officer of the Depart-

ment shall— 

(1) develop and implement strategic work-

force planning policies that are consistent 

with Government-wide leading principles and 

in line with Department strategic human cap-

ital goals and priorities, taking into account 

the special requirements of members of the 

Armed Forces serving in the Coast Guard; 

(2) develop performance measures to provide 

a basis for monitoring and evaluating Depart-

ment-wide strategic workforce planning ef-

forts; 

(3) develop, improve, and implement poli-

cies, including compensation flexibilities 

available to Federal agencies where appro-

priate, to recruit, hire, train, and retain the 

workforce of the Department, in coordination 

with all components of the Department; 

(4) identify methods for managing and over-

seeing human capital programs and initia-

tives, in coordination with the head of each 

component of the Department; 

(5) develop a career path framework and cre-

ate opportunities for leader development in 
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