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ant to paragraph (1) or (3) by removing or ob-

scuring information in such a manner that the 

identity of the data subject is less likely to be 

reasonably inferred by either direct or indirect 

means. 
(3) A requirement for each statistical agency 

or unit to conduct a comprehensive risk as-

sessment of any data asset acquired or ac-

cessed under this subchapter prior to any pub-

lic release of such asset, including standards 

for such comprehensive risk assessment and 

criteria for making a determination of wheth-

er to release the data. 
(4) Requirements for each statistical agency 

or unit to make any process or assessment es-

tablished, produced, or conducted pursuant to 

this section transparent and easy to under-

stand, including the following: 
(A) A requirement to make information on 

the assessment of the sensitivity level of 

each data asset conducted pursuant to para-

graph (1) available on the Federal data cata-

logue established under section 3511(c)(1). 
(B) A requirement to make any compre-

hensive risk assessment, and associated de-

terminations, conducted under paragraph (3) 

available on the Federal data catalogue es-

tablished under section 3511(c)(1). 
(C) A requirement to make any standard 

or policy established by the statistical agen-

cy or unit to carry out this section and any 

assessment conducted under this section 

easily accessible on the public website of 

such agency or unit. 

(c) RESPONSIBILITIES OF THE DIRECTOR.—The 

Director shall— 
(1) make public all standards and policies es-

tablished under this section; and 
(2) ensure that statistical agencies and units 

have the ability to make information public 

on the Federal data catalogue established 

under section 3511(c)(1), in accordance with re-

quirements established pursuant to subsection 

(b). 

(Added Pub. L. 115–435, title III, § 303(a), Jan. 14, 

2019, 132 Stat. 5554.) 

EFFECTIVE DATE 

Section effective 180 days after Jan. 14, 2019, see sec-

tion 403 of Pub. L. 115–435, set out as an Effective Date 

of 2019 Amendment note under section 306 of Title 5, 

Government Organization and Employees. 

§ 3583. Application to access data assets for de-
veloping evidence 

(a) STANDARD APPLICATION PROCESS.—The Di-

rector shall establish a process through which 

agencies, the Congressional Budget Office, 

State, local, and Tribal governments, research-

ers, and other individuals, as appropriate, may 

apply to access the data assets accessed or ac-

quired under this subchapter by a statistical 

agency or unit for purposes of developing evi-

dence. The process shall include the following: 
(1) Sufficient detail to ensure that each sta-

tistical agency or unit establishes an identical 

process. 
(2) A common application form. 
(3) Criteria for statistical agencies and units 

to determine whether to grant an applicant 

access to a data asset. 

(4) Timeframes for prompt determinations 

by each statistical agency or unit. 

(5) An appeals process for adverse decisions 

and noncompliance with the process estab-

lished under this subsection. 

(6) Standards for transparency, including re-

quirements to make the following information 

publicly available: 

(A) Each application received. 

(B) The status of each application. 

(C) The determination made for each appli-

cation. 

(D) Any other information, as appropriate, 

to ensure full transparency of the process es-

tablished under this subsection. 

(b) CONSULTATION.—In establishing the process 

required under subsection (a), the Director shall 

consult with stakeholders, including the public, 

agencies, State and local governments, and rep-

resentatives of non-governmental researchers. 

(c) IMPLEMENTATION.—The head of each statis-

tical agency or unit shall implement the process 

established under subsection (a). 

(Added Pub. L. 115–435, title III, § 303(a), Jan. 14, 

2019, 132 Stat. 5555.) 

EFFECTIVE DATE 

Section effective 180 days after Jan. 14, 2019, see sec-

tion 403 of Pub. L. 115–435, set out as an Effective Date 

of 2019 Amendment note under section 306 of Title 5, 

Government Organization and Employees. 

CHAPTER 36—MANAGEMENT AND PRO-
MOTION OF ELECTRONIC GOVERNMENT 
SERVICES 

Sec. 

3601. Definitions. 

3602. Office of Electronic Government. 

3603. Chief Information Officers Council. 

3604. E-Government Fund. 

3605. Program to encourage innovative solutions to 

enhance electronic Government services 

and processes. 

3606. E-Government report. 

§ 3601. Definitions 

In this chapter, the definitions under section 

3502 shall apply, and the term— 

(1) ‘‘Administrator’’ means the Adminis-

trator of the Office of Electronic Government 

established under section 3602; 

(2) ‘‘Council’’ means the Chief Information 

Officers Council established under section 3603; 

(3) ‘‘electronic Government’’ means the use 

by the Government of web-based Internet ap-

plications and other information technologies, 

combined with processes that implement these 

technologies, to— 

(A) enhance the access to and delivery of 

Government information and services to the 

public, other agencies, and other Govern-

ment entities; or 

(B) bring about improvements in Govern-

ment operations that may include effective-

ness, efficiency, service quality, or trans-

formation; 

(4) ‘‘enterprise architecture’’— 

(A) means— 

(i) a strategic information asset base, 

which defines the mission; 
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(ii) the information necessary to perform 

the mission; 

(iii) the technologies necessary to per-

form the mission; and 

(iv) the transitional processes for imple-

menting new technologies in response to 

changing mission needs; and 

(B) includes— 

(i) a baseline architecture; 

(ii) a target architecture; and 

(iii) a sequencing plan; 

(5) ‘‘Fund’’ means the E-Government Fund 

established under section 3604; 

(6) ‘‘interoperability’’ means the ability of 

different operating and software systems, ap-

plications, and services to communicate and 

exchange data in an accurate, effective, and 

consistent manner; 

(7) ‘‘integrated service delivery’’ means the 

provision of Internet-based Federal Govern-

ment information or services integrated ac-

cording to function or topic rather than sepa-

rated according to the boundaries of agency 

jurisdiction; and 

(8) ‘‘tribal government’’ means— 

(A) the governing body of any Indian tribe, 

band, nation, or other organized group or 

community located in the continental 

United States (excluding the State of Alas-

ka) that is recognized as eligible for the spe-

cial programs and services provided by the 

United States to Indians because of their 

status as Indians, and 

(B) any Alaska Native regional or village 

corporation established pursuant to the 

Alaska Native Claims Settlement Act (43 

U.S.C. 1601 et seq.). 

(Added Pub. L. 107–347, title I, § 101(a), Dec. 17, 

2002, 116 Stat. 2901.) 

REFERENCES IN TEXT 

The Alaska Native Claims Settlement Act, referred 

to in par. (8)(B), is Pub. L. 92–203, Dec. 18, 1971, 85 Stat. 

688, as amended, which is classified generally to chap-

ter 33 (§ 1601 et seq.) of Title 43, Public Lands. For com-

plete classification of this Act to the Code, see Short 

Title note set out under section 1601 of Title 43 and 

Tables. 

EFFECTIVE DATE 

Pub. L. 107–347, title IV, § 402(a), Dec. 17, 2002, 116 Stat. 

2961, provided that: 

‘‘(1) IN GENERAL.—Except as provided under paragraph 

(2), titles I [enacting this chapter, section 507 of Title 

31, Money and Finance, and section 305 of Title 40, Pub-

lic Buildings, Property, and Works, and amending sec-

tion 503 of Title 31] and II [enacting chapter 37 of Title 

5, Government Organization and Employees, section 

2332 of Title 10, Armed Forces, and section 266a of Title 

41, Public Contracts, amending sections 3111, 4108, and 

7353 of Title 5, sections 207, 209, and 1905 of Title 18, 

Crimes and Criminal Procedure, sections 502, 11501 to 

11505 of Title 40, and section 423 of Title 41, repealing 

section 11521 of Title 40, directing the renumbering of 

section 11522 of Title 40 as section 11521, enacting provi-

sions set out as notes under section 3501 of this title, 

and amending provisions set out as notes under section 

8432 of Title 5 and section 1913 of Title 28, Judiciary and 

Judicial Procedure] and the amendments made by such 

titles shall take effect 120 days after the date of enact-

ment of this Act [Dec. 17, 2002]. 

‘‘(2) IMMEDIATE ENACTMENT.—Sections 207, 214, and 215 

[set out in a note under section 3501 of this title] shall 

take effect on the date of enactment of this Act [Dec. 

17, 2002].’’ 

FEDERAL DATA CENTER CONSOLIDATION INITIATIVE 

Pub. L. 113–291, div. A, title VIII, § 834, Dec. 19, 2014, 

128 Stat. 3444, as amended by Pub. L. 115–88, § 4, Nov. 21, 

2017, 131 Stat. 1278; Pub. L. 115–91, div. A, § 819(c), Dec. 

12, 2017, 131 Stat. 1464, provided that: 

‘‘(a) DEFINITIONS.—In this section: 

‘‘(1) ADMINISTRATOR.—The term ‘Administrator’ 

means the Administrator of the Office of Electronic 

Government established under section 3602 of title 44, 

United States Code (and also known as the Office of 

E-Government and Information Technology), within 

the Office of Management and Budget. 

‘‘(2) COVERED AGENCY.—The term ‘covered agency’ 

means the following (including all associated compo-

nents of the agency): 

‘‘(A) Department of Agriculture. 

‘‘(B) Department of Commerce. 

‘‘(C) Department of Defense. 

‘‘(D) Department of Education. 

‘‘(E) Department of Energy. 

‘‘(F) Department of Health and Human Services. 

‘‘(G) Department of Homeland Security. 

‘‘(H) Department of Housing and Urban Develop-

ment. 

‘‘(I) Department of the Interior. 

‘‘(J) Department of Justice. 

‘‘(K) Department of Labor. 

‘‘(L) Department of State. 

‘‘(M) Department of Transportation. 

‘‘(N) Department of Treasury. 

‘‘(O) Department of Veterans Affairs. 

‘‘(P) Environmental Protection Agency. 

‘‘(Q) General Services Administration. 

‘‘(R) National Aeronautics and Space Administra-

tion. 

‘‘(S) National Science Foundation. 

‘‘(T) Nuclear Regulatory Commission. 

‘‘(U) Office of Personnel Management. 

‘‘(V) Small Business Administration. 

‘‘(W) Social Security Administration. 

‘‘(X) United States Agency for International De-

velopment. 

‘‘(3) FDCCI.—The term ‘FDCCI’ means the Federal 

Data Center Consolidation Initiative described in the 

Office of Management and Budget Memorandum on 

the Federal Data Center Consolidation Initiative, 

dated February 26, 2010, or any successor thereto. 

‘‘(4) GOVERNMENT-WIDE DATA CENTER CONSOLIDATION 

AND OPTIMIZATION METRICS.—The term ‘Government- 

wide data center consolidation and optimization 

metrics’ means the metrics established by the Ad-

ministrator under subsection (b)(2)(G). 

‘‘(b) FEDERAL DATA CENTER CONSOLIDATION INVEN-

TORIES AND STRATEGIES.— 

‘‘(1) IN GENERAL.— 

‘‘(A) ANNUAL REPORTING.—Except as provided in 

subparagraph (C), each year, beginning in the first 

fiscal year after the date of the enactment of this 

Act [Dec. 19, 2014] and each fiscal year thereafter, 

the head of each covered agency, assisted by the 

Chief Information Officer of the agency, shall sub-

mit to the Administrator— 

‘‘(i) a comprehensive inventory of the data cen-

ters owned, operated, or maintained by or on be-

half of the agency; and 

‘‘(ii) a multi-year strategy to achieve the con-

solidation and optimization of the data centers 

inventoried under clause (i), that includes— 

‘‘(I) performance metrics— 

‘‘(aa) that are consistent with the Govern-

ment-wide data center consolidation and opti-

mization metrics; and 

‘‘(bb) by which the quantitative and quali-

tative progress of the agency toward the goals 

of the FDCCI can be measured; 

‘‘(II) a timeline for agency activities to be 

completed under the FDCCI, with an emphasis 
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on benchmarks the agency can achieve by spe-

cific dates; 
‘‘(III) year-by-year calculations of investment 

and cost savings for the period beginning on the 

date of the enactment of this Act and ending on 

the date set forth in subsection (e), broken 

down by each year, including a description of 

any initial costs for data center consolidation 

and optimization and life cycle cost savings and 

other improvements, with an emphasis on— 

‘‘(aa) meeting the Government-wide data 

center consolidation and optimization 

metrics; and 

‘‘(bb) demonstrating the amount of agency- 

specific cost savings each fiscal year achieved 

through the FDCCI; and 
‘‘(IV) any additional information required by 

the Administrator. 
‘‘(B) USE OF OTHER REPORTING STRUCTURES.—The 

Administrator may require a covered agency to in-

clude the information required to be submitted 

under this subsection through reporting structures 

determined by the Administrator to be appropriate. 
‘‘(C) DEPARTMENT OF DEFENSE REPORTING.—For 

any year that the Department of Defense is re-

quired to submit a performance plan for reduction 

of resources required for data servers and centers, 

as required under section 2867(b) of the National De-

fense Authorization Act for Fiscal Year 2012 [Pub. 

L. 112–81] (10 U.S.C. 2223a note), the Department of 

Defense— 
‘‘(i) may submit to the Administrator, in lieu of 

the multi-year strategy required under subpara-

graph (A)(ii)— 
‘‘(I) the defense-wide plan required under sec-

tion 2867(b)(2) of the National Defense Author-

ization Act for Fiscal Year 2012 (10 U.S.C. 2223a 

note); and 
‘‘(II) the report on cost savings required under 

section 2867(d) of the National Defense Author-

ization Act for Fiscal Year 2012 (10 U.S.C. 2223a 

note); and 
‘‘(ii) shall submit the comprehensive inventory 

required under subparagraph (A)(i), unless the de-

fense-wide plan required under section 2867(b)(2) 

of the National Defense Authorization Act for 

Fiscal Year 2012 (10 U.S.C. 2223a note)— 
‘‘(I) contains a comparable comprehensive in-

ventory; and 
‘‘(II) is submitted under clause (i). 

‘‘(D) STATEMENT.—Each year, beginning in the 

first fiscal year after the date of the enactment of 

this Act and each fiscal year thereafter, the head of 

each covered agency, acting through the Chief In-

formation Officer of the agency, shall— 
‘‘(i)(I) submit a statement to the Administrator 

stating whether the agency has complied with the 

requirements of this section; and 
‘‘(II) make the statement submitted under sub-

clause (I) publicly available; and 
‘‘(ii) if the agency has not complied with the re-

quirements of this section, submit a statement to 

the Administrator explaining the reasons for not 

complying with such requirements. 

‘‘(E) AGENCY IMPLEMENTATION OF STRATEGIES.— 

‘‘(i) IN GENERAL.—Each covered agency, under 

the direction of the Chief Information Officer of 

the agency, shall— 

‘‘(I) implement the strategy required under 

subparagraph (A)(ii); and 

‘‘(II) provide updates to the Administrator, on 

a quarterly basis, of— 

‘‘(aa) the completion of activities by the 

agency under the FDCCI; 

‘‘(bb) any progress of the agency towards 

meeting the Government-wide data center 

consolidation and optimization metrics; and 

‘‘(cc) the actual cost savings and other im-

provements realized through the implementa-

tion of the strategy of the agency. 

‘‘(ii) DEPARTMENT OF DEFENSE.—For purposes of 

clause (i)(I), implementation of the defense-wide 

plan required under section 2867(b)(2) of the Na-

tional Defense Authorization Act for Fiscal Year 

2012 [Pub. L. 112–81] (10 U.S.C. 2223a note) by the 

Department of Defense shall be considered imple-

mentation of the strategy required under sub-

paragraph (A)(ii). 
‘‘(F) RULE OF CONSTRUCTION.—Nothing in this sec-

tion shall be construed to limit the reporting of in-

formation by a covered agency to the Adminis-

trator, the Director of the Office of Management 

and Budget, or Congress. 
‘‘(2) ADMINISTRATOR RESPONSIBILITIES.—The Admin-

istrator shall— 
‘‘(A) establish the deadline, on an annual basis, 

for covered agencies to submit information under 

this section; 
‘‘(B) establish a list of requirements that the cov-

ered agencies must meet to be considered in com-

pliance with paragraph (1); 
‘‘(C) ensure that information relating to agency 

progress towards meeting the Government-wide 

data center consolidation and optimization metrics 

is made available in a timely manner to the general 

public; 
‘‘(D) review the inventories and strategies sub-

mitted under paragraph (1) to determine whether 

they are comprehensive and complete; 
‘‘(E) monitor the implementation of the data cen-

ter strategy of each covered agency that is required 

under paragraph (1)(A)(ii); 
‘‘(F) update, on an annual basis, the cumulative 

cost savings realized through the implementation 

of the FDCCI; and 
‘‘(G) establish metrics applicable to the consoli-

dation and optimization of data centers Govern-

ment-wide, including metrics with respect to— 
‘‘(i) costs; 

‘‘(ii) efficiencies, including, at a minimum, 

server efficiency; and 

‘‘(iii) any other factors the Administrator con-

siders appropriate. 

‘‘(3) COST SAVING GOAL AND UPDATES FOR CON-

GRESS.— 

‘‘(A) IN GENERAL.—Not later than one year after 

the date of the enactment of this Act, the Adminis-

trator shall develop, and make publicly available, a 

goal, broken down by year, for the amount of 

planned cost savings and optimization improve-

ments achieved through the FDCCI during the pe-

riod beginning on the date of the enactment of this 

Act and ending on the date set forth in subsection 

(e). 

‘‘(B) ANNUAL UPDATE.— 

‘‘(i) IN GENERAL.—Not later than one year after 

the date on which the goal described in subpara-

graph (A) is made publicly available, and each 

year thereafter, the Administrator shall aggre-

gate the reported cost savings of each covered 

agency and optimization improvements achieved 

to date through the FDCCI and compare the sav-

ings to the projected cost savings and optimiza-

tion improvements developed under subparagraph 

(A). 

‘‘(ii) UPDATE FOR CONGRESS.—The goal required 

to be developed under subparagraph (A) shall be 

submitted to Congress and shall be accompanied 

by a statement describing— 

‘‘(I) the extent to which each covered agency 

has developed and submitted a comprehensive 

inventory under paragraph (1)(A)(i), including 

an analysis of the inventory that details spe-

cific numbers, use, and efficiency level of data 

centers in each inventory; and 

‘‘(II) the extent to which each covered agency 

has submitted a comprehensive strategy that 

addresses the items listed in paragraph 

(1)(A)(ii). 

‘‘(4) GAO REVIEW.— 
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‘‘(A) IN GENERAL.—Not later than one year after 

the date of the enactment of this Act, and each 

year thereafter, the Comptroller General of the 

United States shall review and verify the quality 

and completeness of the inventory and strategy of 

each covered agency required under paragraph 

(1)(A). 
‘‘(B) REPORT.—The Comptroller General of the 

United States shall, on an annual basis, publish a 

report on each review conducted under subpara-

graph (A). 
‘‘(c) ENSURING CYBERSECURITY STANDARDS FOR DATA 

CENTER CONSOLIDATION AND CLOUD COMPUTING.— 
‘‘(1) IN GENERAL.—In implementing a data center 

consolidation and optimization strategy under this 

section, a covered agency shall do so in a manner 

that is consistent with Federal guidelines on cloud 

computing security, including— 
‘‘(A) applicable provisions found within the Fed-

eral Risk and Authorization Management Program 

(FedRAMP); and 
‘‘(B) guidance published by the National Institute 

of Standards and Technology. 
‘‘(2) RULE OF CONSTRUCTION.—Nothing in this sec-

tion shall be construed to limit the ability of the Di-

rector of the Office of Management and Budget to up-

date or modify the Federal guidelines on cloud com-

puting security. 
‘‘(d) WAIVER OF REQUIREMENTS.—The Director of Na-

tional Intelligence and the Secretary of Defense, or 

their respective designee, may waive the applicability 

to any national security system, as defined in [former] 

section 3542 of title 44, United States Code, [see 44 

U.S.C. 3552] of any provision of this section if the Direc-

tor of National Intelligence or the Secretary of De-

fense, or their respective designee, determines that 

such waiver is in the interest of national security. Not 

later than 30 days after making a waiver under this 

subsection, the Director of National Intelligence or the 

Secretary of Defense, or their respective designee, shall 

submit to the Committee on Homeland Security and 

Governmental Affairs and the Select Committee on In-

telligence of the Senate and the Committee on Over-

sight and Government Reform and the Permanent Se-

lect Committee on Intelligence of the House of Rep-

resentatives a statement describing the waiver and the 

reasons for the waiver. 
‘‘(e) SUNSET.—This section is repealed effective on 

October 1, 2020.’’ 
[Pub. L. 115–88 and Pub. L. 115–91 amended section 

834(e) of Pub. L. 113–291, set out above, identically by 

striking ‘‘2018’’ and inserting ‘‘2020’’.] 

E-GOVERNMENT INITIATIVES FUNDING 

Pub. L. 110–161, div. D, title VII, § 737, Dec. 26, 2007, 121 

Stat. 2028, provided that: 
‘‘(a) For fiscal year 2008, no funds shall be available 

for transfers or reimbursements to the E-Government 

initiatives sponsored by the Office of Management and 

Budget prior to 15 days following submission of a report 

to the Committees on Appropriations by the Director 

of the Office of Management and Budget and receipt of 

approval to transfer funds by the House and Senate 

Committees on Appropriations. 
‘‘(b) Hereafter, any funding request for a new or on-

going E-Government initiative by any agency or agen-

cies managing the development of an initiative shall 

include in justification materials submitted to the 

House and Senate Committees on Appropriations the 

information in subsection (d). 
‘‘(c) Hereafter, any funding request by any agency or 

agencies participating in the development of an E-Gov-

ernment initiative and contributing funding for the ini-

tiative shall include in justification materials submit-

ted to the House and Senate Committees on Appropria-

tions— 
‘‘(1) the amount of funding contributed to each ini-

tiative by program office, bureau, or activity, as ap-

propriate; and 
‘‘(2) the relevance of that use to that department or 

agency and each bureau or office within, which is 

contributing funds. 

‘‘(d) The report in (a) and justification materials in 

(b) shall include at a minimum— 
‘‘(1) a description of each initiative including but 

not limited to its objectives, benefits, development 

status, risks, cost effectiveness (including estimated 

net costs or savings to the government), and the esti-

mated date of full operational capability; 
‘‘(2) the total development cost of each initiative 

by fiscal year including costs to date, the estimated 

costs to complete its development to full operational 

capability, and estimated annual operations and 

maintenance costs; and 
‘‘(3) the sources and distribution of funding by fis-

cal year and by agency and bureau for each initiative 

including agency contributions to date and estimated 

future contributions by agency. 
‘‘(e) No funds shall be available for obligation or ex-

penditure for new E-Government initiatives without 

the explicit approval of the House and Senate Commit-

tees on Appropriations.’’ 
[Provisions similar to subsecs. (a), (d), and (e) of sec-

tion 737 of Pub. L. 110–161, set out above, were con-

tained in sections of subsequent appropriations acts 

which are not set out in the Code.] 

FINDINGS AND PURPOSES 

Pub. L. 107–347, § 2, Dec. 17, 2002, 116 Stat. 2900, pro-

vided that: 
‘‘(a) FINDINGS.—Congress finds the following: 

‘‘(1) The use of computers and the Internet is rap-

idly transforming societal interactions and the rela-

tionships among citizens, private businesses, and the 

Government. 
‘‘(2) The Federal Government has had uneven suc-

cess in applying advances in information technology 

to enhance governmental functions and services, 

achieve more efficient performance, increase access 

to Government information, and increase citizen par-

ticipation in Government. 
‘‘(3) Most Internet-based services of the Federal 

Government are developed and presented separately, 

according to the jurisdictional boundaries of an indi-

vidual department or agency, rather than being inte-

grated cooperatively according to function or topic. 
‘‘(4) Internet-based Government services involving 

interagency cooperation are especially difficult to de-

velop and promote, in part because of a lack of suffi-

cient funding mechanisms to support such inter-

agency cooperation. 
‘‘(5) Electronic Government has its impact through 

improved Government performance and outcomes 

within and across agencies. 
‘‘(6) Electronic Government is a critical element in 

the management of Government, to be implemented 

as part of a management framework that also ad-

dresses finance, procurement, human capital, and 

other challenges to improve the performance of Gov-

ernment. 
‘‘(7) To take full advantage of the improved Govern-

ment performance that can be achieved through the 

use of Internet-based technology requires strong lead-

ership, better organization, improved interagency 

collaboration, and more focused oversight of agency 

compliance with statutes related to information re-

source management. 
‘‘(b) PURPOSES.—The purposes of this Act [see Tables 

for classification] are the following: 
‘‘(1) To provide effective leadership of Federal Gov-

ernment efforts to develop and promote electronic 

Government services and processes by establishing an 

Administrator of a new Office of Electronic Govern-

ment within the Office of Management and Budget. 
‘‘(2) To promote use of the Internet and other infor-

mation technologies to provide increased opportuni-

ties for citizen participation in Government. 
‘‘(3) To promote interagency collaboration in pro-

viding electronic Government services, where this 

collaboration would improve the service to citizens 

by integrating related functions, and in the use of in-

ternal electronic Government processes, where this 
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collaboration would improve the efficiency and effec-

tiveness of the processes. 
‘‘(4) To improve the ability of the Government to 

achieve agency missions and program performance 

goals. 
‘‘(5) To promote the use of the Internet and emerg-

ing technologies within and across Government agen-

cies to provide citizen-centric Government informa-

tion and services. 
‘‘(6) To reduce costs and burdens for businesses and 

other Government entities. 
‘‘(7) To promote better informed decisionmaking by 

policy makers. 
‘‘(8) To promote access to high quality Government 

information and services across multiple channels. 
‘‘(9) To make the Federal Government more trans-

parent and accountable. 
‘‘(10) To transform agency operations by utilizing, 

where appropriate, best practices from public and pri-

vate sector organizations. 
‘‘(11) To provide enhanced access to Government in-

formation and services in a manner consistent with 

laws regarding protection of personal privacy, na-

tional security, records retention, access for persons 

with disabilities, and other relevant laws.’’ 

BUILDING A 21ST CENTURY DIGITAL GOVERNMENT 

Memorandum of President of the United States, May 

23, 2012, 77 F.R. 32391, provided: 
Memorandum for the Heads of Executive Depart-

ments and Agencies 
The innovative use of technology is fundamentally 

transforming how the American people do business and 

live their daily lives. Exponential increases in comput-

ing power, the rise of high-speed networks, and the 

growing mobile revolution have put the Internet at our 

fingertips, encouraging innovations that are giving rise 

to new industries and reshaping existing ones. 
Innovators in the private sector and the Federal Gov-

ernment have used these technological advances to fun-

damentally change how they serve their customers. 

However, it is time for the Federal Government to do 

more. For far too long, the American people have been 

forced to navigate a labyrinth of information across 

different Government programs in order to find the 

services they need. In addition, at a time when Ameri-

cans increasingly pay bills and buy tickets on mobile 

devices, Government services often are not optimized 

for smartphones or tablets, assuming the services are 

even available online. 
On April 27, 2011, I issued Executive Order 13571 

(Streamlining Service Delivery and Improving Cus-

tomer Service), requiring executive departments and 

agencies (agencies) to, among other things, identify 

ways to use innovative technologies to streamline their 

delivery of services to lower costs, decrease service de-

livery times, and improve the customer experience. As 

the next step toward modernizing the way Government 

works, I charged my Federal Chief Information Officer 

(CIO) with developing a comprehensive Government- 

wide strategy to build a 21st century digital Govern-

ment that delivers better digital services to the Amer-

ican people. 
Today, the CIO is releasing that strategy, entitled 

‘‘Digital Government: Building a 21st Century Platform 

to Better Serve the American People’’ (Strategy), 

which provides agencies with a 12-month roadmap that 

focuses on several priority areas. The Strategy will en-

able more efficient and coordinated digital service de-

livery by requiring agencies to establish specific, meas-

urable goals for delivering better digital services; en-

couraging agencies to deliver information in new ways 

that fully utilize the power and potential of mobile and 

web-based technologies; ensuring the safe and secure 

delivery and use of digital services to protect informa-

tion and privacy; requiring agencies to establish cen-

tral online resources for outside developers and to 

adopt new standards for making applicable Govern-

ment information open and machine-readable by de-

fault; aggregating agencies’ online resource pages for 

developers in a centralized catalogue on www.Data.gov; 

and requiring agencies to use web performance analyt-

ics and customer satisfaction measurement tools on all 

‘‘.gov’’ websites. 

Ultimately, this Strategy will ensure that agencies 

use emerging technologies to serve the public as effec-

tively as possible. As a Government, and as a trusted 

provider of services, we must never forget who our cus-

tomers are—the American people. 

In order to ensure that agencies make the best use of 

emerging technologies in serving the public, I hereby 

direct each agency to take the following actions: 

(1) implement the requirements of the Strategy with-

in 12 months of the date of this memorandum and com-

ply with the timeframes for specific actions specified 

therein; and 

(2) within 90 days of the date of this memorandum, 

create a page on its website, located at 

www.[agency].gov/digitalstrategy, to publicly report 

progress in meeting the requirements of the Strategy 

in a machine-readable format. 

This memorandum shall be implemented consistent 

with applicable law and subject to the availability of 

appropriations, and with appropriate protections for 

privacy and civil liberties. 

The Director of the Office of Management and Budget 

is authorized and directed to publish this memorandum 

in the Federal Register. 

BARACK OBAMA. 

§ 3602. Office of Electronic Government 

(a) There is established in the Office of Man-

agement and Budget an Office of Electronic Gov-

ernment. 
(b) There shall be at the head of the Office an 

Administrator who shall be appointed by the 

President. 
(c) The Administrator shall assist the Director 

in carrying out— 
(1) all functions under this chapter; 
(2) all of the functions assigned to the Direc-

tor under title II of the E-Government Act of 

2002; and 
(3) other electronic government initiatives, 

consistent with other statutes. 

(d) The Administrator shall assist the Director 

and the Deputy Director for Management and 

work with the Administrator of the Office of In-

formation and Regulatory Affairs in setting 

strategic direction for implementing electronic 

Government, under relevant statutes, includ-

ing— 
(1) chapter 35; 
(2) subtitle III of title 40, United States 

Code; 
(3) section 552a of title 5 (commonly referred 

to as the ‘‘Privacy Act’’); 
(4) the Government Paperwork Elimination 

Act (44 U.S.C. 3504 note); and 
(5) the Federal Information Security Man-

agement Act of 2002. 

(e) The Administrator shall work with the Ad-

ministrator of the Office of Information and 

Regulatory Affairs and with other offices within 

the Office of Management and Budget to oversee 

implementation of electronic Government under 

this chapter, chapter 35, the E-Government Act 

of 2002, and other relevant statutes, in a manner 

consistent with law, relating to— 
(1) capital planning and investment control 

for information technology; 
(2) the development of enterprise architec-

tures; 
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