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‘‘(2) is supported by— 
‘‘(A) the Joint Staff, to provide expertise on joint 

military capabilities, capability gaps, and perform-
ance requirements; 

‘‘(B) the Office of Cost Assessment and Program 
Evaluation, to provide expertise in resource alloca-
tion, operations research, systems analysis, and 
cost estimation; and 

‘‘(C) other Department of Defense organizations 
determined appropriate by the Secretary; and 
‘‘(3) ensures that appropriate trade-offs are made 

among life-cycle cost, schedule, and performance ob-
jectives and procurement quantity objectives.’’ 

§ 2448b. Independent technical risk assessments 

(a) IN GENERAL.—With respect to a major de-
fense acquisition program, the Secretary of De-
fense shall conduct or approve independent tech-
nical risk assessments— 

(1) before any decision to grant Milestone A 
approval for the program pursuant to section 
2366a of this title, that identifies critical tech-
nologies and manufacturing processes that 
need to be matured; and 

(2) before any decision to grant Milestone B 
approval for the program pursuant to section 
2366b of this title, any decision to enter into 
low-rate initial production or full-rate produc-
tion, or at any other time considered appro-
priate by the Secretary, that includes the 
identification of any critical technologies or 
manufacturing processes that have not been 
successfully demonstrated in a relevant envi-
ronment. 

(b) GUIDANCE.—The Secretary shall issue guid-
ance and a framework for the conduct, execu-
tion, and approval of independent technical risk 
assessments. 

(Added Pub. L. 114–328, div. A, title VIII, 
§ 807(a)(1), Dec. 23, 2016, 130 Stat. 2261; amended 
Pub. L. 116–92, div. A, title IX, § 902(73), Dec. 20, 
2019, 133 Stat. 1552.) 

AMENDMENTS 

2019—Pub. L. 116–92 added subsecs. (a) and (b) and 
struck out former subsecs. (a) and (b) which read as fol-
lows: 

‘‘(a) IN GENERAL.—With respect to a major defense ac-
quisition program, the Secretary of Defense shall en-
sure that an independent technical risk assessment is 
conducted— 

‘‘(1) before any decision to grant Milestone A ap-
proval for the program pursuant to section 2366a of 
this title, that identifies critical technologies and 
manufacturing processes that need to be matured; 
and 

‘‘(2) before any decision to grant Milestone B ap-
proval for the program pursuant to section 2366b of 
this title, any decision to enter into low-rate initial 
production or full-rate production, or at any other 
time considered appropriate by the Secretary, that 
includes the identification of any critical tech-
nologies or manufacturing processes that have not 
been successfully demonstrated in a relevant environ-
ment. 
‘‘(b) CATEGORIZATION OF TECHNICAL RISK LEVELS.— 

The Secretary shall issue guidance and a framework for 
categorizing the degree of technical and manufacturing 
risk in a major defense acquisition program.’’ 

EFFECTIVE DATE 

Section applicable with respect to major defense ac-
quisition programs that reach Milestone A after Oct. 1, 
2017, see section 807(a)(2) of Pub. L. 114–328, set out as 
a note under section 2448a of this title. 

CHAPTER 145—CATALOGING AND 
STANDARDIZATION 

Sec. 

2451. Defense supply management. 

2452. Duties of Secretary of Defense. 

2453. Supply catalog: distribution and use. 

2454. Supply catalog: new or obsolete items. 

[2455. Repealed.] 

2456. Coordination with General Services Adminis-
tration. 

2457. Standardization of equipment with North At-
lantic Treaty Organization members. 

2458. Inventory management policies. 

AMENDMENTS 

1990—Pub. L. 101–510, div. A, title III, § 323(a)(2), title 
XIII, § 1331(6), Nov. 5, 1990, 104 Stat. 1530, 1673, struck 
out item 2455 ‘‘Reports to Congress’’ and added item 
2458. 

1982—Pub. L. 97–295, § 1(30)(B), Oct. 12, 1982, 96 Stat. 
1296, added item 2457. 

§ 2451. Defense supply management 

(a) The Secretary of Defense shall develop a 
single catalog system and related program of 
standardizing supplies for the Department of De-
fense. 

(b) In cataloging, the Secretary shall name, 
describe, classify, and number each item recur-
rently used, bought, stocked, or distributed by 
the Department of Defense, so that only one dis-
tinctive combination of letters or numerals, or 
both, identifies the same item throughout the 
Department of Defense. Only one identification 
may be used for each item for all supply func-
tions from purchase to final disposal in the field 
or other area. The catalog may consist of a num-
ber of volumes, sections, or supplements. It 
shall include all items of supply and, for each 
item, information needed for supply operations, 
such as descriptive and performance data, size, 
weight, cubage, packaging and packing data, a 
standard quantitative unit of measurement, and 
other related data that the Secretary deter-
mines to be desirable. 

(c) In standardizing supplies the Secretary 
shall, to the highest degree practicable— 

(1) standardize items used throughout the 
Department of Defense by developing and 
using single specifications, eliminating over-
lapping and duplicate specifications, and re-
ducing the number of sizes and kinds of items 
that are generally similar; 

(2) standardize the methods of packing, 
packaging, and preserving such items; and 

(3) make efficient use of the services and fa-
cilities for inspecting, testing, and accepting 
such items. 

(d) The Secretary shall coordinate with the 
Administrator of General Services to enable the 
use of commercial identifiers for commercial 
products (as defined in section 103 of title 41) 
within the Federal cataloging system. 

(Aug. 10, 1956, ch. 1041, 70A Stat. 138; Pub. L. 
85–861, § 33(a)(13), Sept. 2, 1958, 72 Stat. 1565; Pub. 
L. 108–136, div. A, title III, § 341, Nov. 24, 2003, 117 
Stat. 1448; Pub. L. 115–232, div. A, title VIII, 
§ 836(e)(9), Aug. 13, 2018, 132 Stat. 1870.) 
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