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ment’’, substituted ‘‘shall’’ for ‘‘shall—’’ and ‘‘ap-

proval.’’ for ‘‘approval; and’’, and struck out subpar. (B) 

which read as follows: ‘‘require an unclassified annual 

report to the congressional intelligence committees re-

garding engagements.’’ 

Subsec. (c). Pub. L. 116–92, § 5701(d)(2), added subsec. 

(c) and struck out former subsec. (c) which related to 

the annual report to the congressional intelligence 

committees regarding engagements. 

DEFINITIONS 

For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’, referred to in 

text, see section 2 of div. N of Pub. L. 115–31, set out as 

a note under section 3003 of this title. 

§ 3333. Joint facilities certification 

(a) Findings 

Congress finds the following: 
(1) The Director of National Intelligence set 

a strategic goal to use joint facilities as a 
means to save costs by consolidating adminis-
trative and support functions across multiple 
elements of the intelligence community. 

(2) The use of joint facilities provides more 
opportunities for operational collaboration 
and information sharing among elements of 
the intelligence community. 

(b) Certification 

Before an element of the intelligence commu-
nity purchases, leases, or constructs a new facil-
ity that is 20,000 square feet or larger, the head 
of that element of the intelligence community 
shall submit to the Director of National Intel-
ligence— 

(1) a written certification that, to the best of 
the knowledge of the head of such element, all 
prospective joint facilities in the vicinity have 
been considered and the element is unable to 
identify a joint facility that meets the oper-
ational requirements of such element; and 

(2) a written statement listing the reasons 
for not participating in the prospective joint 
facilities considered by the element. 

(Pub. L. 115–31, div. N, title VI, § 604, May 5, 2017, 
131 Stat. 830.) 

DEFINITIONS 

For definition of ‘‘intelligence community’’, referred 

to in text, see section 2 of div. N of Pub. L. 115–31, set 

out as a note under section 3003 of this title. 

§ 3334. Intelligence community public-private tal-
ent exchange 

(a) Policies, processes, and procedures required 

Not later than 270 days after December 20, 
2019, the Director of National Intelligence shall 
develop policies, processes, and procedures to fa-
cilitate the rotation of personnel of the intel-
ligence community to the private sector, and 
personnel from the private sector to the intel-
ligence community. 

(b) Detail authority 

Under policies developed by the Director pur-
suant to subsection (a), pursuant to a written 
agreement with a private-sector organization, 
and with the consent of the employee, a head of 
an element of the intelligence community may 
arrange for the temporary detail of an employee 
of such element to such private-sector organiza-

tion, or from such private-sector organization to 
such element under this section. 

(c) Agreements 

(1) In general 

A head of an element of the intelligence 
community exercising the authority of the 
head under subsection (a) shall provide for a 
written agreement among the element of the 
intelligence community, the private-sector or-
ganization, and the employee concerned re-
garding the terms and conditions of the em-
ployee’s detail under this section. The agree-
ment— 

(A) shall require that the employee of the 
element, upon completion of the detail, 
serve in the element, or elsewhere in the 
civil service if approved by the head of the 
element, for a period that is at least equal to 
the length of the detail; 

(B) shall provide that if the employee of 
the element fails to carry out the agree-
ment, such employee shall be liable to the 
United States for payment of all nonsalary 
and benefit expenses of the detail, unless 
that failure was for good and sufficient rea-
son, as determined by the head of the ele-
ment; 

(C) shall contain language informing such 
employee of the prohibition on sharing, 
using, or otherwise improperly handling 
classified or unclassified nonpublic informa-
tion for the benefit or advantage of the pri-
vate-sector organization; 

(D) shall contain language governing the 
handling of classified information by such 
employee during the detail; and 

(E) shall contain language requiring the 
employee to acknowledge the obligations of 
the employee under section 1905 of title 18. 

(2) Amount of liability 

An amount for which an employee is liable 
under paragraph (1) shall be treated as a debt 
due the United States. 

(3) Waiver 

The head of an element of the intelligence 
community may waive, in whole or in part, 
collection of a debt described in paragraph (2) 
based on a determination that the collection 
would be against equity and good conscience 
and not in the best interests of the United 
States, after taking into account any indica-
tion of fraud, misrepresentation, fault, or lack 
of good faith on the part of the employee. 

(d) Termination 

A detail under this section may, at any time 
and for any reason, be terminated by the head of 
the element of the intelligence community con-
cerned or the private-sector organization con-
cerned. 

(e) Duration 

(1) In general 

A detail under this section shall be for a pe-
riod of not less than 3 months and not more 
than 2 years, renewable up to a total of 3 
years. 

(2) Longer periods 

A detail under this section may be for a pe-
riod in excess of 2 years, but not more than 3 
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years, if the head of the element making the 
detail determines that such detail is necessary 
to meet critical mission or program require-
ments. 

(3) Limitation 

No employee of an element of the intel-
ligence community may be detailed under this 
section for more than a total of 5 years, inclu-
sive of all such details. 

(f) Status of Federal employees detailed to pri-
vate-sector organizations 

(1) In general 

An employee of an element of the intel-
ligence community who is detailed to a pri-
vate-sector organization under this section 
shall be considered, during the period of de-
tail, to be on a regular work assignment in the 
element. The written agreement established 
under subsection (c)(1) shall address the spe-
cific terms and conditions related to the em-
ployee’s continued status as a Federal em-
ployee. 

(2) Requirements 

In establishing a temporary detail of an em-
ployee of an element of the intelligence com-
munity to a private-sector organization, the 
head of the element shall— 

(A) certify that the temporary detail of 
such employee shall not have an adverse or 
negative impact on mission attainment or 
organizational capabilities associated with 
the detail; and 

(B) in the case of an element of the intel-
ligence community in the Department of De-
fense, ensure that the normal duties and 
functions of such employees are not, as a re-
sult of and during the course of such tem-
porary detail, performed or augmented by 
contractor personnel in violation of the pro-
visions of section 2461 of title 10. 

(g) Terms and conditions for private-sector em-
ployees 

An employee of a private-sector organization 
who is detailed to an element of the intelligence 
community under this section— 

(1) shall continue to receive pay and benefits 
from the private-sector organization from 
which such employee is detailed and shall not 
receive pay or benefits from the element, ex-
cept as provided in paragraph (2); 

(2) is deemed to be an employee of the ele-
ment for the purposes of— 

(A) chapters 73 and 81 of title 5; 
(B) sections 201, 203, 205, 207, 208, 209, 603, 

606, 607, 643, 654, 1905, and 1913 of title 18; 
(C) sections 1343, 1344, and 1349(b) of title 

31; 
(D) chapter 171 of title 28 (commonly 

known as the ‘‘Federal Tort Claims Act’’) 
and any other Federal tort liability statute; 

(E) the Ethics in Government Act of 1978 (5 
U.S.C. App.); and 

(F) chapter 21 of title 41; 

(3) may perform work that is considered in-
herently governmental in nature only when 
requested in writing by the head of the ele-
ment; 

(4) may not be used to circumvent any limi-
tation or restriction on the size of the work-
force of the element; 

(5) shall be subject to the same requirements 
applicable to an employee performing the 
same functions and duties proposed for per-
formance by the private-sector employee; and 

(6) in the case of an element of the intel-
ligence community in the Department of De-
fense, may not be used to circumvent the pro-
visions of section 2461 of title 10. 

(h) Prohibition against charging certain costs to 
the Federal Government 

A private-sector organization may not charge 
an element of the intelligence community or 
any other agency of the Federal Government, as 
direct costs under a Federal contract, the costs 
of pay or benefits paid by the organization to an 
employee detailed to an element of the intel-
ligence community under this section for the pe-
riod of the detail and any subsequent renewal 
periods. 

(i) Additional administrative matters 

In carrying out this section, the Director, pur-
suant to procedures developed under subsection 
(a)— 

(1) shall, to the degree practicable, ensure 
that small business concerns are represented 
with respect to details authorized by this sec-
tion; 

(2) may, notwithstanding any other provi-
sion of law, establish criteria for elements of 
the intelligence community to use appro-
priated funds to reimburse small business con-
cerns for the salaries and benefits of its em-
ployees during the periods when the small 
business concern agrees to detail its employ-
ees to the intelligence community under this 
section; 

(3) shall take into consideration the ques-
tion of how details under this section might 
best be used to help meet the needs of the in-
telligence community, including with respect 
to the training of employees; 

(4) shall take into consideration areas of pri-
vate-sector expertise that are critical to the 
intelligence community; and 

(5) shall establish oversight mechanisms to 
determine whether the public-private ex-
change authorized by this section improves 
the efficiency and effectiveness of the intel-
ligence community. 

(j) Definitions 

In this section: 

(1) Detail 

The term ‘‘detail’’ means, as appropriate in 
the context in which such term is used— 

(A) the assignment or loan of an employee 
of an element of the intelligence community 
to a private-sector organization without a 
change of position from the intelligence 
community element that employs the indi-
vidual; or 

(B) the assignment or loan of an employee 
of a private-sector organization to an ele-
ment of the intelligence community without 
a change of position from the private-sector 
organization that employs the individual. 

(2) Private-sector organization 

The term ‘‘private-sector organization’’ 
means— 
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(A) a for-profit organization; or 
(B) a not-for-profit organization. 

(3) Small business concern 

The term ‘‘small business concern’’ has the 
meaning given such term in section 3703(e)(2) 
of title 5. 

(Pub. L. 116–92, div. E, title LIII, § 5306, Dec. 20, 
2019, 133 Stat. 2122.) 

REFERENCES IN TEXT 

The Ethics in Government Act of 1978, referred to in 

subsec. (g)(1)(E), is Pub. L. 95–521, Oct. 26, 1978, 92 Stat. 

1824. For complete classification of this Act to the 

Code, see Short Title note set out under section 101 of 

Pub. L. 95–521 in the Appendix to Title 5, Government 

Organization and Employees, and Tables. 

DEFINITIONS 

For definition of ‘‘intelligence community’’, referred 

to in text, see section 5003 of div. E of Pub. L. 116–92, 

set out as a note under section 3003 of this title. 

§ 3334a. Transfer of National Intelligence Univer-
sity to the Office of the Director of National 
Intelligence 

(a) Transfer 

Upon the submission of the joint certifications 
under subsection (b)(1), the Secretary of Defense 
and the Director of National Intelligence shall 
take such actions that the Director determines 
necessary to transfer the National Intelligence 
University from the Defense Intelligence Agency 
to the Director of National Intelligence. 

(b) Joint certifications 

(1) Requirement 

Except as provided by paragraph (2), as soon 
as practicable after December 20, 2019, but not 
later than 18 months after December 20, 2019, 
the Secretary of Defense and the Director of 
National Intelligence shall jointly submit to 
the appropriate congressional committees 
written certifications of each of the following: 

(A) The Middle States Commission on 
Higher Education has provided regional aca-
demic accreditation for the National Intel-
ligence University before the date of the cer-
tification, or will provide such academic ac-
creditation as of the date on which the Uni-
versity is transferred under subsection (a). 

(B) Members of the Armed Forces attend-
ing the University will be eligible to receive 
credit for Phase I joint professional military 
education. 

(C) The Secretary of Education has in-
formed the Director of National Intelligence 
that the Secretary has recommended ap-
proval of the degrees to be conferred pursu-
ant to subsection (e)(2) or will provide such 
recommended approval as of the date on 
which the University is transferred under 
subsection (a). 

(D) The Director of National Intelligence, 
in collaboration with the Secretary of De-
fense, has established an appropriate govern-
ance model for the University. 

(E) The Secretary of Defense shall use the 
University to provide personnel of the De-
partment of Defense with advanced intel-
ligence education. 

(2) Failure to certify 

(A) Actions required 

If the Secretary of Defense and the Direc-
tor of National Intelligence fail to submit 
the certifications under paragraph (1) by the 
date specified in such paragraph, the Sec-
retary and the Director shall— 

(i) jointly submit to the appropriate con-
gressional committees a report on such 
failure by not later than 21 months after 
December 20, 2019; and 

(ii) jointly submit such certifications as 
soon as practicable. 

(B) Contents of report 

The report under subparagraph (A)(i) shall 
contain the following: 

(i) A description of the progress made to-
ward fulfilling the conditions described in 
such paragraph as of the date of the re-
port. 

(ii) A description of any obstacles pre-
venting the fulfillment of such conditions. 

(iii) The estimated dates of completion 
for the fulfillment of such conditions and 
the submission of the certifications. 

(c) Briefing 

Not later than 90 days after December 20, 2019, 
the Director of National Intelligence, the Direc-
tor of the Defense Intelligence Agency, and the 
President of the National Intelligence Univer-
sity shall jointly provide to the appropriate con-
gressional committees a briefing on the plan to 
carry out the transfer under subsection (a), in-
cluding with respect to— 

(1) ensuring the provision of services to all 
elements of the intelligence community; 

(2) employing a military cadre at the Uni-
versity; and 

(3) addressing the current accreditation 
status of the National Intelligence University 
with the Middle States Commission on Higher 
Education. 

(d) Cost estimates of transfer 

(1) Requirement 

Not later than 90 days after December 20, 
2019, the Secretary of Defense and the Director 
of National Intelligence shall jointly submit 
to the appropriate congressional committees 
an estimate of— 

(A) the annual costs of operating the Na-
tional Intelligence University; and 

(B) the costs to the Federal Government of 
transferring the National Intelligence Uni-
versity to the Director of National Intel-
ligence. 

(2) Inclusion of indirect costs 

The estimate submitted under paragraph (1) 
shall include all indirect costs, including with 
respect to human resources, security, facili-
ties, and information technology. 

(e) Degree-granting authority 

(1) Regulations 

Beginning on the date on which the National 
Intelligence University is transferred under 
subsection (a), under regulations prescribed by 
the Director of National Intelligence, the 
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