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(3) a status report on the implementation of 

the action plan that was developed in the pre-

ceding fiscal year in accordance with para-

graph (2)(B), if such a plan was required. 

(Pub. L. 107–296, title XVI, § 1615, as added Pub. 

L. 113–245, § 3(a), Dec. 18, 2014, 128 Stat. 2876.) 

§ 563e. Consistency with the Federal Acquisition 
Regulation and departmental policies and di-
rectives 

The Administrator shall execute the respon-

sibilities set forth in this part in a manner con-

sistent with, and not duplicative of, the Federal 

Acquisition Regulation and the Department’s 

policies and directives. 

(Pub. L. 107–296, title XVI, § 1616, as added Pub. 

L. 113–245, § 3(a), Dec. 18, 2014, 128 Stat. 2877.) 

§ 563f. Diversified security technology industry 
marketplace 

(a) In general 

Not later than 120 days after October 5, 2018, 

the Administrator shall develop and submit to 

the Committee on Commerce, Science, and 

Transportation of the Senate and the Commit-

tee on Homeland Security of the House of Rep-

resentatives a strategy to promote a diverse se-

curity technology industry marketplace upon 

which the Administrator can rely to acquire ad-

vanced transportation security technologies or 

capabilities, including by increased participa-

tion of small business innovators. 

(b) Contents 

The strategy required under subsection (a) 

shall include the following: 

(1) Information on how existing Administra-

tion solicitation, testing, evaluation, piloting, 

acquisition, and procurement processes impact 

the Administrator’s ability to acquire from 

the security technology industry marketplace, 

including small business innovators that have 

not previously provided technology to the Ad-

ministration, innovative technologies or capa-

bilities with the potential to enhance trans-

portation security. 

(2) Specific actions that the Administrator 

will take, including modifications to the proc-

esses described in paragraph (1), to foster di-

versification within the security technology 

industry marketplace. 

(3) Projected timelines for implementing the 

actions described in paragraph (2). 

(4) Plans for how the Administrator could, to 

the extent practicable, assist a small business 

innovator periodically during such processes, 

including when such an innovator lacks ade-

quate resources to participate in such proc-

esses, to facilitate an advanced transportation 

security technology or capability being devel-

oped and acquired by the Administrator. 

(5) An assessment of the feasibility of 

partnering with an organization described in 

section 501(c)(3) of title 26 and exempt from 

tax under section 501(a) of title 26 to provide 

venture capital to businesses, particularly 

small business innovators, for commercializa-

tion of innovative transportation security 

technologies that are expected to be ready for 

commercialization in the near term and with-

in 36 months. 

(c) Feasibility assessment 

In conducting the feasibility assessment under 

subsection (b)(5), the Administrator shall con-

sider the following: 

(1) Establishing an organization described in 

section 501(c)(3) of title 26 and exempt from 

tax under section 501(a) of title 26 as a venture 

capital partnership between the private sector 

and the intelligence community to help busi-

nesses, particularly small business innovators, 

commercialize innovative security-related 

technologies. 

(2) Enhanced engagement through the 

Science and Technology Directorate of the De-

partment of Homeland Security. 

(d) Rule of construction 

Nothing in this section may be construed as 

requiring changes to the Transportation Secu-

rity Administration standards for security tech-

nology. 

(e) Definitions 

In this section: 

(1) Intelligence community 

The term ‘‘intelligence community’’ has the 

meaning given the term in section 3003 of title 

50. 

(2) Small business concern 

The term ‘‘small business concern’’ has the 

meaning described under section 632 of title 15. 

(3) Small business innovator 

The term ‘‘small business innovator’’ means 

a small business concern that has an advanced 

transportation security technology or capabil-

ity. 

(Pub. L. 107–296, title XVI, § 1617, as added Pub. 

L. 115–254, div. K, title I, § 1913(a), Oct. 5, 2018, 132 

Stat. 3554.) 

PART C—MAINTENANCE OF SECURITY-RELATED 

TECHNOLOGY 

§ 565. Maintenance validation and oversight 

(a) In general 

Not later than 180 days after October 5, 2018, 

the Administrator shall develop and implement 

a preventive maintenance validation process for 

security-related technology deployed to air-

ports. 

(b) Maintenance by Administration personnel at 
airports 

For maintenance to be carried out by Admin-

istration personnel at airports, the process re-

ferred to in subsection (a) shall include the fol-

lowing: 

(1) Guidance to Administration personnel at 

airports specifying how to conduct and docu-

ment preventive maintenance actions. 

(2) Mechanisms for the Administrator to ver-

ify compliance with the guidance issued pursu-

ant to paragraph (1). 

(c) Maintenance by contractors at airports 

For maintenance to be carried by a contractor 

at airports, the process referred to in subsection 

(a) shall require the following: 
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1 So in original. Probably should be preceded by ‘‘a’’. 

(1) Provision of monthly preventative main-

tenance schedules to appropriate Administra-

tion personnel at each airport that includes 

information on each action to be completed by 

contractor.1 

(2) Notification to appropriate Administra-

tion personnel at each airport when mainte-

nance action is completed by a contractor. 

(3) A process for independent validation by a 

third party of contractor maintenance. 

(d) Penalties for noncompliance 

The Administrator shall require maintenance 

for any contracts entered into 60 days after Oc-

tober 5, 2018, or later for security-related tech-

nology deployed to airports to include penalties 

for noncompliance when it is determined that 

either preventive or corrective maintenance has 

not been completed according to contractual re-

quirements and manufacturers’ specifications. 

(Pub. L. 107–296, title XVI, § 1621, as added Pub. 

L. 115–254, div. K, title I, § 1918(a), Oct. 5, 2018, 132 

Stat. 3558.) 

SUBCHAPTER XIII—EMERGENCY 

COMMUNICATIONS 

CODIFICATION 

This subchapter is comprised of title XVIII of Pub. L. 

107–296, as added by Pub. L. 109–295, title VI, § 671(b), 

Oct. 4, 2006, 120 Stat. 1433. Another title XVIII of Pub. 

L. 107–296 was renumbered title XIX and is classified to 

subchapter XIV (§ 591 et seq.) of this chapter. 

§ 571. Emergency Communications Division 

(a) In general 

There is established in the Department an 

Emergency Communications Division. The Divi-

sion shall be located in the Cybersecurity and 

Infrastructure Security Agency. 

(b) Assistant Director 

The head of the Division shall be the Assistant 

Director for Emergency Communications. The 

Assistant Director shall report to the Director 

of Cybersecurity and Infrastructure Security. 

All decisions of the Assistant Director that en-

tail the exercise of significant authority shall be 

subject to the approval of the Director of 

Cybersecurity and Infrastructure Security. 

(c) Responsibilities 

The Assistant Director for Emergency Com-

munications shall— 

(1) assist the Secretary in developing and 

implementing the program described in sec-

tion 194(a)(1) of this title, except as provided 

in section 195 of this title; 

(2) administer the Department’s responsibil-

ities and authorities relating to the 

SAFECOM Program, excluding elements relat-

ed to research, development, testing, and eval-

uation and standards; 

(3) administer the Department’s responsibil-

ities and authorities relating to the Integrated 

Wireless Network program; 

(4) conduct extensive, nationwide outreach 

to support and promote the ability of emer-

gency response providers and relevant govern-

ment officials to continue to communicate in 

the event of natural disasters, acts of terror-

ism, and other man-made disasters; 
(5) conduct extensive, nationwide outreach 

and foster the development of interoperable 

emergency communications capabilities by 

State, regional, local, and tribal governments 

and public safety agencies, and by regional 

consortia thereof; 
(6) provide technical assistance to State, re-

gional, local, and tribal government officials 

with respect to use of interoperable emergency 

communications capabilities; 
(7) coordinate with the Regional Administra-

tors regarding the activities of Regional 

Emergency Communications Coordination 

Working Groups under section 575 of this title; 
(8) promote the development of standard op-

erating procedures and best practices with re-

spect to use of interoperable emergency com-

munications capabilities for incident response, 

and facilitate the sharing of information on 

such best practices for achieving, maintaining, 

and enhancing interoperable emergency com-

munications capabilities for such response; 
(9) coordinate, in cooperation with the Na-

tional Communications System, the establish-

ment of a national response capability with 

initial and ongoing planning, implementation, 

and training for the deployment of commu-

nications equipment for relevant State, local, 

and tribal governments and emergency re-

sponse providers in the event of a catastrophic 

loss of local and regional emergency commu-

nications services; 
(10) assist the President, the National Secu-

rity Council, the Homeland Security Council, 

and the Director of the Office of Management 

and Budget in ensuring the continued oper-

ation of the telecommunications functions and 

responsibilities of the Federal Government, 

excluding spectrum management; 
(11) establish, in coordination with the Di-

rector of the Office for Interoperability and 

Compatibility, requirements for interoperable 

emergency communications capabilities, 

which shall be nonproprietary where standards 

for such capabilities exist, for all public safety 

radio and data communications systems and 

equipment purchased using homeland security 

assistance administered by the Department, 

excluding any alert and warning device, tech-

nology, or system; 
(12) review, in consultation with the Assist-

ant Secretary for Grants and Training, all 

interoperable emergency communications 

plans of Federal, State, local, and tribal gov-

ernments, including Statewide and tactical 

interoperability plans, developed pursuant to 

homeland security assistance administered by 

the Department, but excluding spectrum allo-

cation and management related to such plans; 
(13) develop and update periodically, as ap-

propriate, a National Emergency Communica-

tions Plan under section 572 of this title; 
(14) perform such other duties of the Depart-

ment necessary to support and promote the 

ability of emergency response providers and 

relevant government officials to continue to 

communicate in the event of natural disasters, 

acts of terrorism, and other man-made disas-

ters; 
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