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of this order regarding practices and policies to be in-
stituted on a government-wide basis to carry out this
order.

SEC. b. Definition. ‘‘Executive agency’ and ‘‘agency’’
have the meaning given to that term in section 4(1) of
the Office of Federal Procurement Policy Act (41 U.S.C.
403(1)).

SEC. 6. National Security. In the interest of national
security, nothing in this order shall be construed to re-
quire the disclosure of intelligence sources or methods
or to otherwise impair the authority of those agencies
listed at [former] 50 U.S.[C.] 40la(4) [now 50 U.S.C.
3003(4)] to carry out intelligence activities.

SEC. 7. Law Enforcement Activities. Nothing in this
order shall be construed to require the disclosure of law
enforcement investigative sources or methods or to
prohibit or otherwise impair any lawful investigative
or protective activity undertaken for or by any officer,
agent, or employee of the United States or any person
acting pursuant to a contract or other agreement with
such entities.

SEC. 8. Scope. Nothing in this order shall be construed
to limit or otherwise affect the interpretation, applica-
tion, or operation of 28 U.S.C. 1498.

SEC. 9. Judicial Review. This Executive order is in-
tended only to improve the internal management of the
executive branch and does not create any right or ben-
efit, substantive or procedural, at law or equity by a
party against the United States, its agencies or instru-
mentalities, its officers or employees, or any other per-
son.

WILLIAM J. CLINTON.

§11102. Sense of Congress

It is the sense of Congress that, during the
five-year period beginning with 1996, executive
agencies should achieve each year through im-
provements in information resources manage-
ment by the agency—

(1) at least a five percent decrease in the
cost (in constant fiscal year 1996 dollars) in-
curred by the agency in operating and main-
taining information technology; and

(2) a five percent increase in the efficiency of
the agency operations.

(Pub. L. 107-217, Aug. 21, 2002, 116 Stat. 1236.)

HISTORICAL AND REVISION NOTES

Revised

Section Source (U.S. Code)

Source (Statutes at Large)

40:1442. Pub. L. 104-106, div. E, title
LI, §5132, Feb. 10, 1996, 110

Stat. 689.

§11103. Applicability to national security sys-
tems

(a) DEFINITION.—

(1) NATIONAL SECURITY SYSTEM.—In this sec-
tion, the term ‘‘national security system”
means a telecommunications or information
system operated by the Federal Government,
the function, operation, or use of which—

(A) involves intelligence activities;

(B) involves cryptologic activities related
to national security;

(C) involves command and control of mili-
tary forces;

(D) involves equipment that is an integral
part of a weapon or weapons system; or

(E) subject to paragraph (2), is critical to
the direct fulfillment of military or intel-
ligence missions.

(2) LIMITATION.—Paragraph (1)(E) does not
include a system to be used for routine admin-
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istrative and business applications (including
payroll, finance, logistics, and personnel man-
agement applications).

(b) IN GENERAL.—Except as provided in sub-
section (c), chapter 113 of this title does not
apply to national security systems.

(c) EXCEPTIONS.—

(1) IN GENERAL.—Sections 11313, 11315, and
11316 of this title apply to national security
systems.

(2) CAPITAL PLANNING AND INVESTMENT CON-
TROL.—The heads of executive agencies shall
apply sections 11302 and 11312 of this title to
national security systems to the extent prac-
ticable.

(3) APPLICABILITY OF PERFORMANCE-BASED
AND RESULTS-BASED MANAGEMENT TO NATIONAL
SECURITY SYSTEMS.—

(A) IN GENERAL.—Subject to subparagraph
(B), the heads of executive agencies shall
apply section 11303 of this title to national
security systems to the extent practicable.

(B) EXCEPTION.—National security systems
are subject to section 11303(b)(5) of this title,
except for subparagraph (B)(iv).

(Pub. L. 107-217, Aug. 21, 2002, 116 Stat. 1236.)

HISTORICAL AND REVISION NOTES

I;ggtlisgg Source (U.S. Code) Source (Statutes at Large)
11103(a) ...... 40:1452. Pub. L. 104-106, div. E, title
LI, §§5141, 5142, Feb. 10,
1996, 110 Stat. 689.
11103(b) ...... 40:1451(a).
11103(c) ...... 40:1451(b).

Statutory Notes and Related Subsidiaries

EXEMPTION FROM REQUIREMENT FOR CAPITAL PLANNING
AND INVESTMENT CONTROL FOR INFORMATION TECH-
NOLOGY EQUIPMENT INCLUDED AS INTEGRAL PART OF
A WEAPON OR WEAPON SYSTEM

Pub. L. 114-328, div. A, title VIII, §895, Dec. 23, 2016,
130 Stat. 2326, provided that:

‘“(a) WAIVER AUTHORITY.—Notwithstanding sub-
section (c)(2) of section 11103 of title 40, United States
Code, a national security system described in sub-
section (a)(1)(D) of such section shall not be subject to
the requirements of paragraphs (2) through (5) of sec-
tion 11312(b) of such title unless the milestone decision
authority determines in writing that application of
such requirements is appropriate and in the best inter-
ests of the Department of Defense.

“(b) MILESTONE DECISION AUTHORITY DEFINED.—In
this section, the term ‘milestone decision authority’
has the meaning given the term in section 2366a(d)(7) of
title 10, United States Code.”

CHAPTER 113—RESPONSIBILITY FOR ACQUI-
SITIONS OF INFORMATION TECHNOLOGY

SUBCHAPTER I—DIRECTOR OF OFFICE OF
MANAGEMENT AND BUDGET

Sec.
11301. Responsibility of Director.
11302. Capital planning and investment control.
11303. Performance-based and results-based manage-
ment.

SUBCHAPTER II—EXECUTIVE AGENCIES
11311. Responsibilities.
11312. Capital planning and investment control.
11313. Performance and results-based management.
11314. Authority to acquire and manage information

technology.
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