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and acceptance of electronic signatures by Executive 

agencies. 

‘‘(b) REQUIREMENTS FOR PROCEDURES.—(1) The proce-

dures developed under subsection (a)—

‘‘(A) shall be compatible with standards and tech-

nology for electronic signatures that are generally 

used in commerce and industry and by State govern-

ments; 

‘‘(B) may not inappropriately favor one industry or 

technology; 

‘‘(C) shall ensure that electronic signatures are as 

reliable as is appropriate for the purpose in question 

and keep intact the information submitted; 

‘‘(D) shall provide for the electronic acknowledg-

ment of electronic forms that are successfully sub-

mitted; and 

‘‘(E) shall, to the extent feasible and appropriate, 

require an Executive agency that anticipates receipt 

by electronic means of 50,000 or more submittals of a 

particular form to take all steps necessary to ensure 

that multiple methods of electronic signatures are 

available for the submittal of such form. 

‘‘(2) The Director shall ensure the compatibility of 

the procedures under paragraph (1)(A) in consultation 

with appropriate private bodies and State government 

entities that set standards for the use and acceptance 

of electronic signatures.

‘‘SEC. 1704. DEADLINE FOR IMPLEMENTATION BY 

EXECUTIVE AGENCIES OF PROCEDURES FOR 

USE AND ACCEPTANCE OF ELECTRONIC SIGNA-

TURES.

‘‘In order to fulfill the responsibility to administer 

the functions assigned under chapter 35 of title 44, 

United States Code, the provisions of the Clinger-Cohen 

Act of 1996 (divisions D and E of Public Law 104–106) 

[see Short Title of 1996 Act note set out under section 

101 of Title 41] and the amendments made by that Act, 

and the provisions of this title, the Director of the Of-

fice of Management and Budget shall ensure that, com-

mencing not later than five years after the date of en-

actment of this Act [Oct. 21, 1998], Executive agencies 

provide—

‘‘(1) for the option of the electronic maintenance, 

submission, or disclosure of information, when prac-

ticable as a substitute for paper; and 

‘‘(2) for the use and acceptance of electronic signa-

tures, when practicable.

‘‘SEC. 1705. ELECTRONIC STORAGE AND FILING OF 

EMPLOYMENT FORMS.

‘‘In order to fulfill the responsibility to administer 

the functions assigned under chapter 35 of title 44, 

United States Code, the provisions of the Clinger-Cohen 

Act of 1996 (divisions D and E of Public Law 104–106) 

[see Short Title of 1996 Amendment Act set out under 

section 101 of Title 41] and the amendments made by 

that Act, and the provisions of this title, the Director 

of the Office of Management and Budget shall, not later 

than 18 months after the date of enactment of this Act 

[Oct. 21, 1998], develop procedures to permit private em-

ployers to store and file electronically with Executive 

agencies forms containing information pertaining to 

the employees of such employers.

‘‘SEC. 1706. STUDY ON USE OF ELECTRONIC SIGNA-

TURES.

‘‘(a) ONGOING STUDY REQUIRED.—In order to fulfill the 

responsibility to administer the functions assigned 

under chapter 35 of title 44, United States Code, the 

provisions of the Clinger-Cohen Act of 1996 (divisions D 

and E of Public Law 104–106) [see Short Title of 1996 Act 

note set out under section 101 of Title 41] and the 

amendments made by that Act, and the provisions of 

this title, the Director of the Office of Management and 

Budget shall, in cooperation with the National Tele-

communications and Information Administration, con-

duct an ongoing study of the use of electronic signa-

tures under this title on—

‘‘(1) paperwork reduction and electronic commerce; 

‘‘(2) individual privacy; and 

‘‘(3) the security and authenticity of transactions. 

‘‘(b) REPORTS.—The Director shall submit to Congress 

on a periodic basis a report describing the results of the 

study carried out under subsection (a).

‘‘SEC. 1707. ENFORCEABILITY AND LEGAL EFFECT 

OF ELECTRONIC RECORDS.

‘‘Electronic records submitted or maintained in ac-

cordance with procedures developed under this title, or 

electronic signatures or other forms of electronic au-

thentication used in accordance with such procedures, 

shall not be denied legal effect, validity, or enforce-

ability because such records are in electronic form.

‘‘SEC. 1708. DISCLOSURE OF INFORMATION.

‘‘Except as provided by law, information collected in 

the provision of electronic signature services for com-

munications with an executive agency, as provided by 

this title, shall only be used or disclosed by persons 

who obtain, collect, or maintain such information as a 

business or government practice, for the purpose of fa-

cilitating such communications, or with the prior af-

firmative consent of the person about whom the infor-

mation pertains.

‘‘SEC. 1709. APPLICATION WITH INTERNAL REV-

ENUE LAWS.

‘‘No provision of this title shall apply to the Depart-

ment of the Treasury or the Internal Revenue Service 

to the extent that such provision—

‘‘(1) involves the administration of the internal rev-

enue laws; or 

‘‘(2) conflicts with any provision of the Internal 

Revenue Service Restructuring and Reform Act of 

1998 [Pub. L. 105–206, see Tables for classification] or 

the Internal Revenue Code of 1986 [26 U.S.C. 1 et seq.].

‘‘SEC. 1710. DEFINITIONS.

‘‘For purposes of this title: 

‘‘(1) ELECTRONIC SIGNATURE.—The term ‘electronic 

signature’ means a method of signing an electronic 

message that—

‘‘(A) identifies and authenticates a particular per-

son as the source of the electronic message; and 

‘‘(B) indicates such person’s approval of the infor-

mation contained in the electronic message. 

‘‘(2) EXECUTIVE AGENCY.—The term ‘Executive agen-

cy’ has the meaning given that term in section 105 of 

title 5, United States Code.’’

§ 3505. Assignment of tasks and deadlines 

(a) In carrying out the functions under this 

subchapter, the Director shall—

(1) in consultation with agency heads, set an 

annual Governmentwide goal for the reduction 

of information collection burdens by at least 

10 percent during each of fiscal years 1996 and 

1997 and 5 percent during each of fiscal years 

1998, 1999, 2000, and 2001, and set annual agency 

goals to—

(A) reduce information collection burdens 

imposed on the public that—

(i) represent the maximum practicable 

opportunity in each agency; and 

(ii) are consistent with improving agen-

cy management of the process for the re-

view of collections of information estab-

lished under section 3506(c); and

(B) improve information resources man-

agement in ways that increase the produc-

tivity, efficiency and effectiveness of Fed-

eral programs, including service delivery to 

the public;

(2) with selected agencies and non-Federal 

entities on a voluntary basis, conduct pilot 

projects to test alternative policies, practices, 

regulations, and procedures to fulfill the pur-
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1 So in original. Two subsecs. (c) have been enacted. 

poses of this subchapter, particularly with re-

gard to minimizing the Federal information 

collection burden; and 
(3) in consultation with the Administrator of 

General Services, the Director of the National 

Institute of Standards and Technology, the 

Archivist of the United States, and the Direc-

tor of the Office of Personnel Management, de-

velop and maintain a Governmentwide stra-

tegic plan for information resources manage-

ment, that shall include—
(A) a description of the objectives and the 

means by which the Federal Government 

shall apply information resources to im-

prove agency and program performance; 
(B) plans for—

(i) reducing information burdens on the 

public, including reducing such burdens 

through the elimination of duplication and 

meeting shared data needs with shared re-

sources; 
(ii) enhancing public access to and dis-

semination of, information, using elec-

tronic and other formats; and 
(iii) meeting the information technology 

needs of the Federal Government in ac-

cordance with the purposes of this sub-

chapter; and

(C) a description of progress in applying 

information resources management to im-

prove agency performance and the accom-

plishment of missions.

(b) For purposes of any pilot project conducted 

under subsection (a)(2), the Director may, after 

consultation with the agency head, waive the 

application of any administrative directive 

issued by an agency with which the project is 

conducted, including any directive requiring a 

collection of information, after giving timely 

notice to the public and the Congress regarding 

the need for such waiver. 
(c) 1 INVENTORY OF MAJOR INFORMATION SYS-

TEMS.—(1) The head of each agency shall develop 

and maintain an inventory of major information 

systems (including major national security sys-

tems) operated by or under the control of such 

agency. 
(2) The identification of information systems 

in an inventory under this subsection shall in-

clude an identification of the interfaces between 

each such system and all other systems or net-

works, including those not operated by or under 

the control of the agency. 
(3) Such inventory shall be—

(A) updated at least annually; 
(B) made available to the Comptroller Gen-

eral; and 
(C) used to support information resources 

management, including—
(i) preparation and maintenance of the in-

ventory of information resources under sec-

tion 3506(b)(4); 
(ii) information technology planning, 

budgeting, acquisition, and management 

under section 3506(h), subtitle III of title 40, 

and related laws and guidance; 
(iii) monitoring, testing, and evaluation of 

information security controls under sub-

chapter II; 

(iv) preparation of the index of major in-

formation systems required under section 

552(g) of title 5, United States Code; and 
(v) preparation of information system in-

ventories required for records management 

under chapters 21, 29, 31, and 33.

(4) The Director shall issue guidance for and 

oversee the implementation of the requirements 

of this subsection. 
(c) 1 INVENTORY OF INFORMATION SYSTEMS.—(1) 

The head of each agency shall develop and main-

tain an inventory of the information systems 

(including national security systems) operated 

by or under the control of such agency; 
(2) The identification of information systems 

in an inventory under this subsection shall in-

clude an identification of the interfaces between 

each such system and all other systems or net-

works, including those not operated by or under 

the control of the agency; 
(3) Such inventory shall be—

(A) updated at least annually; 
(B) made available to the Comptroller Gen-

eral; and 
(C) used to support information resources 

management, including—
(i) preparation and maintenance of the in-

ventory of information resources under sec-

tion 3506(b)(4); 
(ii) information technology planning, 

budgeting, acquisition, and management 

under section 3506(h), subtitle III of title 40, 

and related laws and guidance; 
(iii) monitoring, testing, and evaluation of 

information security controls under sub-

chapter II; 
(iv) preparation of the index of major in-

formation systems required under section 

552(g) of title 5, United States Code; and 
(v) preparation of information system in-

ventories required for records management 

under chapters 21, 29, 31, and 33.

(4) The Director shall issue guidance for and 

oversee the implementation of the requirements 

of this subsection. 

(Added Pub. L. 104–13, § 2, May 22, 1995, 109 Stat. 

170; amended Pub. L. 106–398, § 1 [[div. A], title X, 

§ 1064(b)], Oct. 30, 2000, 114 Stat. 1654, 1654A–275; 

Pub. L. 107–296, title X, § 1005(c)(2), Nov. 25, 2002, 

116 Stat. 2272; Pub. L. 107–347, title III, § 305(c)(2), 

Dec. 17, 2002, 116 Stat. 2961.)

Editorial Notes 

PRIOR PROVISIONS 

A prior section 3505, added Pub. L. 96–511, § 2(a), Dec. 

11, 1980, 94 Stat. 2818; amended Pub. L. 99–500, § 101(m) 

[title VIII, § 815], Oct. 18, 1986, 100 Stat. 1783–308, 

1783–337, and Pub. L. 99–591, § 101(m) [title VIII, § 815], 

Oct. 30, 1986, 100 Stat. 3341–308, 3341–337, related to as-

signment of tasks and deadlines prior to the general 

amendment of this chapter by Pub. L. 104–13. 

Another prior section 3505, Pub. L. 90–620, Oct. 22, 

1968, 82 Stat. 1303, prohibited independent collection by 

an agency, prior to the general amendment of this 

chapter by Pub. L. 96–511. See section 3509 of this title. 

AMENDMENTS 

2002—Subsec. (c). Pub. L. 107–347, added subsec. (c) re-

lating to inventory of major information systems. 

Pub. L. 107–296 added subsec. (c) relating to inventory 

of information systems. 
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2000—Subsec. (a). Pub. L. 106–398 substituted ‘‘sub-

chapter’’ for ‘‘chapter’’ in introductory provisions and 

pars. (2) and (3)(B)(iii).

Statutory Notes and Related Subsidiaries 

EFFECTIVE DATE OF 2002 AMENDMENT 

Amendment by Pub. L. 107–347 effective Dec. 17, 2002, 

see section 402(b) of Pub. L. 107–347, set out as a note 

under section 3504 of this title. 

Amendment by Pub. L. 107–296 effective 60 days after 

Nov. 25, 2002, see section 4 of Pub. L. 107–296, set out as 

an Effective Date note under section 101 of Title 6, Do-

mestic Security. 

EFFECTIVE DATE OF 2000 AMENDMENT 

Amendment by Pub. L. 106–398 effective 30 days after 

Oct. 30, 2000, see section 1 [[div. A], title X, § 1065] of 

Pub. L. 106–398, Oct. 30, 2000, 114 Stat. 1654, formerly set 

out as an Effective Date note under former section 3531 

of this title. 

EFFECTIVE DATE 

Section effective Oct. 1, 1995, except as otherwise pro-

vided, see section 4(a) of Pub. L. 104–13, set out as a 

note under section 3501 of this title. 

§ 3506. Federal agency responsibilities 

(a)(1) The head of each agency shall be respon-

sible for—

(A) carrying out the agency’s information 

resources management activities to improve 

agency productivity, efficiency, and effective-

ness; and 

(B) complying with the requirements of this 

subchapter and related policies established by 

the Director.

(2)(A) Except as provided under subparagraph 

(B), the head of each agency shall designate a 

Chief Information Officer who shall report di-

rectly to such agency head to carry out the re-

sponsibilities of the agency under this sub-

chapter. 

(B) The Secretary of the Department of De-

fense and the Secretary of each military depart-

ment may each designate Chief Information Of-

ficers who shall report directly to such Sec-

retary to carry out the responsibilities of the 

department under this subchapter. If more than 

one Chief Information Officer is designated, the 

respective duties of the Chief Information Offi-

cers shall be clearly delineated. 

(3) The Chief Information Officer designated 

under paragraph (2) shall head an office respon-

sible for ensuring agency compliance with and 

prompt, efficient, and effective implementation 

of the information policies and information re-

sources management responsibilities established 

under this subchapter, including the reduction 

of information collection burdens on the public. 

The Chief Information Officer and employees of 

such office shall be selected with special atten-

tion to the professional qualifications required 

to administer the functions described under this 

subchapter. 

(4) Each agency program official shall be re-

sponsible and accountable for information re-

sources assigned to and supporting the programs 

under such official. In consultation with the 

Chief Information Officer designated under para-

graph (2) and the agency Chief Financial Officer 

(or comparable official), each agency program 

official shall define program information needs 
and develop strategies, systems, and capabilities 
to meet those needs. 

(b) With respect to general information re-
sources management, each agency shall—

(1) manage information resources to—
(A) reduce information collection burdens 

on the public; 
(B) increase program efficiency and effec-

tiveness; and 
(C) improve the integrity, quality, and 

utility of information to all users within and 
outside the agency, including capabilities 
for ensuring dissemination of public infor-
mation, public access to government infor-
mation, and protections for privacy and se-
curity;

(2) in accordance with guidance by the Di-
rector, develop and maintain a strategic infor-
mation resources management plan that, to 
the extent practicable—

(A) describes how information resources 
management activities help accomplish 
agency missions; 

(B) includes an open data plan for data 
that does not concern monetary policy 
that—

(i) requires the agency to develop proc-
esses and procedures that—

(I) require data collection mechanisms 
created on or after the date of the enact-
ment of the OPEN Government Data Act 
to be available in an open format; and 

(II) facilitate collaboration with non-
Government entities (including busi-
nesses), researchers, and the public for 
the purpose of understanding how data 
users value and use government data;

(ii) identifies and implements methods 
for collecting and analyzing digital infor-
mation on data asset usage by users within 
and outside of the agency, including desig-
nating a point of contact within the agen-
cy to assist the public and to respond to 
quality issues, usability issues, rec-
ommendations for improvements, and 
complaints about adherence to open data 
requirements within a reasonable period of 
time; 

(iii) develops and implements a process 
to evaluate and improve the timeliness, 
completeness, consistency, accuracy, use-
fulness, and availability of open Govern-
ment data assets; 

(iv) includes requirements for meeting 
the goals of the agency open data plan, in-
cluding the acquisition of technology, pro-
vision of training for employees, and the 
implementation of procurement standards, 
in accordance with existing law, regula-
tion, and policy, that allow for the acquisi-
tion of innovative solutions from public 
and private sectors; 

(v) identifies as priority data assets any 
data asset for which disclosure would be in 
the public interest and establishes a plan 
to evaluate each priority data asset for 

disclosure on the Federal Data Catalogue 

under section 3511 and for a determination 

under 1 3511(a)(2)(A)(iii)(I)(bb), including an 
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