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Secretary, in coordination with the Department 

of State and appropriate Federal officials, may 

enter into cooperative research activities with 

Israel to strengthen preparedness against cyber 

threats and enhance capabilities in 

cybersecurity. 

(h) Construction; authorities of the Secretary of 
State 

Nothing in this section shall be construed to 

alter or affect the following provisions of law: 

(1) Title V of the Foreign Relations Author-

ization Act, Fiscal Year 1979 (22 U.S.C. 2656a et 

seq.). 

(2) Section 112b(c) of title 1. 

(3) Section 2651a(e)(2) of title 22. 

(4) Sections 2752 and 2767 of title 22. 

(5) Section 2382(c) of title 22. 

(i) Authorization of appropriations 

There are authorized to be appropriated to 

carry out this section such sums as are nec-

essary. 

(Pub. L. 107–296, title III, § 317, as added Pub. L. 

110–53, title XIX, § 1901(b)(1), Aug. 3, 2007, 121 

Stat. 505; amended Pub. L. 114–304, § 2(a), Dec. 16, 

2016, 130 Stat. 1519; Pub. L. 115–387, § 2(f)(3), Dec. 

21, 2018, 132 Stat. 5168.) 

Editorial Notes 

REFERENCES IN TEXT 

The Foreign Relations Authorization Act, Fiscal 

Year 1979, referred to in subsec. (h)(1), is Pub. L. 95–426, 

Oct. 7, 1978, 92 Stat. 963. Title V of the Act is classified 

generally to sections 2656a to 2656d of Title 22, Foreign 

Relations and Intercourse. For complete classification 

of this Act to the Code, see Tables. 

AMENDMENTS 

2018—Subsec. (f). Pub. L. 115–387 substituted ‘‘the As-

sistant Secretary for the Countering Weapons of Mass 

Destruction Office,’’ for ‘‘the Chief Medical Officer,’’. 

2016—Subsec. (e)(3), (4). Pub. L. 114–304, § 2(a)(1), added 

pars. (3) and (4). 

Subsecs. (g) to (i). Pub. L. 114–304, § 2(a)(2), (3), added 

subsec. (g) and redesignated former subsecs. (g) and (h) 

as (h) and (i), respectively. 

Statutory Notes and Related Subsidiaries 

FINDINGS 

Pub. L. 110–53, title XIX, § 1901(a), Aug. 3, 2007, 121 

Stat. 505, provided that: ‘‘Congress finds the following: 

‘‘(1) The development and implementation of tech-

nology is critical to combating terrorism and other 

high consequence events and implementing a compre-

hensive homeland security strategy. 

‘‘(2) The United States and its allies in the global 

war on terrorism share a common interest in facili-

tating research, development, testing, and evaluation 

of equipment, capabilities, technologies, and services 

that will aid in detecting, preventing, responding to, 

recovering from, and mitigating against acts of ter-

rorism. 

‘‘(3) Certain United States allies in the global war 

on terrorism, including Israel, the United Kingdom, 

Canada, Australia, and Singapore have extensive ex-

perience with, and technological expertise in, home-

land security. 

‘‘(4) The United States and certain of its allies in 

the global war on terrorism have a history of success-

ful collaboration in developing mutually beneficial 

equipment, capabilities, technologies, and services in 

the areas of defense, agriculture, and telecommunica-

tions. 

‘‘(5) The United States and its allies in the global 

war on terrorism will mutually benefit from the shar-

ing of technological expertise to combat domestic 

and international terrorism. 
‘‘(6) The establishment of an office to facilitate and 

support cooperative endeavors between and among 

government agencies, for-profit business entities, 

academic institutions, and nonprofit entities of the 

United States and its allies will safeguard lives and 

property worldwide against acts of terrorism and 

other high consequence events.’’ 

TRANSPARENCY OF FUNDS 

Pub. L. 110–53, title XIX, § 1902, Aug. 3, 2007, 121 Stat. 

508, provided that: ‘‘For each Federal award (as that 

term is defined in section 2 of the Federal Funding Ac-

countability and Transparency Act of 2006 [Pub. L. 

109–282] (31 U.S.C. 6101 note)) under this title [enacting 

this section and provisions set out as notes under this 

section] or an amendment made by this title, the Direc-

tor of the Office of Management and Budget shall en-

sure full and timely compliance with the requirements 

of the Federal Funding Accountability and Trans-

parency Act of 2006 (31 U.S.C. 6101 note).’’ 

§ 195d. Social media working group 

(a) Establishment 

The Secretary shall establish within the De-

partment a social media working group (in this 

section referred to as the ‘‘Group’’). 

(b) Purpose 

In order to enhance the dissemination of infor-

mation through social media technologies be-

tween the Department and appropriate stake-

holders and to improve use of social media tech-

nologies in support of preparedness, response, 

and recovery, the Group shall identify, and pro-

vide guidance and best practices to the emer-

gency preparedness and response community on, 

the use of social media technologies before, dur-

ing, and after a natural disaster or an act of ter-

rorism or other man-made disaster. 

(c) Membership 

(1) In general 

Membership of the Group shall be composed 

of a cross section of subject matter experts 

from Federal, State, local, tribal, territorial, 

and nongovernmental organization practition-

ers, including representatives from the follow-

ing entities: 
(A) The Office of Public Affairs of the De-

partment. 
(B) The Office of the Chief Information Of-

ficer of the Department. 
(C) The Privacy Office of the Department. 
(D) The Federal Emergency Management 

Agency. 
(E) The Office of Disability Integration 

and Coordination of the Federal Emergency 

Management Agency. 
(F) The American Red Cross. 
(G) The Forest Service. 
(H) The Centers for Disease Control and 

Prevention. 
(I) The United States Geological Survey. 
(J) The National Oceanic and Atmospheric 

Administration. 

(2) Chairperson; co-chairperson 

(A) Chairperson 

The Secretary, or a designee of the Sec-

retary, shall serve as the chairperson of the 

Group. 
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(B) Co-chairperson 

The chairperson shall designate, on a ro-

tating basis, a representative from a State 

or local government who is a member of the 

Group to serve as the co-chairperson of the 

Group. 

(3) Additional members 

The chairperson shall appoint, on a rotating 

basis, qualified individuals to the Group. The 

total number of such additional members 

shall— 
(A) be equal to or greater than the total 

number of regular members under paragraph 

(1); and 
(B) include— 

(i) not fewer than 3 representatives from 

the private sector; and 
(ii) representatives from— 

(I) State, local, tribal, and territorial 

entities, including from— 

(aa) law enforcement; 

(bb) fire services; 

(cc) emergency management; and 

(dd) public health entities; 

(II) universities and academia; and 
(III) nonprofit disaster relief organiza-

tions. 

(4) Term limits 

The chairperson shall establish term limits 

for individuals appointed to the Group under 

paragraph (3). 

(d) Consultation with non-members 

To the extent practicable, the Group shall 

work with entities in the public and private sec-

tors to carry out subsection (b). 

(e) Meetings 

(1) Initial meeting 

Not later than 90 days after November 5, 

2015, the Group shall hold its initial meeting. 

(2) Subsequent meetings 

After the initial meeting under paragraph 

(1), the Group shall meet— 
(A) at the call of the chairperson; and 
(B) not less frequently than twice each 

year. 

(3) Virtual meetings 

Each meeting of the Group may be held vir-

tually. 

(f) Reports 

During each year in which the Group meets, 

the Group shall submit to the appropriate con-

gressional committees a report that includes the 

following: 
(1) A review and analysis of current and 

emerging social media technologies being used 

to support preparedness and response activi-

ties related to natural disasters and acts of 

terrorism and other man-made disasters. 
(2) A review of best practices and lessons 

learned on the use of social media tech-

nologies during the response to natural disas-

ters and acts of terrorism and other man-made 

disasters that occurred during the period cov-

ered by the report at issue. 
(3) Recommendations to improve the Depart-

ment’s use of social media technologies for 

emergency management purposes. 

(4) Recommendations to improve public 

awareness of the type of information dissemi-

nated through social media technologies, and 

how to access such information, during a natu-

ral disaster or an act of terrorism or other 

man-made disaster. 
(5) A review of available training for Fed-

eral, State, local, tribal, and territorial offi-

cials on the use of social media technologies in 

response to a natural disaster or an act of ter-

rorism or other man-made disaster. 
(6) A review of coordination efforts with the 

private sector to discuss and resolve legal, 

operational, technical, privacy, and security 

concerns. 

(g) Duration of group 

(1) In general 

The Group shall terminate on the date that 

is 5 years after November 5, 2015, unless the 

chairperson renews the Group for a successive 

5-year period, prior to the date on which the 

Group would otherwise terminate, by submit-

ting to the Committee on Homeland Security 

and Governmental Affairs of the Senate and 

the Committee on Homeland Security of the 

House of Representatives a certification that 

the continued existence of the Group is nec-

essary to fulfill the purpose described in sub-

section (b). 

(2) Continued renewal 

The chairperson may continue to renew the 

Group for successive 5-year periods by submit-

ting a certification in accordance with para-

graph (1) prior to the date on which the Group 

would otherwise terminate. 

(Pub. L. 107–296, title III, § 318, as added Pub. L. 

114–80, § 2(a), Nov. 5, 2015, 129 Stat. 646.) 

§ 195e. Transparency in research and develop-
ment 

(a) Requirement to list research and develop-
ment programs 

(1) In general 

The Secretary shall maintain a detailed list 

of the following: 
(A) Each classified and unclassified re-

search and development project, and all ap-

propriate details for each such project, in-

cluding the component of the Department 

responsible for each such project. 
(B) Each task order for a Federally Funded 

Research and Development Center not asso-

ciated with a research and development 

project. 
(C) Each task order for a University-based 

center of excellence not associated with a re-

search and development project. 
(D) The indicators developed and tracked 

by the Under Secretary for Science and 

Technology with respect to transitioned 

projects pursuant to subsection (c). 

(2) Exception for certain completed projects 

Paragraph (1) shall not apply to a project 

completed or otherwise terminated before De-

cember 23, 2016. 

(3) Updates 

The list required under paragraph (1) shall 

be updated as frequently as possible, but not 

less frequently than once per quarter. 


		Superintendent of Documents
	2022-01-12T13:13:18-0500
	Government Publishing Office, Washington, DC 20401
	Government Publishing Office
	Government Publishing Office attests that this document has not been altered since it was disseminated by Government Publishing Office




