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such State for a grant under this section have 
been funded, such State, together with grant-
ees within the State (other than Indian 
tribes), shall be allocated in each fiscal year 
under this section not less than 0.75 percent of 
the total amount appropriated in the fiscal 
year for grants pursuant to this section, ex-
cept that the United States Virgin Islands, 
American Samoa, Guam, and the Northern 
Mariana Islands each shall be allocated 0.25 
percent. 

(f) Grants to Indian tribes 

Notwithstanding any other provision of this 
section, the Attorney General may use amounts 
made available under this section to make 
grants to Indian tribes for use in accordance 
with this section. 

(Pub. L. 106–572, § 2, Dec. 28, 2000, 114 Stat. 3058; 
Pub. L. 110–403, title IV, § 401(a), Oct. 13, 2008, 122 
Stat. 4271.)

Editorial Notes 

REFERENCES IN TEXT 

The Departments of Commerce, Justice, and State, 

the Judiciary, and Related Agencies Appropriations 

Act, 1998, referred to in subsec. (c)(3), is Pub. L. 105–119, 

Nov. 26, 1997, 111 Stat. 2440. Provisions under the head-

ing ‘‘Violent Crime Reduction Programs, State and 

Local Law Enforcement Assistance’’, 111 Stat. 2452, are 

not classified to the Code. 

CODIFICATION 

Section was formerly classified to section 3713 of 

Title 42, The Public Health and Welfare, prior to edi-

torial reclassification and renumbering as this section. 

AMENDMENTS 

2008—Subsec. (b)(1)–(3). Pub. L. 110–403, § 401(a)(1), in-

serted ‘‘, including infringement of copyrighted works 

over the Internet’’ after ‘‘computer crime’’. 

Subsec. (e)(1). Pub. L. 110–403, § 401(a)(2), substituted 

‘‘2009 through 2013’’ for ‘‘2001 through 2004’’. 

§ 30102. Development and support of 
cybersecurity forensic capabilities 

(a) In general 

The Attorney General shall establish such re-
gional computer forensic laboratories as the At-
torney General considers appropriate, and pro-
vide support to existing computer forensic lab-
oratories, in order that all such computer foren-
sic laboratories have the capability—

(1) to provide forensic examinations with re-
spect to seized or intercepted computer evi-
dence relating to criminal activity (including 
cyberterrorism); 

(2) to provide training and education for 
Federal, State, and local law enforcement per-
sonnel and prosecutors regarding investiga-
tions, forensic analyses, and prosecutions of 
computer-related crime (including 
cyberterrorism); 

(3) to assist Federal, State, and local law en-
forcement in enforcing Federal, State, and 
local criminal laws relating to computer-re-
lated crime; 

(4) to facilitate and promote the sharing of 
Federal law enforcement expertise and infor-
mation about the investigation, analysis, and 
prosecution of computer-related crime with 

State and local law enforcement personnel and 
prosecutors, including the use of multijuris-
dictional task forces; and 

(5) to carry out such other activities as the 
Attorney General considers appropriate. 

(b) Authorization of appropriations 

(1) Authorization 

There is hereby authorized to be appro-
priated in each fiscal year $50,000,000 for pur-
poses of carrying out this section. 

(2) Availability 

Amounts appropriated pursuant to the au-
thorization of appropriations in paragraph (1) 
shall remain available until expended. 

(Pub. L. 107–56, title VIII, § 816, Oct. 26, 2001, 115 
Stat. 385.)

Editorial Notes 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 509 of Title 28, Judiciary and Judicial Procedure, 

prior to editorial reclassification and renumbering as 

this section. 

§ 30103. Local law enforcement grants 

(a) Omitted 

(b) Grants 

The Office of Justice Programs of the Depart-
ment of Justice may make grants to eligible 
State or local law enforcement entities, includ-
ing law enforcement agencies of municipal gov-
ernments and public educational institutions, 
for training, prevention, enforcement, and pros-
ecution of intellectual property theft and in-
fringement crimes (in this subsection referred to 
as ‘‘IP–TIC grants’’), in accordance with the fol-
lowing: 

(1) Use of IP–TIC grant amounts 

IP–TIC grants may be used to establish and 
develop programs to do the following with re-
spect to the enforcement of State and local 
true name and address laws and State and 
local criminal laws on anti-infringement, anti-
counterfeiting, and unlawful acts with respect 
to goods by reason of their protection by a 
patent, trademark, service mark, trade secret, 
or other intellectual property right under 
State or Federal law: 

(A) Assist State and local law enforcement 
agencies in enforcing those laws, including 
by reimbursing State and local entities for 
expenses incurred in performing enforce-
ment operations, such as overtime payments 
and storage fees for seized evidence. 

(B) Assist State and local law enforcement 
agencies in educating the public to prevent, 
deter, and identify violations of those laws. 

(C) Educate and train State and local law 
enforcement officers and prosecutors to con-
duct investigations and forensic analyses of 
evidence and prosecutions in matters involv-
ing those laws. 

(D) Establish task forces that include per-
sonnel from State or local law enforcement 
entities, or both, exclusively to conduct in-
vestigations and forensic analyses of evi-
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