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used by any element of the intelligence com-
munity for determining whether to submit a
vulnerability for review under the
Vulnerabilities Equities Process, such element
shall submit to the congressional intelligence
committees a report describing such change.

(3) Form of reports

Each report submitted under this subsection
shall be submitted in unclassified form, but
may include a classified annex.

(¢) Annual reports

(1) In general

Not less frequently than once each calendar
year, the Director of National Intelligence
shall submit to the congressional intelligence
committees a classified report containing,
with respect to the previous year—

(A) the number of vulnerabilities sub-
mitted for review under the Vulnerabilities
Equities Process;

(B) the number of vulnerabilities described
in subparagraph (A) disclosed to each vendor
responsible for correcting the vulnerability,
or to the public, pursuant to the
Vulnerabilities Equities Process; and

(C) the aggregate number, by category, of
the vulnerabilities excluded from review
under the Vulnerabilities Equities Process,
as described in paragraph 5.4 of the
Vulnerabilities Equities Policy and Process
document.

(2) Unclassified information

Each report submitted under paragraph (1)
shall include an unclassified appendix that
contains—

(A) the aggregate number of
vulnerabilities disclosed to vendors or the
public pursuant to the Vulnerabilities Equi-
ties Process; and

(B) the aggregate number of
vulnerabilities disclosed to vendors or the
public pursuant to the Vulnerabilities Equi-
ties Process known to have been patched.

(3) Nonduplication

The Director of National Intelligence may
forgo submission of an annual report required
under this subsection for a calendar year, if
the Director notifies the intelligence commit-
tees in writing that, with respect to the same
calendar year, an annual report required by
paragraph 4.3 of the Vulnerabilities Equities
Policy and Process document already has been
submitted to Congress, and such annual report
contains the information that would otherwise
be required to be included in an annual report
under this subsection.

(Pub. L. 116-92, div. E, title LXVII, §6720, Dec. 20,
2019, 133 Stat. 2230.)

Statutory Notes and Related Subsidiaries

DEFINITIONS

For definitions of ‘‘congressional intelligence com-
mittees’” and ‘‘intelligence community’’, referred to in
text, see section 5003 of div. E of Pub. L. 116-92, set out
as a note under section 3003 of this title.
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§3316b. Continuity of operations plans for cer-
tain elements of the intelligence community
in the case of a national emergency

(a) Definition of covered national emergency

In this section, the term ‘‘covered national
emergency’’ means the following:

(1) A major disaster declared by the Presi-
dent under section 5170 of title 42.

(2) An emergency declared by the President
under section 5191 of title 42.

(3) A national emergency declared by the
President under the National Emergencies Act
(50 U.S.C. 1601 et seq.).

(4) A public health emergency declared
under section 247d of title 42.

(b) In general

The Director of National Intelligence, the Di-
rector of the Central Intelligence Agency, the
Director of the National Reconnaissance Office,
the Director of the Defense Intelligence Agency,
the Director of the National Security Agency,
and the Director of the National Geospatial-In-
telligence Agency shall each establish con-
tinuity of operations plans for use in the case of
covered national emergencies for the element of
the intelligence community concerned.

(c) Submission to Congress

(1) Director of National Intelligence and Direc-
tor of the Central Intelligence Agency

Not later than 7 days after the date on which
a covered national emergency is declared, the
Director of National Intelligence and the Di-
rector of the Central Intelligence Agency shall
each submit to the congressional intelligence
committees the plan established under sub-
section (b) for that emergency for the element
of the intelligence community concerned.

(2) Director of National Reconnaissance Office,
Director of Defense Intelligence Agency,
Director of National Security Agency, and
Director of National Geospatial-Intel-
ligence Agency

Not later than 7 days after the date on which
a covered national emergency is declared, the
Director of the National Reconnaissance Of-
fice, the Director of the Defense Intelligence
Agency, the Director of the National Security
Agency, and the Director of the National
Geospatial-Intelligence Agency shall each sub-
mit the plan established under subsection (b)
for that emergency for the element of the in-
telligence community concerned to the fol-
lowing:
(A) The congressional intelligence com-
mittees.
(B) The Committee on Armed Services of
the Senate.
(C) The Committee on Armed Services of
the House of Representatives.

(d) Updates

During a covered national emergency, the Di-
rector of National Intelligence, the Director of
the Central Intelligence Agency, the Director of
the National Reconnaissance Office, the Direc-
tor of the Defense Intelligence Agency, the Di-
rector of the National Security Agency, and the
Director of the National Geospatial-Intelligence
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Agency shall each submit any updates to the
plans submitted under subsection (¢)—
(1) in accordance with that subsection; and
(2) in a timely manner consistent with sec-
tion 3091 of this title.

(Pub. L. 116-260, div. W, title III, §303, Dec. 27,
2020, 134 Stat. 2364.)

REFERENCES IN TEXT

The National Emergencies Act, referred to in subsec.
(a)(3), is Pub. L. 94412, Sept. 14, 1976, 90 Stat. 1255,
which is classified principally to chapter 34 (§1601 et
seq.) of this title. For complete classification of this
Act to the Code, see Short Title note set out under sec-
tion 1601 of this title and Tables.

DEFINITIONS

For definitions of ‘‘congressional intelligence com-
mittees’” and ‘‘intelligence community”’, referred to in
text, see section 2 of div. W of Pub. L. 116-260, set out
as a note under section 3003 of this title.

SUBCHAPTER II—PERSONNEL AND
ADMINISTRATIVE AUTHORITIES

§ 3321. National Intelligence Reserve Corps
(a) Establishment

The Director of National Intelligence may pro-
vide for the establishment and training of a Na-
tional Intelligence Reserve Corps (in this sec-
tion referred to as ‘‘National Intelligence Re-
serve Corps’’) for the temporary reemployment
on a voluntary basis of former employees of ele-
ments of the intelligence community during pe-
riods of emergency, as determined by the Direc-
tor.

(b) Eligible individuals

An individual may participate in the National
Intelligence Reserve Corps only if the individual
previously served as a full time employee of an
element of the intelligence community.

(¢) Terms of participation

The Director of National Intelligence shall
prescribe the terms and conditions under which
eligible individuals may participate in the Na-
tional Intelligence Reserve Corps.

(d) Expenses

The Director of National Intelligence may pro-
vide members of the National Intelligence Re-
serve Corps transportation and per diem in lieu
of subsistence for purposes of participating in
any training that relates to service as a member
of the Reserve Corps.

(e) Treatment of annuitants

(1) If an annuitant receiving an annuity from
the Civil Service Retirement and Disability
Fund becomes temporarily reemployed pursuant
to this section, such annuity shall not be discon-
tinued thereby.

(2) An annuitant so reemployed shall not be
considered an employee for the purposes of chap-
ter 83 or 84 of title 5.

(f) Treatment under Office of Director of Na-
tional Intelligence personnel ceiling

A member of the National Intelligence Re-
serve Corps who is reemployed on a temporary
basis pursuant to this section shall not count
against any personnel ceiling applicable to the
Office of the Director of National Intelligence.
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(Pub. L. 108-458, title I, §1053, Dec. 17, 2004, 118
Stat. 3683.)

Editorial Notes
CODIFICATION
Section was formerly classified to section 403-1c of

this title prior to editorial reclassification and renum-
bering as this section.

Statutory Notes and Related Subsidiaries
EFFECTIVE DATE

For Determination by President that section take ef-
fect on Apr. 21, 2005, see Memorandum of President of
the United States, Apr. 21, 2005, 70 F.R. 23925, set out as
a note under section 3001 of this title.

Section effective not later than six months after Dec.
17, 2004, except as otherwise expressly provided, see sec-
tion 1097(a) of Pub. L. 108-458, set out in an Effective
Date of 2004 Amendment; Transition Provisions note
under section 3001 of this title.

§3322. Additional education and training re-
quirements
(a) Findings
Congress makes the following findings:

(1) Foreign language education is essential
for the development of a highly-skilled work-
force for the intelligence community.

(2) Since September 11, 2001, the need for
language proficiency levels to meet required
national security functions has been raised,
and the ability to comprehend and articulate
technical and scientific information in foreign
languages has become critical.

(b) Linguistic requirements
(1) The Director of National Intelligence
shall—

(A) identify the linguistic requirements for
the Office of the Director of National Intel-
ligence;

(B) identify specific requirements for the
range of linguistic skills necessary for the in-
telligence community, including proficiency
in scientific and technical vocabularies of crit-
ical foreign languages; and

(C) develop a comprehensive plan for the Of-
fice to meet such requirements through the
education, recruitment, and training of lin-
guists.

(2) In carrying out activities under paragraph
(1), the Director shall take into account edu-
cation grant programs of the Department of De-
fense and the Department of Education that are
in existence as of December 17, 2004.

(c) Professional intelligence training

The Director of National Intelligence shall re-
quire the head of each element and component
within the Office of the Director of National In-
telligence who has responsibility for profes-
sional intelligence training to periodically re-
view and revise the curriculum for the profes-
sional intelligence training of the senior and in-
termediate level personnel of such element or
component in order to—

(1) strengthen the focus of such curriculum
on the integration of intelligence collection
and analysis throughout the Office; and

(2) prepare such personnel for duty with
other departments, agencies, and elements of
the intelligence community.
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