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submit to the congressional intelligence committees 

the first report under section 1108 of the National Secu-

rity Act of 1947 [50 U.S.C. 3238], as added by subsection 

(a), by not later than 180 days after the date of the en-

actment of this Act [Dec. 20, 2019].’’

[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 5501(c) of Pub. L. 116–92, set 

out above, see section 5003 of div. E of Pub. L. 116–92, 

set out as a note under section 3003 of this title.] 

§ 3239. Requirement to buy certain satellite com-
ponent from American sources 

(a) Definitions 

In this section: 

(1) Covered element of the intelligence commu-
nity 

The term ‘‘covered element of the intel-
ligence community’’ means an element of the 
intelligence community that is not an element 
of the Department of Defense. 

(2) National security satellite 

The term ‘‘national security satellite’’ 
means a satellite weighing over 400 pounds 
whose principle purpose is to support the na-
tional security or intelligence needs of the 
United States Government. 

(3) United States 

The term ‘‘United States’’ means the several 
States, the District of Columbia, and the terri-
tories and possessions of the United States. 

(b) Requirement 

Beginning January 1, 2021, except as provided 
in subsection (c), a covered element of the intel-
ligence community may not award a contract 
for a national security satellite if the satellite 
uses a star tracker that is not produced in the 
United States, including with respect to both 
the software and the hardware of the star track-
er. 

(c) Exception 

The head of a covered element of the intel-
ligence community may waive the requirement 
under subsection (b) if, on a case-by-case basis, 
the head certifies in writing to the congres-
sional intelligence committees that—

(1) there is no available star tracker pro-
duced in the United States that meets the 
mission and design requirements of the na-
tional security satellite for which the star 
tracker will be used; 

(2) the cost of a star tracker produced in the 
United States is unreasonable, based on a mar-
ket survey; or 

(3) such waiver is necessary for the national 
security interests of the United States based 
on an urgent and compelling need. 

(July 26, 1947, ch. 343, title XI, § 1109, as added 
Pub. L. 116–260, div. W, title III, § 308(a), Dec. 27, 
2020, 134 Stat. 2368.) 

§ 3240. Report on best practices to protect pri-
vacy, civil liberties, and civil rights of Chi-
nese Americans 

(a) Sense of Congress 

It is the sense of Congress that—
(1) the People’s Republic of China appears to 

be specifically targeting the Chinese-Amer-
ican community for intelligence purposes; 

(2) such targeting carries a substantial risk 
that the loyalty of such Americans may be 
generally questioned and lead to unacceptable 
stereotyping, targeting, and racial profiling; 

(3) the United States Government has a duty 
to warn and protect all Americans including 
those of Chinese descent from these intel-
ligence efforts by the People’s Republic of 
China; 

(4) the broad stereotyping, targeting, and ra-
cial profiling of Americans of Chinese descent 
is contrary to the values of the United States 
and reinforces the flawed narrative perpet-
uated by the People’s Republic of China that 
ethnically Chinese individuals worldwide have 
a duty to support the People’s Republic of 
China; and 

(5) the United States efforts to combat the 
People’s Republic of China’s intelligence ac-
tivities should actively safeguard and promote 
the constitutional rights of all Chinese Ameri-
cans. 

(b) Report 

On an annual basis, the Director of National 
Intelligence, acting through the Office of Civil 
Liberties, Privacy, and Transparency, in coordi-
nation with the civil liberties and privacy offi-
cers of the elements of the intelligence commu-
nity, shall submit a report to the congressional 
intelligence committees containing—

(1) a review of how the policies, procedures, 
and practices of the intelligence community 
that govern the intelligence activities and op-
erations targeting the People’s Republic of 
China affect policies, procedures, and practices 
relating to the privacy, civil liberties, and 
civil rights of Americans of Chinese descent 
who may be targets of espionage and influence 
operations by China; and 

(2) recommendations to ensure that the pri-
vacy, civil liberties, and civil rights of Ameri-
cans of Chinese descent are sufficiently pro-
tected. 

(c) Form 

The report under subsection (b) shall be sub-
mitted in unclassified form, but may include a 
classified annex. 

(July 26, 1947, ch. 343, title XI, § 1110, formerly 
Pub. L. 116–92, div. E, title LVII, § 5712, Dec. 20, 
2019, 133 Stat. 2171; renumbered § 1110 of act July 
26, 1947, and amended Pub. L. 116–260, div. W, 
title VI, § 620(a), Dec. 27, 2020, 134 Stat. 2401.)

Editorial Notes 

AMENDMENTS 

2020—Pub. L. 116–260, § 620(a)(4)(A), substituted 

‘‘, civil liberties, and civil rights’’ for ‘‘and civil lib-

erties’’ in section catchline. 

Subsec. (b). Pub. L. 116–260, § 620(a)(4)(B), substituted 

‘‘On an annual basis,’’ for ‘‘Not later than 180 days after 

the date of the enactment of this Act,’’ in introductory 

provisions and ‘‘, civil liberties, and civil rights’’ for 

‘‘and civil liberties’’ in pars. (1) and (2).

CHAPTER 45—MISCELLANEOUS 
INTELLIGENCE COMMUNITY AUTHORITIES 

SUBCHAPTER I—BUDGET AND OVERSIGHT 

Sec. 

3301. Multiyear national intelligence program. 
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3302. Identification of constituent components of 

base intelligence budget. 

3303. Construction of intelligence community fa-

cilities; Presidential authorization. 

3304. Limitation on construction of facilities to be 

used primarily by intelligence community. 

3305. Exhibits for inclusion with budget justifica-

tion books. 

3306. Availability to public of certain intelligence 

funding information. 

3307. Communications with the Committees on 

Armed Services of the Senate and the House 

of Representatives. 

3308. Information access by the Comptroller Gen-

eral of the United States. 

3308a. Provision of certain information to Govern-

ment Accountability Office by National Re-

connaissance Office. 

3309. Notification of establishment of advisory 

committee. 

3310. Annual report on United States security ar-

rangements and commitments with other 

nations. 

3311. Submittal to Congress by heads of elements 

of intelligence community of plans for or-

derly shutdown in event of absence of ap-

propriations. 

3312. Congressional oversight of policy directives 

and guidance. 

3313. Notification of memoranda of understanding. 

3314. Report on national security systems. 

3315. Annual certification of controlled access pro-

grams. 

3316. Submission of intelligence community poli-

cies. 

3316a. Reports on intelligence community participa-

tion in vulnerabilities equities process of 

Federal Government. 

3316b. Continuity of operations plans for certain ele-

ments of the intelligence community in the 

case of a national emergency. 

SUBCHAPTER II—PERSONNEL AND 

ADMINISTRATIVE AUTHORITIES 

3321. National Intelligence Reserve Corps. 

3322. Additional education and training require-

ments. 

3323. Eligibility for incentive awards. 

3324. Prohibition on using journalists as agents or 

assets. 

3325. Reaffirmation of longstanding prohibition 

against drug trafficking by employees of 

the intelligence community. 

3326. Limitation of expenditure of funds appro-

priated for Department of Defense intel-

ligence programs. 

3327. Limitation on transfer of funds between CIA 

and Department of Defense; congressional 

notification required. 

3328. Study or plan of surrender; use of appropria-

tions. 

3329. Intelligence community contracting. 

3330. Reports to the intelligence community on 

penetrations of networks and information 

systems of certain contractors. 

3331. Management of intelligence community per-

sonnel. 

3332. Guidance and reporting requirement regard-

ing the interactions between the intel-

ligence community and entertainment in-

dustry. 

3333. Joint facilities certification. 

3334. Intelligence community public-private talent 

exchange. 

3334a. Transfer of National Intelligence University 

to the Office of the Director of National In-

telligence. 

3334b. Collection, analysis, and dissemination of 

workforce data. 

Sec. 

3334c. Assessment of homeland security 

vulnerabilities associated with certain re-

tired and former personnel of the intel-

ligence community. 
3334d. Cyber protection support for the personnel of 

the intelligence community in positions 

highly vulnerable to cyber attack. 
3334e. Enhanced procurement authority to manage 

supply chain risk. 
3334f. Congressional notification of designation of 

covered intelligence officer as persona non 

grata. 
3334g. Reports on intelligence community loan re-

payment and related programs. 
3334h. Data collection on attrition in intelligence 

community. 
3334i. Seedling investment in next-generation 

microelectronics in support of artificial in-

telligence. 

SUBCHAPTER III—SECURITY CLEARANCES AND 

CLASSIFIED INFORMATION 

3341. Security clearances. 
3342. Security clearances for transition team mem-

bers. 
3343. Security clearances; limitations. 
3344. Classification training program. 
3345. Limitation on handling, retention, and stor-

age of certain classified materials by the 

Department of State. 
3346. Compilation and organization of previously 

declassified records. 
3347. Secrecy agreements used in intelligence ac-

tivities. 
3348. Reports relating to certain special access pro-

grams and similar programs. 
3349. Notification regarding the authorized public 

disclosure of national intelligence. 
3350. Maximum amount charged for declassifica-

tion reviews. 
3351. Improving quality of information in back-

ground investigation request packages. 
3351a. Making certain policies and execution plans 

relating to personnel clearances available 

to industry partners. 
3351b. Limitations on determinations regarding cer-

tain security classifications. 
3352. Definitions. 
3352a. Reports and plans relating to security clear-

ances and background investigations. 
3352b. Improving the process for security clear-

ances. 
3352c. Goals for promptness of determinations re-

garding security clearances. 
3352d. Reports on reciprocity for security clearances 

inside of departments and agencies. 
3352e. Periodic report on positions in the intel-

ligence community that can be conducted 

without access to classified information, 

networks, or facilities. 
3352f. Information-sharing program for positions of 

trust and security clearances. 

SUBCHAPTER III–A—PUBLIC INTEREST 

DECLASSIFICATIONS 

3355. Findings. 
3355a. Public Interest Declassification Board. 
3355b. Identification, collection, and review for de-

classification of information of archival 

value or extraordinary public interest. 
3355c. Protection of national security information 

and other information. 
3355d. Standards and procedures. 
3355e. Judicial review. 
3355f. Funding. 
3355g. Definitions. 

SUBCHAPTER IV—COLLECTION, ANALYSIS, AND 

SHARING OF INTELLIGENCE 

3361. National Virtual Translation Center. 
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3362. Foreign Terrorist Asset Tracking Center. 

3363. Terrorist Identification Classification Sys-

tem. 

3364. Assignment of responsibilities relating to 

analytic integrity. 

3365. Foreign intelligence information. 

3366. Authorities of heads of other departments 

and agencies. 

3367. Requirement for efficient use by intelligence 

community of open-source intelligence. 

3368. Assistance for governmental entities and pri-

vate entities in recognizing online violent 

extremist content. 

3369. Cooperative actions to detect and counter 

foreign influence operations. 

3369a. Report on deepfake technology, foreign 

weaponization of deepfakes, and related no-

tifications. 

3369b. Oversight of foreign influence in academia. 

3369c. Notification of an active measures campaign. 

3369d. Committee to counter active measures by the 

Russian Federation, the People’s Republic 

of China, the Islamic Republic of Iran, the 

Democratic People’s Republic of Korea, or 

other nation state to exert covert influence 

over peoples and governments. 

3370. Supply Chain and Counterintelligence Risk 

Management Task Force. 

3370a. Biennial report on foreign investment risks. 

3371. Required counterintelligence assessments, 

briefings, notifications, and reports. 

3371a. Assessment of foreign intelligence threats to 

Federal elections. 

3371b. Information sharing with State election offi-

cials. 

3371c. Notification of significant foreign cyber in-

trusions and active measures campaigns di-

rected at elections for Federal offices. 

3371d. Designation of counterintelligence officer to 

lead election security matters. 

3372. Monitoring mineral investments under Belt 

and Road Initiative of People’s Republic of 

China. 

3373. Establishment of office, organizational struc-

ture, and authorities to address unidenti-

fied aerial phenomena. 

SUBCHAPTER V—MANAGEMENT OF 

COUNTERINTELLIGENCE ACTIVITIES 

3381. Coordination of counterintelligence activi-

ties. 

3382. Director of the National Counterintelligence 

and Security Center. 

3383. National Counterintelligence and Security 

Center.

SUBCHAPTER I—BUDGET AND OVERSIGHT 

§ 3301. Multiyear national intelligence program 

(a) Annual submission of multiyear national in-
telligence program 

The Director of National Intelligence shall 
submit to the congressional committees speci-
fied in subsection (d) each year a multiyear na-
tional intelligence program plan reflecting the 
estimated expenditures and proposed appropria-
tions required to support that program. Any 
such multiyear national intelligence program 
plan shall cover the fiscal year with respect to 
which the budget is submitted and at least four 
succeeding fiscal years. 

(b) Time of submission 

The Director of National Intelligence shall 
submit the report required by subsection (a) 
each year at or about the same time that the 

budget is submitted to Congress pursuant to sec-
tion 1105(a) of title 31. 

(c) Consistency with budget estimates 

The Director of National Intelligence and the 
Secretary of Defense shall ensure that the esti-
mates referred to in subsection (a) are con-
sistent with the budget estimates submitted to 
Congress pursuant to section 1105(a) of title 31 
for the fiscal year concerned and with the esti-
mated expenditures and proposed appropriations 
for the future-years defense program submitted 
pursuant to section 221 of title 10. 

(d) Specified congressional committees 

The congressional committees referred to in 
subsection (a) are the following: 

(1) The Committee on Armed Services, the 
Committee on Appropriations, and the Select 
Committee on Intelligence of the Senate. 

(2) The Committee on Armed Services, the 
Committee on Appropriations, and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives. 

(Pub. L. 101–510, div. A, title XIV, § 1403, Nov. 5, 
1990, 104 Stat. 1675; Pub. L. 104–106, div. A, title 
XV, § 1502(c)(4)(B), Feb. 10, 1996, 110 Stat. 507; 
Pub. L. 106–65, div. A, title X, § 1067(10), Oct. 5, 
1999, 113 Stat. 774; Pub. L. 111–259, title VIII, 
§ 805(a)–(d)(1), Oct. 7, 2010, 124 Stat. 2748.)

Editorial Notes 

CODIFICATION 

Section was formerly classified to section 404b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Pub. L. 111–259, § 805(d)(1), struck out ‘‘foreign’’ 

after ‘‘national’’ in section catchline. 

Subsec. (a). Pub. L. 111–259, § 805(a), (b)(1), struck out 

‘‘foreign’’ after ‘‘national’’ wherever appearing in head-

ing and text and substituted ‘‘Director of National In-

telligence’’ for ‘‘Director of Central Intelligence’’ in 

text. 

Subsec. (b). Pub. L. 111–259, § 805(b)(2), inserted ‘‘of 

National Intelligence’’ after ‘‘Director’’. 

Subsec. (c). Pub. L. 111–259, § 805(b)(1), (c), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’ and ‘‘future-years defense pro-

gram submitted pursuant to section 221 of title 10’’ for 

‘‘multiyear defense program submitted pursuant to sec-

tion 114a of title 10’’. 

1999—Subsec. (d)(2). Pub. L. 106–65 substituted ‘‘Com-

mittee on Armed Services’’ for ‘‘Committee on Na-

tional Security’’. 

1996—Subsec. (a). Pub. L. 104–106, § 1502(c)(4)(B)(i), sub-

stituted ‘‘the congressional committees specified in 

subsection (d) each year’’ for ‘‘the Committees on 

Armed Services and Appropriations of the Senate and 

the House of Representatives and the Select Committee 

on Intelligence of the Senate and the Permanent Select 

Committee on Intelligence of the House of Representa-

tives each year’’. 

Subsec. (d). Pub. L. 104–106, § 1502(c)(4)(B)(ii), added 

subsec. (d).

Statutory Notes and Related Subsidiaries 

SHORT TITLE OF 2002 AMENDMENT 

Pub. L. 107–306, title IX, § 901(a), Nov. 27, 2002, 116 

Stat. 2432, provided that: ‘‘This title [see Tables for 

classification] may be cited as the ‘Counterintelligence 

Enhancement Act of 2002’.’’
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